IBM Host Access Client Package for iSeries V5 — IBM Personal Communications and IBM Host On-Demand — Migrate to the Web at your own pace

Overview


Package elements

• Personal Communications for Windows™, V5.8
• WebSphere® Host On-Demand V9

A solution for your host connection needs, the package includes:

• Access to applications and data residing on IBM @server iSeries systems (5250) for traditional Web users in SNA and intranet environments
• Thin client technology to distribute host access capability to remote users, plus users in intranet and extranet environments

Migrate to the Web at your own pace

With tools that you use today, you can start to build your e-business applications of the future that can help you to:

• Achieve competitive advantage in your marketplace
• Reduce expenses
• Leverage your existing investments

For more information, visit http://www.ibm.com/software/network/hostaccess

Key prerequisites

Refer to the Hardware requirements and Software requirements sections for details.

Planned availability dates

• September 30, 2004 (electronic software delivery)
• October 22, 2004 (media and documentation)

At a glance

New in the Host Access Client Package for iSeries

IBM Personal Communications for Windows, V5.8

• Support for Microsoft™ Crypto API (MSCAPI)
• Primary Interop Assemblies for .NET
• 5250 printer association support
• Federal Information Processing Standard (FIPS) compliance

WebSphere Host On-Demand V9

• Database integration and enhancements
• Web Server Independence
• Macro enhancements
• Keyboard remap enhancements
• WebSphere portlet improvements
• FIPS compliance (Java™ 2 only)

For ordering, contact:
Your IBM representative or the Americas Call Centers at 800-IBM-CALL
Reference: AE001

This announcement is provided for your information only. For additional information, contact your IBM representative, call 800-IBM-4YOU, or visit the IBM home page at: http://www.ibm.com.
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Primary Interop assemblies (PIA) for .NET: Automation
objects exposed by Personal Communications (PCOMM)
can now be used by applications written in any language
targeting the .NET framework. Managed .NET applications
can program PCOMM by using the PIA, which wraps the
automation objects provided with the product.

5250 Printer Association: PCOMM supports the new 5250
Printer Association introduced in i5/OS V5R3. This feature
allows dynamic association of a 5250 printer device to a
5250 display session. The 5250 client (PCOMM) can tell the
iSeries host to associate a printer device when it requests a display LU name.

Customize print session window appearance: For 5250
printer sessions, you can customize the appearance of the
session window to display printer session status and
configuration information such as host connection status,
printer setup, and page setup details. You can also
specify a wallpaper image for the session window.

iSeries Data Transfer long password support: The
Personal Communications Data Transfer utility, for 5250
only, supports 128-character, case-sensitive profile
passwords. It also supports the four QPWSDLVL password
levels.

Bidirectional enhancements
•

The proper national session codepages, keyboard, and
data transfer code page settings are now set by default
according to system locale.
•

Trace facility is now available for bidirectional-specific
components.
•

All fonts installed on a system are now available for
Print Screen and Printer session.
•

File transfer is now available in both logical and visual
modes.
Web Server Independence: To eliminate the Web server as the single point of failure for users when accessing their host systems, Host On-Demand now offers Web Server Independence, which enables the Web Start client and the cached client to operate even when the Web server is unavailable. With this feature, files are retrieved from the Web server when the server is available and then stored locally. If the Web server becomes unavailable, users can use these files to access their host systems.

Keyboard remap enhancements: For clients with Java Development Kit (JDK) 1.4, or later, the key remap function now includes independent mappings for keys that are defined in more than one location on the keyboard; for example, the right and left Control keys and the Enter key on the main keyboard and the numeric keypad. These enhancements offer increased flexibility to users who want duplicate keys to behave independently.

Ready-to-use emulator clients: Host On-Demand provides a sample Deployment Wizard-generated HTML file that you can install to create a session definition to a 5250 host. Users provide the correct destination address and any other connection-related properties to connect to their host system. This HTML sample file is useful as a quick demonstration of a working Host On-Demand emulator session or when you need to give users immediate access to host data.

z/OS® installation improvements: To allow you to customize the z/OS installation directory more easily, Host On-Demand now provides a single shell script that specifies the install directory. Because all other Host On-Demand shell scripts extract the installation directory from this one script, you no longer have to customize each shell script individually.

Accessibility by people with disabilities

Most common functions of Personal Communications:

- Support interfaces used by screen readers and magnifiers
- Can be operated using only the keyboard
- Support customization of display attributes such as color, contrast, and font size
- Communicate all information independently of color
- Allow the user to take as much time as needed to respond
- Do not rely on audio
- Avoid the use of blinking objects
- Do not flash the screen at rates that could induce epileptic seizures

Host On-Demand:

- Supports the Java Accessibility interface, which can be used by screen readers
- Can be operated using only the keyboard
- Supports customization of display attributes such as color, contrast, and font size
- Communicates all information independently of color
- Allows the user to take as much time as needed to respond
- Does not rely on audio
- Avoids the use of blinking objects
- Does not flash the screen at rates that could induce epileptic seizures
- Includes documentation in accessible HTML format

Product positioning

Host Access Client Package for iSeries, V5 offers a migration path from traditional emulation to Web browser-based emulation. It focuses on TN5250 application support.

Within the WebSphere Host Integration Solution for iSeries, WebSphere Host Access Transformation Services for iSeries (HATS) also addresses this market. It is a server-side solution that runs on either the WebSphere Application Server — Express or the WebSphere Portal Server. HATS makes your 5250 applications available.
through the most popular Web browsers while converting your host screens to a Web-like look and feel. HATS provides a zero-footprint Web-to-host solution. The only software needed on the client is a Web browser.

**Personal Communications**

Personal Communications is a key client component of the IBM Host Integration portfolio for LAN, WAN, and remote access and connectivity. Personal Communications provides access to applications and data whether residing on mid-range or enterprise servers. Additionally, Personal Communications can give you the optimal platform for traditional access to data and applications on the host and includes new tools to help transform your traditional business into an e-business.

**WebSphere Host On-Demand**

WebSphere Host On-Demand is intended for clients who want to provide secure, cost-effective host access to users in intranet- and extranet-based environments. Businesses can extend the reach of their host applications and data to new users, including business partners, suppliers, and sales personnel.

Host On-Demand gives users security-enhanced browser access to host applications and data with Web browser-based emulation. Because Host On-Demand is Java-based, users in different operating environments get the same look and feel and an identical feature set.

Host On-Demand is installed only on the Web server, and the Host On-Demand applet is downloaded from the Web to the user’s Web browser. Code maintenance, updates, and configurations reside on the Web server. Users are automatically notified of updates. The Host On-Demand cached client can help reduce download and user idle time, help enhance productivity, and help save significant expense in product deployment and maintenance.

Host On-Demand can be installed on nearly any server platform to fit nearly any size organization or branch office. Host On-Demand is supported by your choice of platforms, ranging from Windows NT®, AIX, and Linux servers to iSeries mainframes. The benefit extends to the desktop as well. Because the interface is Java-based, it is the same in every workstation environment, whether it be Windows, OS/2®, Linux, Apple Mac, or other supported workstation environments.

A rich Java toolset, including Host Access Beans for Java and the API, can help you to rapidly create custom e-business applications to achieve a competitive advantage. Because Host On-Demand is part of the WebSphere family, applications developed using the toolset can be incorporated into other WebSphere software projects, helping preserve your Host On-Demand investment and helping provide a quick start to the Web and e-business.

Host On-Demand is recommended for installations that require low-cost centralized deployment, easy, centralized administration, and support for a broad range of client and server platforms. Personal Communications is recommended for full-function emulation, more extensive APIs, and a wider range of protocols or connectivities, including APPN® and other SNA technologies.

---

**Trademarks**

iSeries is a trademark of International Business Machines Corporation in the United States or other countries or both. The e-business logo, WebSphere, DB2, AIX, z/OS, OS/2, and APPN are registered trademarks of International Business Machines Corporation in the United States or other countries or both.

Intel is a trademark of Intel Corporation.

Windows, Microsoft, and Windows NT are trademarks of Microsoft Corporation.

Java is a trademark of Sun Microsystems, Inc.

Linux is a trademark of Linus Torvalds in the United States, other countries or both.

Other company, product, and service names may be trademarks or service marks of others.
Offering Information

Product information is available via the Offering Information Web site

http://www.ibm.com/common/ssi

Also, visit the Passport Advantage® Web site

http://www.ibm.com/software/passportadvantage

Publications

No publications are shipped with this product.

For access to the following information visit

http://publib.boulder.ibm.com/infocenter/hod9help

• Documentation. All the Host On-Demand documentation, including the Program Directory and Javadoc.

• Search. A new and improved search function highlights your keywords in the search results.

• Tutorials. Step-by-step tutorials with detailed graphics walk you through how to use new Host On-Demand functions.

• Troubleshooting. Provides checklists, updated periodically with new information, to help you diagnose any problems you might experience.

• Service and Support. Links you directly to important Host On-Demand Web sites, Hints and Tips, the Software Support Bulletin, Downloads, and the Host On-Demand Newsgroup.

Technical information

Hardware requirements

Personal Communications for Windows™, V5.8

Installation

• A personal computer with a CD-ROM drive, if Personal Communications is to be installed

• A 486, or higher, system processor

Memory and fixed storage capacity

• 16 MB RAM minimum, 32 MB recommended for Windows NT™ and Windows 98.

• 24 MB RAM minimum, 32 MB RAM recommended for Windows Millennium.

• 64 MB RAM minimum, 128 MB RAM recommended for Windows XP and Windows 2000 Professional.


• 125 MB of fixed disk space minimum. Additional space may be required depending on the installation options selected.

System unit

IBM, or compatible, workstations with a 486, or higher, microprocessor. A Pentium™ microprocessor is strongly recommended. If Personal Communications is to be locally installed, the workstation must also have a CD-ROM drive.

WebSphere® Host On-Demand V9

• For Windows platforms: 375 MB for one user interface language, plus an additional 8 MB for each additional language

• For AIX®: 375 MB (includes English as a user interface language and the additional security files), plus an additional 8 MB per additional user interface language

• For Sun Solaris, Linux™, HP-UNIXware: 400 MB (includes English as a user interface language), plus an additional 8 MB per additional user interface language

• All others: 525 MB (all languages installed)

Software requirements

Personal Communications for Windows, V5.8

• Windows 98

• Windows Millennium Edition

• Windows 2000 Professional, Server, and Advanced Server

• Windows XP Professional and Home Edition (32-bit)

• Windows NT 4 with SP 6, or later

• Windows Server 2003

• Terminal Services (Windows Terminal Server Version 4 and Windows Terminal Services for 2000 and XP)

• Citrix Metaframe 1.8 for Windows Terminal Server 4 and Windows 2000 Server

• Citrix Metaframe XP Presentation Server (Versions s,a,e) for Windows

• Microsoft™ SNA Server Client

• Communications Server for Windows NT/2000 V6.1.1 and V6.1.2 API Client

Personal Communications for Windows, V5.8 communicates with the following types of servers or gateways:
Communications Server for Windows V6.1.1 and V6.1.2
Microsoft SNA Server V4 SP4
Microsoft Host Integration 2000 Server V5

Miscellaneous Software: Tivoli® Configuration Manager V4.2

WebSphere Host On-Demand V9

For servers:
• Windows NT 4.0 with SP6, or later
• Windows 2000 (Professional, Server, and Advanced Server)
• Windows XP Professional (32-bit) (This should not be used for a large-scale production server)
• Windows 2003 Server and Enterprise (32-bit)
• AIX 5L 5.1, 5.2
• OS/2 Warp® Server 4, OS/2® Warp Server for e-business 4.5
• Novell NetWare 4.2, 5.1, 6, 6.5
• Sun Solaris 7, 8, 9
• OS/400® V5R1, V5R2, V5R3, and i5/OS V5R3
• OS/390® V2R10
• z/OS® V1R2, V1R3, V1R4
• HP-UX 11.0, 11i
• Red Hat Enterprise Linux AS 2.1 and 3.0
• Red Hat Linux 9.0 Personal and 9.0 Professional
• SUSE LINUX 8.0, 8.1 Professional, 8.2, 9.0
• SCO-Caldera OpenLinux Workstation 3.1.1
• SCO-Caldera OpenLinux Server 3.1.1
• SCO Linux 4.0
• Turbolinux 8.0 Workstation and Server

Note: The version for support for Linux on S/390® and Linux on zSeries® is the same as listed for Red Hat, SUSE, Caldera, and Turbolinux.

For clients:
• Windows 98
• Windows Millennium Edition
• Windows NT 4.0 with SP6, or later
• Windows 2000 (Professional)
• Windows XP Professional and Home Edition (32-bit)
• Windows Server 2003 Enterprise, Standard and Web (32-bit)
• AIX 5L 5.1, 5.2
• OS/2 Warp 4
• Sun Solaris 7, 8, 9
• HP-UX 11.0, 11i
• Red Hat Enterprise Linux AS 2.1 and 3.0 (WS, ES, AS)
• Red Hat Linux 9.0 Personal and 9.0 Professional
• SUSE LINUX 8.0, 8.1 Professional, 8.2, 9.0
• SCO-Caldera OpenLinux Workstation 3.1.1
• SCO-Caldera OpenLinux Server 3.1.1
• Turbolinux 8.0 Workstation and Server, Turbolinux 10 Desktop
• Citrix Metaframe 1.8 for Windows Terminal Server 4.0 and 1.8 for Windows 2000 Server
• Citrix Metaframe XP Presentation Server (Versions s, a, e) for Windows
• Apple Mac OS X 10.2.1 and 10.3

Note: A local client is supported only on Windows 32 platforms (Windows XP, Windows 2003, Windows NT, Windows Millennium, and Windows 98).

For browsers:
• Netscape Navigator 4.7, 6.1, 6.2, 7.0, 7.1
• Netscape Navigator (OS/2) 4.61
• IBM Web Browser for OS/2 V2.01
• Microsoft Internet Explorer 4.01, 5.01, 5.5, 6.0
• Mozilla 1.0.2, 1.4.0, 1.4.1
• Browsers supported on Apple Mac system: Microsoft Internet Explorer 5.2 and Safari V1
• JRE levels supported on Apple Mac system: 1.3.1 and 1.4.1, 1.4.2
• Java™ Plug-in 1.3.1, 1.4.0, 1.4.1, 1.4.2 (IBM, Sun, HP)

For development environments:
• WebSphere Studio Application Developer V5.0, V5.1
• Borland/Inprise JBuilder V8.0

For Web servers:
• iPlanet Web Server Enterprise Edition V6.0 IBM HTTP Server V1.3.28, V2.0.42, V2.0.47
• Microsoft IIS 4, 5, 5.1, 6 Apache HTTP Server 1.3, 2.0
• Lotus® Go V4.6
• Lotus Domino™ R6, R6.5

For LDAP servers:
• IBM Directory Server V4.1, V5.1, V5.2
• Netscape Directory Server V4.0 (both on Windows NT and AIX), V6.11 (Windows NT, Windows 2000, Sun, and HP-UX 11i)
• IBM LDAP Server running on OS/390 V2R10
• IBM LDAP Server running on z/OS V1R2, V1R3, V1R4

For Web application servers:
• WebSphere Application Server V5.0, V5.0 Express, V5.0.2, V5.1
• iPlanet Application Server V6.0
• Lotus Domino R6

For Web Express Logon:
• IBM Tivoli Access Manager for e-business V4.1, V5.1
• Netegrity SiteMinder V5.5
• DB2 Universal Database® V7, V8

Note: The version for support for Linux on S/390® and Linux on zSeries® is the same as listed for Red Hat, SUSE, Caldera, and Turbolinux.

For clients:
• Windows 98
• Windows Millennium Edition
• Windows NT 4.0 with SP6, or later
• Windows 2000 (Professional)
• Windows XP Professional and Home Edition (32-bit)
• Windows Server 2003 Enterprise, Standard and Web (32-bit)
• AIX 5L 5.1, 5.2
• OS/2 Warp 4
• Sun Solaris 7, 8, 9
• HP-UX 11.0, 11i
• Red Hat Enterprise Linux AS 2.1 and 3.0 (WS, ES, AS)
• Red Hat Linux 9.0 Personal and 9.0 Professional
• SUSE LINUX 8.0, 8.1 Professional, 8.2, 9.0
• SCO-Caldera OpenLinux Workstation 3.1.1
• SCO-Caldera OpenLinux Server 3.1.1
• Turbolinux 8.0 Workstation and Server, Turbolinux 10 Desktop
• Citrix Metaframe 1.8 for Windows Terminal Server 4.0 and 1.8 for Windows 2000 Server
• Citrix Metaframe XP Presentation Server (Versions s, a, e) for Windows
• Apple Mac OS X 10.2.1 and 10.3

Note: A local client is supported only on Windows 32 platforms (Windows XP, Windows 2003, Windows NT, Windows Millennium, and Windows 98).

For browsers:
• Netscape Navigator 4.7, 6.1, 6.2, 7.0, 7.1
• Netscape Navigator (OS/2) 4.61
• IBM Web Browser for OS/2 V2.01
• Microsoft Internet Explorer 4.01, 5.01, 5.5, 6.0
• Mozilla 1.0.2, 1.4.0, 1.4.1
• Browsers supported on Apple Mac system: Microsoft Internet Explorer 5.2 and Safari V1
• JRE levels supported on Apple Mac system: 1.3.1 and 1.4.1, 1.4.2
• Java™ Plug-in 1.3.1, 1.4.0, 1.4.1, 1.4.2 (IBM, Sun, HP)

For development environments:
• WebSphere Studio Application Developer V5.0, V5.1
• Borland/Inprise JBuilder V8.0

For Web servers:
• iPlanet Web Server Enterprise Edition V6.0 IBM HTTP Server V1.3.28, V2.0.42, V2.0.47
• Microsoft IIS 4, 5, 5.1, 6 Apache HTTP Server 1.3, 2.0
• Lotus® Go V4.6
• Lotus Domino™ R6, R6.5

For LDAP servers:
• IBM Directory Server V4.1, V5.1, V5.2
• Netscape Directory Server V4.0 (both on Windows NT and AIX), V6.11 (Windows NT, Windows 2000, Sun, and HP-UX 11i)
• IBM LDAP Server running on OS/390 V2R10
• IBM LDAP Server running on z/OS V1R2, V1R3, V1R4

For Web application servers:
• WebSphere Application Server V5.0, V5.0 Express, V5.0.2, V5.1
• iPlanet Application Server V6.0
• Lotus Domino R6

For Web Express Logon:
• IBM Tivoli Access Manager for e-business V4.1, V5.1
• Netegrity SiteMinder V5.5
• DB2 Universal Database® V7, V8
In a Java 2 client environment:

- To use the Native Authentication feature, you must enable it. The browser and underlying operating system must be configured to support this.
- The euro currency symbol is not supported in CICS Transaction Gateway. To print the euro currency symbol in Host printing PDT mode, the printer must be enabled for the symbol. The print screen function or the Host print in Windows printer driver mode requires that the browser and underlying operating system be enabled for the euro currency symbol.
- To use the Native Authentication feature, you must install Host On-Demand on the same machine that you want to use. Native Authentication is supported only on Windows NT, AIX, and zSeries platforms.
- In a Java 2 client environment:
  - HOD.HTML cannot run some functions without modification.
  - With the Java 2 download client, you cannot download a Host On-Demand client component that is not in the original preload list. Consequently, you must specify all the components that your users might require in the preload list.
- In addition to the limitations for Java 2, the following cached client functions are not supported on an Apple Mac with OS X:
  - Upgrading the cached client in the background.
  - Installing additional components after initial download.
  - Controlling upgrades.
  - Installing the cached client from CD.

Note: You must use the Java control panel to remove the cached client. HODRemove.html is not supported on the Mac.

Beans and HACL applications developed using the Host Access Toolkit cannot use the FIPS-certified SSL code for the Telnet connection if the custom application is to be deployed in an Enterprise Application Archive (EAR) or Web Application Archive (WAR) file. For these environments, the non-FIPS-certified SSL jar must be used.

Host On-Demand V9 is not supported on Windows 95.

Personal Communications V5.8:

- MCA communications adapters are not supported.
- AnyNet is not enabled for IPv6 addressing support. Support is limited to Windows XP SP1, and later, and Windows 2003 operating platforms.
- The SNA Node Configuration Preference support introduced in Personal Communications V5.7 is limited to the Windows 2000, Windows XP, and Windows 2003 operating platforms.
- Personal Communications V5.8 is not supported on Windows 95.
- QEL/MU connectivity is no longer supported in Personal Communications V5.8.

Planning information

Personal Communications for Windows, V5.8 planning:
Install and configure Personal Communications for Windows, V5.8.

Follow the installation instructions. Then use the online help for more detailed information about configuring Personal Communications for Windows to allow users to access host sessions.

Host On-Demand V9 planning:
Install a Java Development Kit (JDK)(OS/400 only) and a Web Server.

Check the supported JDK and JVM, browser, Web Server, and servlet engine levels, as well as required disk space.
Choose a deployment strategy.

Host On-Demand provides three models for deploying configuration data to users: HTML-based, configuration server-based, and the combined model. Some models, if selected, will require you to configure the service manager port and optionally the configuration servlet.
Select the Service Manager port.

The default service manager port is 8999. If you want to change this value because it is already in use, you can do so during installation for Windows, AIX, OS/400, Solaris, HP-UX, and Linux. The port may also be changed after installation on all platforms.
Choose to use the configuration servlet.

During the Host On-Demand installation, you can choose to have the configuration servlet installed and configured on i5/OS, OS/400, Windows, AIX, Linux, Solaris, and HP-UX if WebSphere Application Server is detected. The configuration servlet allows client applets to communicate with the configuration servlet through a firewall without opening any additional ports on the firewall. The configuration servlet can be installed manually on the other operating systems, and for Web application servers that are not recognized by the installation program.

Decide what security levels to set.

You can configure your Web server to use SSL or TLS (https), so that the data stream from your Web server to your browser is encrypted. After the client is loaded in a browser, however, it communicates directly with the host. You may be able to configure Host On-Demand to provide SSL or TLS security to your host sessions.

- If the Telnet server supports SSL or TLS, the clients can be configured to also use SSL or TLS.
- If your Telnet server does not support SSL, and you are running Host On-Demand on Windows NT, Windows 2000, Windows XP, Windows 2003, AIX, Linux Intel, or Linux for zSeries, you can configure the Host On-Demand Redirector to provide SSL support. The Redirector acts as a transparent proxy between the client and the Telnet server by using port remapping. It can encrypt data between the client and itself, between itself and the host, or both.
Install and configure Host On-Demand.

Follow the installation instructions. Then use the Host On-Demand online help for more detailed information about configuring Host On-Demand so users can access host sessions.

Running a CICS Gateway session.

Host On-Demand V9 has upgraded to the CICS Transaction Gateway (CTG) V5.1 client package. Therefore, to run a Host On-Demand CICS Gateway session, you must be running CTG V5.1, or later.

Using Unicode support for OS/400.

The Host On-Demand Unicode support for OS/400 requires the following OS/400 V5R2 PTFs: S108903, S108904, S108933, and S108985, or V5R3.

**Packaging:** Host Access Client Package for iSeries™ V5 media packages are distributed with the following materials:

- Passport Advantage media pack pointer sheet
- Passport Advantage pull model flyer
- International Program License Agreement (IPLA) Booklet (generic)
- HACP V5 License Information booklet (hardcopy license)
- IPLA pointer sheet — generic
- Information Center flyer
- HOD V9/PCOMM V5.8 content flyer
- Affirmative computing insert
- HOD V9 service key card
- PCOMM V5.8 service key card
- Four CD-ROMs for Personal Communications for Windows, V5.8:
  - Multilingual
  - Korean
  - Simplified Chinese
  - Traditional Chinese
- One CD-ROM for DB2 Connect® V8.1 for Personal Communications for Windows, V5.8
- Nine CD-ROMs for WebSphere Host On-Demand V9
  - Windows, OS/400
  - AIX
  - HP-UX
  - Linux Intel
  - Linux PPC, Linux iSeries
  - Linux zSeries
  - Solaris
  - OS/2, Novell
  - Toolkit

**Service key cards for eGA customers:** For customers receiving the product by the electronic software delivery option, you will need to register with the IBM Software Internet Service Delivery site. This site enables you to download service updates directly from the Internet. You will need to request a service key after registering to access downloads from this site. To request Host On-Demand or Personal Communications service keys, e-mail your request to enetwork@us.ibm.com with “Subject: Passport Advantage Service Key Request” and indicate the product version required. The service key will be returned to your e-mail address.

**Security, auditability, and control**

Host Access Client Package for iSeries V5 runs under the control of the operating system for which it was designed and is subject to the controls that operating system provides.

The customer is responsible for evaluation, selection, and implementation of security features, administrative procedures, and appropriate controls in application systems and communication facilities.

**Ordering information**

This product is only available via Passport Advantage. It is not available as shrinkwrap.

**Product information**

<table>
<thead>
<tr>
<th>Licensed function title</th>
<th>Product group</th>
<th>Product category</th>
</tr>
</thead>
<tbody>
<tr>
<td>Host Access Client Package iSeries</td>
<td>App Integration</td>
<td>App Integration</td>
</tr>
<tr>
<td>HACP iSeries</td>
<td>Middleware Other</td>
<td>Middleware Other</td>
</tr>
</tbody>
</table>

Host Access Client Package for iSeries V5 is a client product that has one charge unit, users.

**Passport Advantage program licenses**

**HACP iSeries**

<table>
<thead>
<tr>
<th>Part description</th>
<th>Part number</th>
</tr>
</thead>
<tbody>
<tr>
<td>Host Access Client Package iSeries</td>
<td></td>
</tr>
<tr>
<td>HACP for iSeries Users SW</td>
<td>E0049LL</td>
</tr>
<tr>
<td>Maintenance Annual Renewal</td>
<td></td>
</tr>
<tr>
<td>HACP for iSeries Users Li &amp; SW Maint 12 Months Trade-up</td>
<td>D50S2LL</td>
</tr>
<tr>
<td>HACP for iSeries Users License &amp; SW Maintenance 12 Months</td>
<td>D50HWLL</td>
</tr>
<tr>
<td>HACP for iSeries Users SW Maintenance Reinstatement 12 Months</td>
<td>D50HYLL</td>
</tr>
<tr>
<td>Part description</td>
<td>Part number</td>
</tr>
<tr>
<td>------------------</td>
<td>-------------</td>
</tr>
<tr>
<td>Part description</td>
<td>Part number</td>
</tr>
<tr>
<td>-------------------------------------------------------</td>
<td>-------------</td>
</tr>
<tr>
<td>HACP iSeries V5.0.0 Entitled maintenance offerings description</td>
<td></td>
</tr>
<tr>
<td>HOST ACCESS CLI PKG ISERIES REG USR</td>
<td>BM02TSC</td>
</tr>
<tr>
<td>HOST ACCESS CLI PKG ISERIES REG USR</td>
<td>BM02TTC</td>
</tr>
<tr>
<td>Entitled maintenance offerings description</td>
<td>Media packs description</td>
</tr>
<tr>
<td>--------------------------------------------</td>
<td>-------------------------</td>
</tr>
</tbody>
</table>
This product is only available via Passport Advantage. It is not available as shrinkwrap.

Agreement: IBM International Program License Agreement. Proofs of Entitlement are required for all authorized use.

Part number products only, offered outside of Passport Advantage, where applicable, are license only and do not include Software Maintenance.

License information form numbers

<table>
<thead>
<tr>
<th>Program name</th>
<th>Program number</th>
<th>Form number</th>
</tr>
</thead>
<tbody>
<tr>
<td>HACP iSeries</td>
<td>5724-121</td>
<td>L-D0CA-636N7K</td>
</tr>
</tbody>
</table>

Limited warranty: Yes

Money-back guarantee: If for any reason you are dissatisfied with the program, return it within 30 days from the invoice date to the party (either IBM or its reseller) from whom you acquired it for a refund. This applies only to your first acquisition of the program.

Copy and use on home/portable computer: Yes

Volume orders (IVO): No

Passport Advantage applies: Yes, and through the Passport Advantage Web site at

http://www.ibm.com/software/passportadvantage

Usage restriction: Yes

Host Access Client Package for iSeries, V5.0

The program consists of WebSphere Host On-Demand (HOD), V9.0 and Personal Communications for Windows (PCOMM), V5.8. The license to the program entities you to use PCOMM or HOD at any time individually, but never concurrently. Your license to use the program is conditioned on you not using PCOMM and HOD concurrently. References to program in these “program-unique terms” shall mean either PCOMM or HOD. Except as modified herein, your use of the program will be governed by the license that accompanies HOD or PCOMM, as applicable.

The program can be accessed and used by a single user, or multiple distinct users, directly or indirectly (for example, accessing the program via an intermediate machine or piece of software). The license to the program entities only one user to access and use the program. If you want to allow multiple users to access and use the program, you should acquire an additional license for each distinct user that you would like, directly or indirectly, to access and use the program. The total number of distinct users that access and use the program cannot exceed the total number of program licenses you have acquired.

In addition, the program may be used only for 5250 emulation.

The program includes portions of DB2 Connect. You are authorized to install and use one copy of these components only in association with your licensed use of PCOMM in accordance with the terms of the license that accompanies PCOMM. Except as modified herein, your use of the DB2® components is subject to the terms and conditions of the license agreement that accompanies the DB2 components.

Personal Communications for Windows, V5.8: The program is licensed only for use by a single user at a time. A user is defined as a person. You must acquire a license for every person that will access and use the program, either directly or indirectly. Under this license, you may allow only one user to access and use the program either directly or indirectly (such as by accessing the program via an intermediate piece of software).

If you install the program on a server that can physically allow more than one user at a time to access and use programs on that server, or if you provide access to the program via an intermediate piece of software which has the ability to consolidate different user’s requests to access the program and route those requests through one or more computers, only users for whom a license has been acquired may access and use the program.

The program may contain cryptography for data which is subject to special export licensing requirements of the U.S. Department of Commerce or other countries. Refer to the program documentation or consult your IBM representative for details on the available level of encryption. You are hereby notified that use by, or transfer to, users in different countries of the same program, may be prohibited under special import laws, regulations, or policies from your national government from the user’s national government. You assume all responsibility for ensuring that the program is used or transferred in accordance with all applicable import and export laws, regulations, and policies.

DB2 Connect components: The program includes portions of DB2 Connect. You are authorized to install and use one copy of these components only in association with your licensed use of Personal Communications for Windows, V5.8 for the storage and management of data used and generated by the program, and not for other data management purposes. For example, this license does not include inbound connections to the database from other applications for queries or report generation. You are authorized to install and use these components only with and on the same workstation as the program and can be used with the following restrictions.

DB2 Connect components can only be installed on the same workstation as the program and can be used with the following restrictions:

- Only SNA connections can be used.
- The DB2 Connect components can only be used with PCOMM.
- A maximum of six concurrent database connections can be established using the DB2 Connect components.
- Applications using the DB2 Connect components can only connect to a single database at a time.

If you require the DB2 Connect components for TCP/IP connectivity, have more then six connections or need to have connectivity to multiple databases with the integrity of the 2-phase commit protocol, you must obtain the proper entitlement for the DB2 Connect product. Your use of the DB2 Connect components is subject to the terms and conditions of the license agreement which accompany the components except as limited in this license. The DB2 components may not be used for any other purpose. Contact your DB2 reseller if your needs exceed this license agreement, to obtain a full DB2 UDB program.
The program contains Host Access Beans for Java files (referred to as components) that, subject to this agreement, may be used by you in other products within your enterprise. The complete list of components can be found in the Host Access Beans for Java Product Information document (HTML) on the program media.

Subject to this agreement and all terms and conditions in this section, IBM grants you the rights to reproduce these components and include the unmodified components in your products that add substantial value to the components (your products). You may distribute your products solely within your enterprise and solely for use in your business by users authorized to use the program. Under this agreement, you may copy and use your products on every computer for which a registered user Proof of Entitlement (PoE) for the program has been obtained. If you store your products on a server, you may allow only computers for which a registered user PoE for the program has been obtained to access and use your products.

You may allow computers for which a registered user PoE for the program has not been obtained to access and use your products only if you acquire a license and PoE separate from this program package to WebSphere Host On-Demand V5, or later or Personal Communications V5.0, or later, and then only under the terms of such program’s license agreement and license information (including any applicable limits on concurrent or registered users).

EXCEPT WHERE PROHIBITED BY LAW, THE COMPONENTS ARE PROVIDED AS IS, WITH NO WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, AND IBM HEREBY DISCLAIMS THE WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. You agree to indemnify and hold IBM harmless from and against any damages arising from your use of the components.

**WebSphere Host On-Demand, V9.0:** The program is licensed only for use by a single user at a time. A user is defined as a person. You must acquire a license for every person that will access and use the program, either directly or indirectly. Under this license, you may allow only one user to access and use the program either directly or indirectly (such as by accessing the program via an intermediate machine or piece of software).

If you install the program on a server that can physically allow more than one user at a time to access and use the program on that server, or if you provide access to the program via an intermediate piece of software which has the ability to consolidate different user’s requests to access the program and route those requests through one or more computers, only users for whom a license has been acquired may access and use the program.

The program may contain cryptography for data which is subject to special export licensing requirements of the U.S. Department of Commerce or other countries. Refer to the program documentation or consult your IBM representative for details on the available level of encryption. You are hereby notified that use by, or transfer to, users in different countries of the same program, may be prohibited or subject to special import laws, regulations, or policies from the user’s national government or special export laws, regulations, or policies from your national government. You assume all responsibility for ensuring that the program is used and transferred in accordance with all applicable import and export laws, regulations, and policies.

The program contains the ctgclient.jar component of the CICS Transaction Gateway V5.1 (Gateway classes). You may only use the Gateway classes if you have purchased a license for the CICS Transaction Gateway V5.1 (or later) program. Your use of the Gateway classes is governed by the terms and conditions of the license agreements that govern your use of the CICS Transaction Gateway program.

The program contains Host Access Beans for Java, Host On-Demand J2EE Connector, Host Access Class Library, Programmable HOD, and Session Manager API (each referred to below as components) that, subject to this agreement, may be used by you in other products within your enterprise. Both the JavaBeans and Host Access Class Library can be found in the Host On-Demand Toolkit CD-ROM. This CD-ROM can be found in the program packaging along with the Host On-Demand CD-ROM.

For purposes of this agreement, a product shall mean a product that you use internally within your enterprise for your own internal business purposes that includes the components. Subject to the terms and conditions of this agreement including, but not limited to, the authorized use restrictions below, IBM grants you the rights to reproduce these components and include the unmodified components in products. It is your responsibility to ensure that you have secured all rights necessary from all applicable third parties to include the components in these products.

Using or accessing a product shall be considered using or accessing the program. The reason for this is that the product contains a component of the program. Therefore, the total number of users concurrently accessing or using a product and the total number of users concurrently accessing or using the program may not exceed the total number of use authorizations that you acquired for the program. By way of example, if at any one time you have 100 users using or accessing the program and 50 users accessing or using a product, you must have acquired 150 use authorizations for the program.

You may also allow users who have acquired a separate license for Personal Communications V5.7 (PCOMM), or later, to use components as part of products that interoperate with PCOMM. When products are used in conjunction with PCOMM, such users do not count toward the number of use authorizations that you are required to purchase for the program as set forth above.

IBM DOES NOT PROVIDE ANY WARRANTY OR SUPPORT FOR YOUR USE OF COMPONENTS WHEN USED AS PART OF PRODUCTS THAT DO NOT USE THE API(S) DOCUMENTED BY IBM. THE DOCUMENTED API(S) ARE THE PROGRAMMABLE HOST ON-DEMAND API(S), SESSION MANAGER API(S), HACL API(S), AND HOST ON-DEMAND J2EE CONNECTOR API(S). YOU, AND NOT IBM, ARE RESPONSIBLE FOR THE OVERALL RESULTS ACHIEVED BY THE PRODUCTS.

Any subsequent changes to the above license information, after this announcement, will be included in the Licensed Information booklet. Refer to License Information form number L-DDCA-636N7K.

**IBM Operational Support Services — Support line:** No

**iSeries software subscription applies:** No

**Educational allowance available:** Not applicable
Passport Advantage

For Passport Advantage information and charges, contact your IBM representative or authorized IBM Business Partner. Additional information is also available at

http://www.ibm.com/software/passportadvantage

To order, contact the Americas Call Centers, your local IBM representative, or your IBM Business Partner.

To identify your local IBM Business Partner or IBM representative, call 800-IBM-4YOU (426-4968).

Order now

To order, contact the Americas Call Centers or your local IBM representative.

To identify your local IBM representative, call 800-IBM-4YOU (426-4968).

Phone: 800-IBM-CALL (426-2255)
Fax: 800-2IBM-FAX (242-6329)
Internet: ibm_direct@vnet.ibm.com
Mail: IBM Americas Call Centers
Dept: IBM CALL, 11th Floor
105 Moatfield Drive
North York, Ontario
Canada M3B 3R1

Reference: AE001

The Americas Call Centers, our national direct marketing organization, can add your name to the mailing list for catalogs of IBM products.

Note: Shipments will begin after the planned availability date.

Trademarks

Domino and iSeries are trademarks of International Business Machines Corporation in the United States or other countries or both.

Passport Advantage, WebSphere, AIX, Tivoli, OS/2, OS/2 Warp, OS/400, OS/390, z/OS, S/390, zSeries, Lotus, DB2 Universal Database, CICS, AnyNet, DB2 Connect, and DB2 are registered trademarks of International Business Machines Corporation in the United States or other countries or both.

Pentium and Intel are trademarks of Intel Corporation.

Windows, Windows NT, and Microsoft are trademarks of Microsoft Corporation.

Java is a trademark of Sun Microsystems, Inc.

Linux is a trademark of Linus Torvalds in the United States, other countries or both.

Other company, product, and service names may be trademarks or service marks of others.