Wandera Mobile Threat Defense for IBM MaaS360 protects mobile devices with advanced real-time threat detection, malware prevention, and data exfiltration prevention
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Overview

IBM(R) is teaming with Wandera to offer Wandera Mobile Threat Defense for IBM MaaS360(R). Wandera is a leading provider of mobile security solutions for the intelligent enterprise. This integrated solution combines Wandera's industry-leading Mobile Threat Defense (MTD) technology with IBM MaaS360. The joint solution offers enterprise clients real-time threat prevention and rich web filtering policies for iOS, Android, and Windows(TM) 10, providing complete visibility and control over their mobile fleets.

IBM MaaS360 with Watson(TM) offers an extensive, security-rich cloud-based enterprise mobility management platform that provides improved mobility management and enhanced security of mobile devices. MaaS360 provides security to many types of content on mobile devices, including apps, documents, emails, and access to the web. MaaS360 extends a single portal to manage devices, users, applications, documents, and expenses. MaaS360 solutions are available on a security-rich, multitenant architecture, and offer insight and control without the added costs and complexities of deploying hardware and software or struggling with intricate configurations and dedicated resources to create and support the solution on an ongoing basis.

With the integration of Wandera technology, MaaS360 solutions now offer a more robust feature set with a sharper focus on worldwide online support and collaboration. Wandera Mobile Threat Defense for IBM MaaS360 brings the following features to the MaaS360 platform:

- Wandera Mobile Threat Defense for IBM MaaS360
  - Detects and defends against mobile threats (to corporate and BYOD devices), such as malware, phishing, MTM, data exfiltration, data leaks, device vulnerabilities, promiscuous use, and so on
  - Prevents threats in near real time by the Wandera Cloud Gateway; detects threats on devices with the Wandera Mobile App
  - Includes Wandera MTD, which provides robust app insight, GDPR compliance reports, and policy options with MaaS360; offers analytics integration with QRadar(R) (Wandera MTD can also be deployed as an app-only solution (without the gateway) for BYOD devices)
  - Provides web content filtering and time-fencing across all mobile traffic, including wifi

- Wandera Data Management for IBM MaaS360
– Provides detailed visibility into 4G data usage and enables enterprise clients to set intelligent rules for employee access to apps and services, improving record-keeping on mounting data usage and expenses
– Offers easy-to-deploy mobile app with profile that reroutes mobile traffic through the Wandera Cloud Gateway
– Integrates seamlessly with IBM MaaS360

• Wandera Mobile Security & Policy for IBM MaaS360
• Includes both Wandera Mobile Threat Defense and Wandera Data Management capabilities

**Key prerequisites**

• Supported browser
• Internet connection
• Mobile devices running on supported mobile operating systems

**Planned availability date**

November 13, 2018

**Program number**

<table>
<thead>
<tr>
<th>Program number</th>
<th>Program name</th>
</tr>
</thead>
<tbody>
<tr>
<td>5737-A81</td>
<td>IBM MaaS360 Suites, Stand-alone Options and Services</td>
</tr>
</tbody>
</table>

**Offering Information**

Product information is available on the IBM Offering Information website.

More information is also available on the Passport Advantage® and Passport Advantage Express® website.

**Publications**

No publications are shipped with the programs in this announcement.

**Services**

**Software Services**

IBM Software Services has the breadth, depth, and reach to manage your services needs. You can leverage the deep technical skills of our lab-based, software services team and the business consulting, project management, and infrastructure expertise of our IBM Global Services team. Together, we provide the global reach, intellectual capital, industry insight, and technology leadership to support a wide range of critical business needs.

To learn more about IBM Software Services, contact your Lab Services Sales or Delivery Leader.

**Technical information**

**Specified operating environment**
**Hardware requirements**
Wandera Mobile Threat Defense for IBM MaaS360 is accessed through the internet. No customer-maintained servers are required beyond the user desktop machines that are used to access the service.

**Software requirements**
Wandera Mobile Threat Defense for IBM MaaS360
- iOS 8.0, or later
- Samsung devices running Android 4.4, or later
- Any Android 5.0, or later

Wandera Data Management for IBM MaaS360
- iOS 8.0, or later
- Samsung devices running Android 4.4, or later
- Android 5.0 DO
- Windows 10

Wandera Mobile Security & Policy for IBM MaaS360
- iOS 8.0, or later
- Samsung devices running Android 4.4, or later
- Android 5.0 DO
- Windows 10

Wandera RADAR management portal supports the following compatible browser versions:
- Mozilla Firefox
- Google Chrome
- Apple Safari
- Microsoft\textsuperscript{TM} Edge
- Microsoft Internet Explorer 11

Such information is provided subject to the following terms. IT system security involves protecting systems and information through prevention, detection, and response to improper access from within and outside your enterprise. Improper access can result in information being altered, destroyed, misappropriated, or misused, or can result in damage to or misuse of your systems, including for use in attacks on others. No IT system or product should be considered completely secure and no single product, service, or security measure can be completely effective in preventing improper use or access. IBM systems, products, and services are designed to be part of a lawful, comprehensive security approach, which will necessarily involve additional operational procedures, and may require other systems, products, or services to be most effective.

**Important:** IBM does not warrant that any systems, products, or services are immune from, or will make your enterprise immune from, the malicious or illegal conduct of any party.

**Planning information**

**Packaging**
This offering is delivered through the internet. There are no physical media or publications delivered.
Ordering information

For ordering information, consult your IBM representative or go to the Passport Advantage website.

This product is only available through Passport Advantage. It is not available as shrinkwrap.

Product group: MAASWA

<table>
<thead>
<tr>
<th>Program number</th>
<th>Program name</th>
</tr>
</thead>
<tbody>
<tr>
<td>5737-A81</td>
<td>IBM MaaS360 Suites, Stand-alone Options and Services</td>
</tr>
</tbody>
</table>

Product category: MaaS360 with Watson (UEM)

Passport Advantage

IBM MaaS360 Suites, Stand-alone Options and Services (5737-A81)

<table>
<thead>
<tr>
<th>Part number description</th>
<th>Part number</th>
</tr>
</thead>
<tbody>
<tr>
<td>Wandera Mobile Threat Defense for IBM MaaS360 per Managed Client Device Subscription per Month 3rd party Offering</td>
<td>D21UXLL</td>
</tr>
<tr>
<td>Wandera Mobile Threat Defense for IBM MaaS360 per Authorized User Subscription per Month 3rd party Offering</td>
<td>D21UYLL</td>
</tr>
<tr>
<td>Wandera Data Management for IBM MaaS360 per Managed Client Device Subscription per Month 3rd party Offering</td>
<td>D21UZLL</td>
</tr>
<tr>
<td>Wandera Data Management for IBM MaaS360 per Authorized User Subscription per Month 3rd party Offering</td>
<td>D21V0LL</td>
</tr>
<tr>
<td>Wandera Mobile Security &amp; Policy for IBM MaaS360 per Managed Client Device Subscription per Month 3rd party Offering</td>
<td>D21V1LL</td>
</tr>
<tr>
<td>Wandera Mobile Security &amp; Policy for IBM MaaS360 per Authorized User Subscription per Month 3rd party Offering</td>
<td>D21V2LL</td>
</tr>
</tbody>
</table>

Charge metric

Wandera Mobile Threat Defense for IBM MaaS360 definitions of the charge metrics for this cloud service can be found in the following Service Description document:

<table>
<thead>
<tr>
<th>Program identifier</th>
<th>Service Description document title</th>
<th>Service Description document number</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM MaaS360 Suites, Stand-alone Options and Services</td>
<td>IBM Cloud™ Service Third Party Offerings</td>
<td>6897-01</td>
</tr>
</tbody>
</table>

Select your language of choice and scroll down to the Charge Metrics section.

Follow-on levels of this cloud service, if any, may have updated charge metrics. See the Cloud Services terms website. Search using the four-digit base Service Description number and scroll down to the Charge Metric section.

Terms and conditions

The information provided in this announcement letter is for reference and convenience purposes only. The terms and conditions that govern any transaction for the acquisition of cloud services from IBM consist of either the IBM Cloud
Services Agreement and the applicable offering Service Description or the IBM International Passport Advantage Agreement or the International Passport Advantage Express Agreement and the IBM Terms of Use - General Terms for Cloud Offerings and the applicable offering Service Description.

**Technical support**

Technical support is provided for cloud services and enabling software, as applicable, during the subscription period. Any enhancements, updates, and other materials provided by IBM as part of any such technical support are considered to be part of the cloud service, as applicable, and therefore governed by the applicable agreement as defined in Client's quote or transaction document. Technical support is included with the cloud service and is not available as a separate offering.

Additional technical support information for this cloud service offering may be found in the IBM Support Handbook or in service-specific documentation.

**Service Description**

The following service description document applies to the offering in this announcement.

<table>
<thead>
<tr>
<th>Program name</th>
<th>Service Description document title</th>
<th>Service Description document number</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM MaaS360 Suites, Stand-alone Options and Services</td>
<td>IBM Cloud Service Third Party Offerings</td>
<td>6897-01</td>
</tr>
</tbody>
</table>

See the Cloud Services terms website to find the Service Description that corresponds to the date of this announcement.

**Limited warranty**

See the warranty defined in the applicable agreement governing client's acquisition for this offering.

**Money-back guarantee**

No

**Volume orders (IVO)**

No

**Passport Advantage applies**

Yes, information is available on the Passport Advantage and Passport Advantage Express website.

**Educational allowance available**

No

**Statement of good security practices**

IT system security involves protecting systems and information through intrusion prevention, detection, and response to improper access from within and outside your enterprise. Improper access can result in information being altered, destroyed, or misappropriated or can result in misuse of your systems to attack others. Without a comprehensive approach to security, no IT system or product should be considered...
completely secure and no single product or security measure can be completely
effective in preventing improper access. IBM systems and products are designed
to be part of a regulatory compliant, comprehensive security approach, which
will necessarily involve additional operational procedures, and may require other
systems, products, or services to be most effective.

**Important:** IBM does not warrant that any systems, products, or services are
immune from, or will make your enterprise immune from, the malicious or illegal
conduct of any party.

**Prices**

For current prices, contact your IBM representative.

**Passport Advantage**

For Passport Advantage information and charges, contact your IBM representative.
Additional information is also available on the Passport Advantage and Passport
Advantage Express website.

**IBM Global Financing**

IBM Global Financing offers competitive financing to credit-qualified clients to
assist them in acquiring IT solutions. Offerings include financing for IT acquisition,
including hardware, software, and services, from both IBM and other manufacturers
or vendors. Offerings (for all client segments: small, medium, and large enterprise),
rates, terms, and availability can vary by country. Contact your local IBM Global
Financing organization or go to the IBM Global Financing website for more
information.

IBM Global Financing offerings are provided through IBM Credit LLC in the United
States, and other IBM subsidiaries and divisions worldwide to qualified commercial
and government clients. Rates are based on a client's credit rating, financing
terms, offering type, equipment type, and options, and may vary by country. Other
restrictions may apply. Rates and offerings are subject to change, extension, or
withdrawal without notice.

Financing from IBM Global Financing helps you preserve cash and credit lines,
-enables more technology acquisition within current budget limits, permits
accelerated implementation of economically attractive new technologies, offers
payment and term flexibility, and can help match project costs to projected benefits.
Financing is available worldwide for credit-qualified customers.

**Order now**

To order, contact the IBM Digital Sales Center, your local IBM representative, or
your IBM Business Partner. To identify your local IBM representative or IBM Business
Partner, call 800-IBM-4YOU (426-4968). For more information, contact the IBM
Digital Sales Center.

Phone: 800-IBM-CALL (426-2255)

Fax: 800-2IBM-FAX (242-6329)

For IBM representative: askibm@ca.ibm.com

For IBM Business Partner: pwcs@us.ibm.com

IBM Digital Sales Offices
1177 S Belt Line Rd
Coppell, TX 75019-4642, US
The IBM Digital Sales Center, our national direct marketing organization, can add your name to the mailing list for catalogs of IBM products.

**Trademarks**

Watson and IBM Cloud are trademarks of IBM Corporation in the United States, other countries, or both.

IBM, MaaS360, QRadar, Passport Advantage and Express are registered trademarks of IBM Corporation in the United States, other countries, or both.

Windows and Microsoft are trademarks of Microsoft Corporation in the United States, other countries, or both.

Other company, product, and service names may be trademarks or service marks of others.

**Terms of use**

IBM products and services which are announced and available in your country can be ordered under the applicable standard agreements, terms, conditions, and prices in effect at the time. IBM reserves the right to modify or withdraw this announcement at any time without notice. This announcement is provided for your information only. Additional terms of use are located at

   Terms of use

For the most current information regarding IBM products, consult your IBM representative or reseller, or go to the IBM worldwide contacts page

   IBM United States