IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux brings visibility and control to your SOA
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At a glance

IBM® SOA Policy Gateway Pattern for Red Hat Enterprise Linux™

- Brings visibility and control to your service-oriented architecture (SOA)
- Delivers the ability to manage and control SOA services
- Provides the ability to establish and enforce policies for a service or for an individual service consumer
- Prevents unauthorized access to your enterprise services
- Leverages IBM WebSphere® Service Registry and Repository capability to provide service registration and lifecycle management
- Integrates with DataPower® to control and route web service requests

Overview

In today's competitive, ever-changing business world, organizations are growing faster than ever. The demand for new capabilities to help them lead the competition means that new business services are emerging rapidly. Companies need to be able to use these services to their advantage, and to react to changes in their environment more quickly, at both an IT and a business level.

IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux enables your business to control your enterprise and adapt quickly to change. By controlling precisely which clients can access which services, it helps you prevent service overload and unexpected outages, saving your business money. And by providing a single point to dynamically make policy changes, it enables your business to be much more reactive.

IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux can enable you to rapidly deploy all the components required to register and control services. These components are automatically pre-integrated to get you up and running faster than ever before. Use of the pattern will shrink the time taken for getting a system installed and set up from weeks to hours. With SOA Policy Gateway Pattern for Red Hat Enterprise Linux, a new environment for testing, staging, or production can be set up in a few clicks with the bare minimum of supplied information.

An SOA policy provides a dynamic interaction point to rapidly handle web service requests as they flow through the business. You can connect this pattern to a suitable DataPower appliance (7199 Model XI52 or XB62, or 7198 Model XG45) to provide policy enforcement for Web Services.
SOA policies enable you to:

- Define different endpoints for different classes of service. For example, a policy could be set to route service requests to a different endpoint for premium users, to provide a high quality of service with fastest response times.
- Implement traffic scheduling, by routing requests to different endpoints at different times of day. For example, you can route requests to a service hosted in an overseas data center overnight while regular backup takes place in the local center.
- Annotate the policies with service metadata and documents to describe their usage in your enterprise. You can use access control and establish a lifecycle with approval steps to control who is authorized to approve policy changes.
- Establish and automatically enforce contracts between consumers and providers using Service Level Agreements (SLAs). SLAs defined in the policy can determine how the service should behave and who should have access.
- Save money by preventing system outages and protecting your services. For example, to protect a back-end service, you could set a threshold limit for the number of requests that the service handles before a notification is sent, warning system administrators that request load is increasing. If the load approaches the set limit, throttling can be applied to queue requests to prevent the service being overwhelmed. If the number of service requests exceeds the set limit, the requests can be rejected.

Policy administration is provided via the Business Space user interface provided by WebSphere Service Registry and Repository.

IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux leverages IBM governance to register and manage services. This pattern delivers WebSphere Service Registry and Repository to provide policy authoring, catalog services, discover existing services, record consumer and provider contracts, author SLAs, and provide lifecycle management and visualization reports.

**Key prerequisites**

- IBM PureApplication™ System or IBM Workload Deployer for deployment
- DataPower Appliance (7199 Model XI52 or XB62, or 7198 Model XG45)

**Planned availability date**

September 14, 2012: Electronic delivery

**Description**

Service-oriented architecture (SOA) is the next evolutionary step to helping IT organizations meet their increasingly complex challenges. SOA has the potential to drive business flexibility, performance, and innovation by better aligning your information technologies to your business objectives. Maximizing this potential depends on how well you govern the services in your SOA throughout the lifecycle. It also depends on the ability to measure your success.

**Store, access, and manage information to support a successful SOA**

IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux delivers management and governance capabilities that allow you to get the most business value from your SOA with the ability to measure success. It facilitates storing, accessing, and managing service information, along with service consumer information, to easily select, invoke, govern, control, reuse, and report your services.
IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux helps you:

- **Encourage reuse** - The publish and find capabilities promote service reuse in SOA projects by allowing greater visibility of and easier access to existing services. Powerful search capabilities offer a natural and user-friendly way to find services by allowing you to progressively refine search results using attributes, document types, or classification. In addition, full-text search capability is available to search both metadata and the contents of documents stored in the system.

- **Enhance connectivity** - IBM SOA Policy Gateway Pattern increases runtime flexibility of applications via DataPower by enabling selection of services and enforcement of SLA policies based on service metadata.

- **Optimize service usage** - The manage capability enables management of service metadata, service interactions, service dependencies, and service redundancies. You can classify services based on business objectives, manage policies for service usage, and monitor how services are changed and versioned. Also, you can link related documents (such as PDF files) to service metadata. This capability helps you optimize the use of services in an SOA.

- **Control access** - Control the visibility of and access to service metadata for sharing and reuse by using role-based access. Using the access-control editor, you can easily set up access-control rules that align with your business.

- **Classify services** - Users can classify services and related metadata into groups that are meaningful in the domain of your organization and that align with your business needs.

- **Analyze the impact of changes** - The pattern provides support for analyzing the impact of changing a service. It includes graphical views to help users understand the service relationships and dependencies.

- **Manage the service lifecycle** - By creating user-definable entities and customizing the service lifecycle, you can configure the pattern precisely according to your business needs. You can implement best practices for service lifecycle management with the ability to promote services and lifecycle validations. Using customizable validators, you can guard transitions in the lifecycle states of services.

- **Generate reports** - Reporting becomes key in managing and measuring an SOA. WebSphere Service Registry and Repository provides robust reporting capabilities built on top of Eclipse Business Intelligence and Reporting Tools (BIRT).

**Control your SOA**

Prevent rogue services from consuming your system resources or becoming unexpected, unmaintained dependencies by using an SOA policy to define how services are allowed to behave within your infrastructure. Then have that policy automatically enforced with DataPower without ever writing any XSLT. Save money by preventing system outages, protecting your services using an SOA policy.

An SOA policy provides a dynamic interaction point to rapidly interact with service requests as they flow through the business.

- Use an SOA policy to define different endpoints for different classes of service. For example, a policy could be set to route service requests to a different endpoint for premium users to provide a high quality of service with fastest response times.

- Extend the policy with scheduling; route requests to different endpoints at different times of day. For example, set a route to a service hosted in an overseas data center overnight while regular backup takes place in the local center.

- Annotate the policies with service metadata and documents to describe their usage in your enterprise. Use access control and establish a lifecycle with approval steps to control who is authorized to approve policy changes.

- Protect a back-end service by setting a threshold limit for the number of requests that the service handles before a notification is sent, warning system administrators that request load is increasing. If the load approaches the limit, throttling can be applied to queue requests to prevent the service being
overwhelmed. If the number of service requests exceeds the limit, the requests can be rejected.

Connect this pattern to a suitable DataPower appliance (7199 Model XI52 or XB62, or 7198 Model XG45) to provide policy enforcement for Web Services. You can establish and automatically enforce contracts between consumers and providers using Service Level Agreements (SLAs). SLAs defined in a policy determine how the service should behave and who should have access.

**Accessibility by people with disabilities**

A US Section 508 Voluntary Product Accessibility Template (VPAT) containing details on accessibility compliance can be requested at


**Reference information**

For information about IBM PureApplication System, refer to Software Announcement 212-117, dated April 11, 2012.

For information about IBM Workload Deployer, refer to Hardware Announcement 111-202, dated October 04, 2011.

**Program number**

<table>
<thead>
<tr>
<th>Program number</th>
<th>VRM</th>
<th>Program name</th>
</tr>
</thead>
<tbody>
<tr>
<td>5725-H60</td>
<td>V2.0.0</td>
<td>IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux</td>
</tr>
</tbody>
</table>

**Offering Information**

Product information is available via the Offering Information website

http://www.ibm.com/common/ssi

Also, visit the Passport Advantage® website

http://www.ibm.com/software/passportadvantage

**Publications**

No publications are shipped with this program.

**Technical information**

**Specified operating environment**

**Hardware requirements**

One of the following:

- IBM PureApplication System
- IBM Workload Deployer
**Software requirements**

IBM SOA Policy Gateway for Red Hat Enterprise Linux V2.0 offers significantly increased data protection, scalability, and performance for all its database-intensive operations which, based on IBM DB2® technology, are designed to manage data more effectively and efficiently. Greater availability is delivered through enhancements such as online, automated database reorganization. In addition, the increased scalability and the ability to leverage the latest in server technology help deliver increased performance of backup and recovery processes.

The program's specifications and specified operating environment information may be found in documentation accompanying the program, if available, such as a readme file, or other information published by IBM, such as an announcement letter. Documentation and other program content may be supplied only in the English language.

**Planning information**

**Packaging**

This product is electronic download only. This program, when downloaded from a website, contains the applicable IBM license agreement and License Information, if appropriate, which will be presented for acceptance at the time of installation of the program. For future reference, the license and License Information will be stored in a directory such as LICENSE.TXT.

**Software Services**

IBM Software Services has the breadth, depth, and reach to manage your services needs. You can leverage the deep technical skills of our lab-based Software Services team and the business consulting, project management, and infrastructure expertise of our IBM Global Services team. Also, we extend our IBM Software Services reach through IBM Business Partners to provide an extensive portfolio of capabilities. Together, we provide the global reach, intellectual capital, industry insight, and technology leadership to support a wide range of critical business needs.

To learn more about IBM Software Services or to contact a Software Services sales specialist, visit

http://www.ibm.com/software/sw-services/

**Ordering information**

This product is available only via Passport Advantage. It is not available as shrinkwrap.

<table>
<thead>
<tr>
<th>Product group: Application Integration Middleware (PID)</th>
<th>Product Identifier Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>5725-H60</td>
<td>IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux</td>
</tr>
</tbody>
</table>

Product category: SOA Management

**Charge metric**

<table>
<thead>
<tr>
<th>Program name</th>
<th>PID number</th>
<th>Charge metric</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM SOA Policy Gateway Pattern for Red Hat</td>
<td>5725-H60</td>
<td>Processor value unit</td>
</tr>
</tbody>
</table>
Passport Advantage

<table>
<thead>
<tr>
<th>Program name/Description</th>
<th>Part number</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux</td>
<td></td>
</tr>
<tr>
<td>Per value unit</td>
<td></td>
</tr>
<tr>
<td>Software license and S&amp;S 12 months</td>
<td>D0S7JLL</td>
</tr>
<tr>
<td>Software S&amp;S annual renewal</td>
<td>E0ED4LL</td>
</tr>
<tr>
<td>Software S&amp;S reinstatement 12 months</td>
<td>D0S7KLL</td>
</tr>
</tbody>
</table>

Passport Advantage trade-up

You must have previously acquired a license for one of the following precursor products to be eligible to acquire an equivalent license of the trade-up product.

<table>
<thead>
<tr>
<th>Precursor product</th>
<th>Trade-up product</th>
<th>Trade-up part number</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM WebSphere Services Registry and Repository</td>
<td>IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux</td>
<td>D0S7LLL</td>
</tr>
</tbody>
</table>

Consult your IBM representative if you have any questions.

Terms and conditions

The information provided in this announcement letter is for reference and convenience purposes only. The terms and conditions that govern any transaction with IBM are contained in the applicable contract documents such as the IBM International Program License Agreement, IBM International Passport Advantage Agreement, and IBM Agreement for Acquisition of Software Maintenance.

This product is available only via Passport Advantage. It is not available as shrinkwrap.

Licensing

IBM International Program License Agreement including the License Information document and Proof of Entitlement (PoE) govern your use of the program. PoEs are required for all authorized use. Part number products only, offered outside of Passport Advantage, where applicable, are license only and do not include Software Maintenance.

These programs are licensed under the IBM Program License Agreement (IPLA) and the associated Agreement for Acquisition of Software Maintenance, which provide for support with ongoing access to releases and versions of the program. IBM includes one year of Software Subscription and Support (also referred to as Software Maintenance) with the initial license acquisition of each program acquired. The initial period of Software Subscription and Support (also referred to as Software Maintenance) can be extended by the purchase of a renewal option, if available. These programs have a one-time license charge for use of the program and an annual renewable charge for the enhanced support that includes telephone assistance (voice support for defects during normal business hours), as well as access to updates, releases, and versions of the program as long as support is in effect.

License Information form number

L-SBRY-8USJYN IBM SOA Policy Gateway Pattern for Red Hat Enterprise Linux

The program’s License Information will be available for review on the IBM Software License Agreement website.
Limited warranty applies
Yes

Limited warranty
IBM warrants that when the program is used in the specified operating environment, it will conform to its specifications. The warranty applies only to the unmodified portion of the program. IBM does not warrant uninterrupted or error-free operation of the program or that IBM will correct all program defects. You are responsible for the results obtained from the use of the program.

IBM provides you with access to IBM databases containing information on known program defects, defect corrections, restrictions, and bypasses at no additional charge. For further information, consult the IBM Software Support Handbook found at

http://www.ibm.com/support/handbook

IBM will maintain this information for at least one year after the original licensee acquires the program (warranty period).

Program technical support
Technical support of a program product version or release will be available for a minimum of five years from the general availability date, as long as your Software Subscription and Support (also referred to as Software Maintenance) is in effect. This technical support allows you to obtain assistance (via telephone or electronic means) from IBM for product-specific, task-oriented questions regarding the installation and operation of the program product. Software Subscription and Support (Software Maintenance) also provides you with access to updates (modifications or fixes), releases, and versions of the program. You will be notified, via announcement letter, of discontinuance of support with 12 months' notice. If you require additional technical support from IBM, including an extension of support beyond the discontinuance date, contact your IBM representative or IBM Business Partner. This extension may be available for a fee.

Money-back guarantee
If for any reason you are dissatisfied with the program and you are the original licensee, you may obtain a refund of the amount you paid for it, if within 30 days of your invoice date you return the program and its PoE to the party from whom you obtained it. If you downloaded the program, you may contact the party from whom you acquired it for instructions on how to obtain the refund.

For clarification, note that (1) for programs acquired under the IBM International Passport Advantage offering, this term applies only to your first acquisition of the program and (2) for programs acquired under any of IBM's On/Off Capacity on Demand (On/Off CoD) software offerings, this term does not apply since these offerings apply to programs already acquired and in use by you.

Volume orders (IVO)
No

Passport Advantage applies
Yes, and through the Passport Advantage website at

http://www.ibm.com/software/passportadvantage
Software Subscription and Support applies

Yes. Software Subscription and Support (also referred to as Software Maintenance) is included with licenses purchased through Passport Advantage and Passport Advantage Express®. Product upgrades and Technical Support are provided by the Software Subscription and Support offering as described in the Agreements. Product upgrades provide the latest versions and releases to entitled software and Technical Support provides voice and electronic access to IBM support organizations, worldwide.

IBM includes one year of Software Subscription and Support with each program license acquired. The initial period of Software Subscription and Support can be extended by the purchase of a renewal option, if available.

While your Software Subscription and Support is in effect, IBM provides you assistance for your routine, short-duration installation and usage (how-to) questions, and code-related questions. IBM provides assistance via telephone and, if available, electronic access, only to your information systems (IS) technical support personnel during the normal business hours (published prime shift hours) of your IBM support center. (This assistance is not available to your end users.) IBM provides Severity 1 assistance 24 hours a day, 7 days a week. For additional details, consult your IBM Software Support Handbook at

http://www.ibm.com/support/handbook

Software Subscription and Support does not include assistance for the design and development of applications, your use of programs in other than their specified operating environment, or failures caused by products for which IBM is not responsible under the applicable agreements.

For additional information about the International Passport Advantage Agreement and the IBM International Passport Advantage Express Agreement, visit the Passport Advantage website at

http://www.ibm.com/software/passportadvantage

IBM Operational Support Services - SoftwareXcel
No

Other support
Passport Advantage

System i Software Maintenance applies
No

Variable charges apply
No

Educational allowance available
Not applicable

Statement of good security practices

IT system security involves protecting systems and information through prevention, detection, and response to improper access from within and outside your enterprise. Improper access can result in information being altered, destroyed, or misappropriated or can result in misuse of your systems to attack others. Without a comprehensive approach to security, no IT system or product should be considered completely secure and no single product or security measure can be completely...
effective in preventing improper access. IBM systems and products are designed to be part of a comprehensive security approach, which will necessarily involve additional operational procedures, and may require other systems, products, or services to be most effective. IBM does not warrant that systems and products are immune from the malicious or illegal conduct of any party.

**Prices**

For all local charges, contact your IBM representative.

**Business Partner information**

If you are an IBM Business Partner -- Distributor for Workstation Software acquiring products from IBM, you may link to Passport Advantage Online for resellers where you can obtain Business Partner pricing information. An IBM ID and password are required.

https://www.ibm.com/software/howtobuy/passportadvantage/paoreseller

**IBM Global Financing**

IBM Global Financing offers competitive financing to credit-qualified customers to assist them in acquiring IT solutions. Offerings include financing for IT acquisition, including hardware, software, and services, from both IBM and other manufacturers or vendors. Offerings (for all customer segments: small, medium, and large enterprise), rates, terms, and availability can vary by country. Contact your local IBM Global Financing organization or visit

http://www.ibm.com/financing

IBM Global Financing offerings are provided through IBM Credit LLC in the United States, and other IBM subsidiaries and divisions worldwide to qualified commercial and government customers. Rates are based on a customer's credit rating, financing terms, offering type, equipment type, and options, and may vary by country. Other restrictions may apply. Rates and offerings are subject to change, extension, or withdrawal without notice.

Financing from IBM Global Financing helps you preserve cash and credit lines, enables more technology acquisition within current budget limits, permits accelerated implementation of economically attractive new technologies, offers payment and term flexibility, and can help match project costs to projected benefits. Financing is available worldwide for credit-qualified customers.

**Trademarks**

PureApplication is a trademark of IBM Corporation in the United States, other countries, or both.

IBM, WebSphere, DataPower, Passport Advantage, DB2 and Express are registered trademarks of IBM Corporation in the United States, other countries, or both.

Linux is a registered trademark of Linus Torvalds in the United States, other countries, or both.

Other company, product, and service names may be trademarks or service marks of others.

**Terms of use**

IBM products and services which are announced and available in your country can be ordered under the applicable standard agreements, terms, conditions, and prices in effect at the time. IBM reserves the right to modify or withdraw this announcement at any time without notice. This announcement is provided for your information only. Additional terms of use are located at

For the most current information regarding IBM products, consult your IBM representative or reseller, or visit the IBM worldwide contacts page