IBM Security Access Manager V7.0 and IBM Security Web Gateway AMP 5100 V7.0 deliver improved web application security with an integrated web access management, application protection, and context-based access control platform
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At a glance

IBM® Security Access Manager V7.0:

- Helps manage growth and complexity, control escalating management costs, and address the difficulties of implementing security policies across a wide range of web and application resources.
- Provides protection capability for web applications against vulnerabilities such as cross-site scripting, SQL injection, and forceful browsing, with the X-Force powered Protocol Analysis Module.
- Provides web fraud detection and prevention capabilities through the implementation of risk-based access control along with integration with QRadar Security Intelligence platform.
- Centrally manages security and audit policy for enforcement points that can be placed as a proxy in front of web applications, or through authorization and authentication plug-ins direct into a web server or application server environment.
- Provides support for strong authentication.
- Provides high scalability, availability, and performance to support millions of users in a single implementation.
- Provides virtual appliance form factor.

IBM Security Web Gateway AMP 5100 V7.0 appliance is designed to provide access, authentication, and session management for web applications, and to help protect those applications from external threats.

Overview

IBM Security Access Manager V7.0 (formerly known as IBM Tivoli® Access Manager for e-business) is a converged user access and application protection solution that serves as an authentication and authorization hub for web applications and centralized security management, designed to make it easier and more cost effective to deploy secure online applications.

IBM Security Access Manager can help you address the growing incidence of advanced web threats and risks associated with mobile, social, and cloud access...
while demonstrating compliance with security regulations. It can also help you manage growth and complexity of web application environments, control escalating management costs, and address the difficulties of implementing security policies across a wide range of web and application resources. IBM Security Access Manager works as a proxy in front of web applications to centrally manage web applications, or through authorization and authentication plug-ins added directly into a web server or application server.

Key capabilities:

- Built-in capability to help protect web applications against advanced threats such as cross-site scripting, SQL injection, and PHP file includes.
- Virtual appliance for the reverse-proxy (WebSEAL) component can help provide faster time to value and higher ROI through reduced operational costs.
- Context-aware access control enforcement via integration with IBM Tivoli Federated Identity Manager Business Gateway risk-based access capabilities.
- Single sign-on within an enterprise and also across business affiliates (when used in conjunction with IBM Tivoli Federated Identity Manager Business Gateway) to help increase user productivity and lower password management costs.
- Compliance capabilities through policy-based security for business applications, such as customer relationship management (CRM), business-to-business (B2B), business-to-customer (B2C), and employee portals.
- High scalability, availability, and performance with an included registry that supports millions of users in a single implementation.

What is new

For the many new enhancements in IBM Security Access Manager V7.0, refer to the Description section for details.

IBM Security Web Gateway AMP 5100 V7.0 is a next generation web access management offering, in the form of a physical appliance, designed to provide access, authentication, and session management for web applications and helps protect those applications from external threats. IBM Security Web Gateway AMP 5100 includes a reverse HTTP proxy (WebSEAL) that is located between users and application servers. This proxy comes with its own policy server (managed via a local management interface) and LDAP registry, but clients can, and often will, use the co-requisite IBM Security Access Manager product as an alternate, easily managed external policy server, and IBM Directory Server as an external registry (or other supported external registry).

IBM Security Web Gateway AMP 5100 is highly scalable and configurable to support a wide variety of application environments.

Key prerequisites

For details, refer to the Hardware and software requirements section.

Planned availability date

November 16, 2012: For electronic availability for IBM Security Access Manager V7.0

December 14, 2012: For physical availability for IBM Security Access Manager V7.0 and IBM Security Web Gateway AMP 5100 V7.0

Refer to the complete letter for national language availability.
IBM Security Access Manager V7.0

IBM Security Access Manager V7.0 (formerly known as Tivoli Access Manager for e-business), an authentication and authorization hub for web applications, not only centralizes security management, but it can make it easy and more cost effective to deploy secure applications. IBM Security Access Manager V7.0 extends the ability to secure a heterogeneous application infrastructure while adding performance, scalability, and integration enhancements.

IBM Security Access Manager delivers solutions to manage and enforce user access to a wide variety of web applications and services, varying from single sign-on to more highly scalable application security infrastructure deployments.

Key features:

- Is available in a virtual appliance form factor.
- Has web application protection. The virtual appliance contains the IBM Security Intrusion Protection protocol analysis module. Powered by XForce, this module can be configured to scan incoming and outgoing HTTP requests for threats.
- Integrates with Tivoli Federated Identity Manager Business Gateway risk-based access enforcement services for increasing precision of identifying the risk associated with anytime and anywhere mobile access to enterprise systems.
- Defines and manages a centralized authentication, access control policy for a broad range of business initiatives, such as employee, customer, and business partner portal, customer relationship management (CRM) and enterprise resource planning (ERP) systems upgrades, new enterprise content management (ECM) and business intelligence platforms deployments, e-procurement, and outsourcing projects.
- Helps you manage compliance, growth, and complexity of new application deployments while helping control escalating management costs of securing large number of web applications across the enterprise. It helps:
  - Address the difficulties of implementing consistent security policies across a wide range of web and application resources. It works by centrally managing access control policy for numerous enforcement points by placing a reverse proxy in front of web applications, or through authorization and authentication plug-ins directly into a web or application server environment.
  - Authorized users integrate with web applications and servers to deliver a secured and unified business experience.
  - Secure access to business-critical applications and data spread across the extended enterprise, allowing highly available, scalable transactions with partners, customers, suppliers, and employees.

What is new

IBM Security Access Manager V7.0 updates many existing features and introduces new features including virtual and physical appliance for the reverse proxy (WebSEAL) component. It provides:

- 64-bit support, multiple authorization server support, and cluster support for reverse proxy configuration
- Virtual appliance form factor for the reverse-proxy (WebSEAL) component that can provide faster time to value and lower total cost of ownership
- Web application protection capabilities powered by X-Force Protocol Analysis Module to help protect against vulnerabilities such as cross-site scripting, SQL injection, and other threats
- Web fraud detection and prevention capability through context-aware controls and risk-based access enforcement
- Enhanced business-to-customer (B2C) authorization capabilities with support for OAuth 1.0 and OAuth 2.0 through integration with IBM Tivoli Federated Identity Manager Business Gateway
- High availability support for policy servers
- Enhanced application integration for AJAX and Microsoft™ applications
- Secure Sockets Layer (SSL) performance through on-board AES-NI cryptographic chipset support in the hardware appliance
- FIPS 140-2 Level 2 Common Criteria Certification
- Standalone mode option for the virtual appliance through integrated policy server and local user registry
- High availability and workload distribution for the virtual appliance provided by integrated front-end load balancer
- Internet Content Adaptation Protocol (ICAP) support for integration with content analysis services

**IBM Security Web Gateway AMP 5100 V7.0**

IBM Security Web Gateway AMP 5100 V7.0 is designed to provide access, authentication, and session management for web applications and to protect those applications from external threats. IBM Security Web Gateway AMP 5100 provides a proxy-based solution that is located between users and application servers. IBM Security Web Gateway AMP 5100 is highly scalable and configurable to support a wide variety of application environments.

**Key capabilities:**

- Web application protection - IBM Security Web Gateway AMP 5100 contains the IBM Security Intrusion Protection protocol analysis module. Powered by XForce, this module can be configured to scan incoming and outgoing HTTP requests for threats.
- Load balancing - IBM Security Web Gateway AMP 5100 provides both front-end and back-end load balancing.
- Web graphical interface - A new web graphical user interface that provides a dashboard on the overall health of the performance and availability of the connections to the appliance and the workload and response times.
- Management interface - IBM Security Web Gateway AMP 5100 provides a web-based, graphical Local Management Interface (LMI), which provides the ability to configure the appliance and security reverse proxy. The LMI also provides a dashboard that enables administrators to view the overall health of the appliances.

**Accessibility by people with disabilities**

A US Section 508 Voluntary Product Accessibility Template (VPAT) containing details on accessibility compliance can be requested at


**Availability of national languages**

**IBM Security Access Manager V7.0** is enabled to support all language environments and is translated into the following languages on the dates shown below.

<table>
<thead>
<tr>
<th>Availability date</th>
<th>Language</th>
</tr>
</thead>
<tbody>
<tr>
<td>Arabic</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>Czech</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>English</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>French</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>German</td>
<td>November 16, 2012</td>
</tr>
</tbody>
</table>
IBM Security Web Gateway AMP 5100 V7.0 is enabled to support all language environments and is translated into the following languages on the dates shown below.

<table>
<thead>
<tr>
<th>Language</th>
<th>Availability date</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hebrew (for the Web Portal Manager only)</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>Hungarian</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>Italian</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>Polish</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>Russian</td>
<td>November 16, 2012</td>
</tr>
<tr>
<td>Spanish</td>
<td>November 16, 2012</td>
</tr>
</tbody>
</table>

Program number

<table>
<thead>
<tr>
<th>Program number</th>
<th>VRM</th>
<th>Program name</th>
</tr>
</thead>
<tbody>
<tr>
<td>5724-C87</td>
<td>7.0.0</td>
<td>IBM Security Access Manager</td>
</tr>
<tr>
<td>5725-G50</td>
<td>7.0.0</td>
<td>IBM Security Web Gateway AMP 5100</td>
</tr>
</tbody>
</table>

Education support

IBM training provides education to support many IBM offerings. Descriptions of courses for IT professionals and managers are on the IBM training website

http://www.ibm.com/services/learning/

Contact your IBM representative for course information.

Offering Information

Product information is available via the Offering Information website

http://www.ibm.com/common/ssi

Also, visit the Passport Advantage® website

http://www.ibm.com/software/passportadvantage

Publications

IBM Security Access Manager V7.0

A hardcopy publication for IBM Security Access Manager V7.0 Quick Start Guide is shipped with the product and is available in English, French, and Japanese.
Softcopy publications for IBM Security Access Manager for Web V7.0 Quick Start Guide will be delivered on a separate publications CD-ROM with the basic machine-readable material, and is available in English, French, and Japanese. It can also be downloaded at electronic availability from

http://pic.dhe.ibm.com/infocenter/tivihelp/v2r1/index.jsp

The following English publications may be downloaded at general availability from the following website

http://pic.dhe.ibm.com/infocenter/tivihelp/v2r1/index.jsp

**English publications:**

- IBM Security Access Manager for Web Quick Start Guide (GI11-9333-01 (CF3DJML)
- IBM Security Web Gateway Appliance Quick Start Guide - Virtual Offering (CF3FVML)
- IBM Security Access Manager for Web Installation guide (GC23-6502-02)
- IBM Security Access Manager for Web Administration Guide (SC23-6504-02)
- IBM Security Access Manager WebSEAL Administration Guide (SC23-6505-02)
- IBM Security Access Manager WebSEAL Configuration Stanza Reference (SC27-4442-00)
- IBM Security Access Manager Appliance Web Reverse Proxy Stanza Reference (SC27-4443-00)
- IBM Security Access Manager for Web Shared Session Management Administration Guide (SC23-6509-02)
- IBM Security Access Manager for Web Shared Session Management Deployment Guide (SC22-5431-00)
- IBM Security Access Manager for Web Upgrade Guide (SC23-6503-02)
- IBM Security Access Manager for Web Auditing Guide (SC23-6511-02)
- IBM Security Access Manager for Web Performance Tuning Guide (SC23-6518-02)
- IBM Security Access Manager for Web Troubleshooting Guide (GC27-2717-01)
- IBM Security Access Manager for Web Error Message Reference (GI11-8157-02)
- IBM Security Access Manager for Web Administration C API Developer's Reference (SC23-6513-02)
- IBM Security Access Manager for Web Administration Java™ Classes Developer's Reference (SC23-6514-02)
- IBM Security Access Manager for Web Authorization Java Classes Developer's Reference (SC23-6516-02)
- IBM Global Security Kit: CapiCmd Users Guide (SC22-5459-00)

**French publications:**

- IBM Security Access Manager for Web Installation guide (GC23-6502-02)
- IBM Security Access Manager for Web Administration Guide (SC23-6504-02)
- IBM Security Access Manager for Web Release Notes (HTML only)
**IBM Security Web Gateway AMP 5100 V7.0**

Hardcopy publication for the following IBM Security Web Gateway V7.0 Quick Start Guide is shipped with the product and is available in English, French, Japanese, Brazilian Portuguese and Simplified Chinese.

- IBM Security Web Gateway Appliance Quick Start Guide a Hardware Offering (97Y0847)

It can also be downloaded at electronic availability from

http://pic.dhe.ibm.com/infocenter/tivihelp/v2r1/index.jsp

**English publications:**

- IBM Security Web Gateway Appliance Quick Start Guide a Hardware Offering (97Y0847)
- IBM Security Web Gateway Appliance Administration Guide (SC22-5432-00)
- IBM Security Web Gateway Appliance Configuration Guide for Web Reverse Proxy (SC22-5433-00)
- IBM Security Web Gateway Appliance Web Reverse Proxy Stanza Reference (SC27-4443-00)

All other national language publications will be available 30 days after general availability and may be downloaded from the following website

http://pic.dhe.ibm.com/infocenter/tivihelp/v2r1/index.jsp

The IBM Publications Center

http://www.ibm.com/shop/publications/order

The Publications Center is a worldwide central repository for IBM product publications and marketing material with a catalog of 70,000 items. Extensive search facilities are provided. Payment options for orders are via credit card (in the US) or customer number for 20 countries. A large number of publications are available online in various file formats, and they can all be downloaded by all countries, free of charge.

---

**Technical information**

**Specified operating environment**

**Hardware and software requirements**

For IBM Security Access Manager V7.0 and IBM Security Web Gateway AMP 5100 V7.0 hardware and software requirements, refer to the Detailed system requirements for a specific product report at

http://publib.boulder.ibm.com/infocenter/prodguid/v1r0/clarity/softwareReqsForProduct.html

The program’s specifications and specified operating environment information may be found in documentation accompanying the program, if available, such as a readme file, or other information published by IBM, such as an announcement letter. Documentation and other program content may be supplied only in the English language.

**Planning information**

Software Subscription and Support (also referred to as Software Maintenance) is included with licenses purchased through Passport Advantage and Passport Advantage Express®. Product upgrades and technical support are provided by the Software Subscription and Support (Software Maintenance) offering as described
in the Agreements. Product upgrades provide the latest versions and releases to
entitled software, and technical support provides voice and electronic access to IBM
support organizations, worldwide.

IBM includes one year of Software Subscription and Support (also referred to as
Software Maintenance) with each program license acquired. The initial period of
Software Subscription and Support (Software Maintenance) can be extended by the
purchase of a renewal option, if available.

**Packaging**

IBM Security Access Manager V7.0 is distributed with:

- International Program License Agreement (Z125-3301)
- License Information document
- DVDs
- Publications (refer to the Publications section)

IBM Security Web Gateway AMP 5100 V7.0 is distributed with:

- International Program License Agreement (Z125-3301)
- License Information document
- Publications (refer to the Publications section)

This program, when downloaded from a website, contains the applicable IBM
license agreement and License Information, if appropriate, and will be presented
for acceptance at the time of installation of the program. For future reference, the
license and License Information will be stored in a directory such as LICENSE.TXT.

**Security, auditability, and control**

IBM Security Access Manager uses the security and auditability features of the
operating system software. The customer is responsible for evaluation, selection,
and implementation of security features, administrative procedures, and appropriate
controls in application systems and communication facilities.

**Global Technology Services**

Contact your IBM representative for the list of selected services available in your
country, either as standard or customized offerings for the efficient installation,
implementation, or integration of this product.

**Ordering information**

This product is only available via Passport Advantage. It is not available as
shrinkwrap.

| Product group: IBM Security |
| Product Identifier Description (PID) |
| IBM Security Access Manager V7.0 | 5724-C87 |
| IBM Security Web Gateway AMP 5100 V7.0 | 5725-G50 |

Product category: Security Access Manager
Product category: Security Web Gateway

For ordering information, consult your IBM representative or authorized IBM
Business Partner, or visit

**Charge metric**

<table>
<thead>
<tr>
<th>Program name</th>
<th>PID number</th>
<th>Charge metric</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM Security Access Manager</td>
<td>5724-C87</td>
<td>User Value Unit</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Processor Value Unit</td>
</tr>
<tr>
<td>IBM Security Web Gateway AMP 5100</td>
<td>5725-G50</td>
<td>Per Appliance Install</td>
</tr>
</tbody>
</table>

**Pricing examples**

**IBM Security Access Manager**

*Example 1: Internal users (by UVU)*

A large enterprise is required to manage and protect access for 12,000 users on their internal network. The initial targets they want to manage are as follows:

- 12,000 internal users of LDAP and who access web applications from HTTP and Java 2 Platform Enterprise Edition (J2EE) application servers for single sign-on (SSO) using IBM Security Access Manager.

Calculate User Value Units

The client would purchase 8,500 User Value Units of Security Access Manager. Refer to the calculation below based on the scalable usage model referenced above.

<table>
<thead>
<tr>
<th>Pricing metric</th>
<th>Users required in client environment (A)</th>
<th>User Value Units 1,000 users</th>
<th>User Value Units required (A*B)/1000</th>
</tr>
</thead>
<tbody>
<tr>
<td>Tier 1</td>
<td>5,000</td>
<td>1,000</td>
<td>5,000</td>
</tr>
<tr>
<td>Tier 2</td>
<td>7,500</td>
<td>500</td>
<td>3,500</td>
</tr>
<tr>
<td>Tier 3</td>
<td></td>
<td>300</td>
<td></td>
</tr>
<tr>
<td>Tier 4</td>
<td></td>
<td>200</td>
<td></td>
</tr>
<tr>
<td>Total users</td>
<td>12,000</td>
<td></td>
<td>8,500</td>
</tr>
</tbody>
</table>

*Example 2: Internal and external users (by UVU)*

A large enterprise is required to manage and protect user access for up to 12,000 internal users (company employees) and 1,500,000 external users. For external users, we use the ratio 1 internal user equals 15 external users to calculate the UVUs. The total users are calculated as follows:

- 12,000 internal users = 12,000/1 = 12,000 users.
- 1,500,000 external users = 1,500,000/15 = 100,000 users.
- The large enterprise must add these users together since they all plan to use LDAP and Active Directory for IBM Security Access Manager. As a result, they need to purchase 112,000 users of IBM Security Access Manager.

Calculate User Value Units

The client would purchase 32,900 User Value Units of IBM Security Access Manager. Refer to the calculation below based on the scalable usage model referenced above.

<table>
<thead>
<tr>
<th>Pricing metric</th>
<th>Users required in client environment (A)</th>
<th>User Value Units 1,000 users</th>
<th>User Value Units required (A*B)/1000</th>
</tr>
</thead>
<tbody>
<tr>
<td>Tier 1</td>
<td>5,000</td>
<td>1,000</td>
<td>5,000</td>
</tr>
<tr>
<td>Tier 2</td>
<td>10,500</td>
<td>500</td>
<td>5,000</td>
</tr>
<tr>
<td>Tier 3</td>
<td>35,000</td>
<td>300</td>
<td>10,500</td>
</tr>
<tr>
<td>Tier 4</td>
<td>62,000</td>
<td>200</td>
<td>12,400</td>
</tr>
<tr>
<td>Total users</td>
<td>112,000</td>
<td></td>
<td>32,900</td>
</tr>
</tbody>
</table>
In the above example, the client is entitled to the use of the reverse-proxy (WebSEAL) virtual appliance under the UVU entitlement.

**Example 3: Unknown number of internal and external users (by PVU)**

A large enterprise is required to manage and protect user access for an unknown number of internal or external users. However, the enterprise decides that running IBM Security Access Manager on 20 processor cores of an IBM POWER7® server for WebSEAL, policy server and LDAP would be the right number to sustain the external user load. The total PVUs are calculated as follows:

- Each core of an IBM Power7 server is 120 PVUs.
- 20 processor cores = 2,400 PVUs.
- This large enterprise needs to purchase 2,400 PVUs of IBM Security Access Manager.

In the above example, the client is required to purchase PVU entitlements for the processors used for the deployment of the reverse-proxy (WebSEAL) virtual appliance.

**Example 4: Purchase IBM Security Web Gateway AMP 5100 appliance**

Client wants to buy IBM Security Web Gateway AMP 5100 and needs to buy additional PVUs of IBM Security Access Manager for hosting an external policy server and LDAP.

A large enterprise is required to manage and protect user access for an unknown number of internal or external users. The enterprise decides to buy two IBM Security Web Gateway AMP 5100 appliances to be hosted in the DMZ. Additionally, the enterprise decides that they need to run IBM Security Access Manager Policy Server and IBM Tivoli Directory Server on four processor cores of an IBM POWER7 server. The pricing would be as follows:

- Each core of an IBM POWER7 server is 120 PVUs.
- 4 processor cores = 480 PVUs.
- This large enterprise needs to purchase 480 PVUs of IBM Security Access Manager.
- This large enterprise also needs to purchase two IBM Security Web Gateway AMP 5100 appliances install entitlements.

**User Value Unit (UVU)**

UVU is a unit of measure by which the program can be licensed. UVU Proofs of Entitlement (PoEs) are based on the number and type of users for the given program. Licensee must obtain sufficient entitlements for the number of UVUs required for licensee's environment as specified in the program specific table. The UVU entitlements are specific to the program and type of user and may not be exchanged, interchanged, or aggregated with UVU entitlements of another program or type of user. Refer to the program specific UVU table.

**Processor Value Unit (PVU)**

PVU is a unit of measure by which the program can be licensed. The number of PVU entitlements required is based on the processor technology (defined within the PVU table).
Licensee can deploy the program using either full capacity licensing or virtualization capacity (sub-capacity) licensing according to the Passport Advantage Sub-Capacity Licensing Terms (refer to the web page below). If using full capacity licensing, licensee must obtain PVU entitlements sufficient to cover all activated processor cores* in the physical hardware environment made available to or managed by the program, except for those servers from which the program has been permanently removed. If using virtualization capacity licensing, Licensee must obtain entitlements sufficient to cover all activated processor cores made available to or managed by the program, as defined according to the Virtualization Capacity License Counting Rules at

http://www.ibm.com/software/lotus/passportadvantage/
Counting_Software_licenses_using_specific_virtualization_technologies.html

* An activated processor core is a processor core that is available for use in a physical or virtual server, regardless of whether the capacity of the processor core can be or is limited through virtualization technologies, operating system commands, BIOS settings, or similar restrictions.

Notes:

- Some programs may require licenses for the program and what is being managed. In that case, the following applies. In addition to the entitlements required for the program directly, licensee must obtain PVU entitlements for this program sufficient to cover the processor cores managed by the program.
- Some programs may be licensed on a managed basis only. In that case, the following applies. Instead of the entitlements required for the program directly, licensee must obtain PVU entitlements for this program sufficient to cover the processor cores managed by the program.
- A few programs on an exception basis may be licensed on a referenced basis. In that case, the following applies. Rather than obtaining entitlements for the activated processor cores available to the program, licensee must obtain PVU entitlements for this program sufficient to cover the environment made available to the referenced program as if the program itself were executing everywhere the referenced program was executing, independent of the basis on which the referenced program is licensed.

**Appliance Install**

Appliance Install is a unit of measure by which the program can be licensed. An Appliance Install is an installed copy of the program that is included on a single unit of supporting hardware. Licensee must obtain an entitlement for each Appliance Install of the program.

**Passport Advantage**

<table>
<thead>
<tr>
<th>Program name/Description</th>
<th>Part number</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM Security Access Manager for Web</td>
<td>E02B1LL</td>
</tr>
<tr>
<td>Unlimited User Option Processor Value Unit Linux on z Annual Sw Maint Rnw</td>
<td></td>
</tr>
<tr>
<td>IBM Security Access Manager for Web</td>
<td>D56PSLL</td>
</tr>
<tr>
<td>Unlimited User Option Processor Value Unit Linux on z LicsSw Maint 12 Mo</td>
<td></td>
</tr>
<tr>
<td>IBM Security Access Manager for Web</td>
<td>D56PTLL</td>
</tr>
</tbody>
</table>
Unlimited User Option Processor Value Unit
Linux on z Sw Maint Reinstate 12 Mo

IBM Security Access Manager for web
Unlimited User Option Processor Value Unit
Annual Sw Maint Rnwl

IBM Security Access Manager for Web
Unlimited User Option Processor Value Unit
Lic+Sw Maint 12 Mo

IBM Security Access Manager for Web
Unlimited User Option Processor Value Unit
Sw Maint Reinstate 12 Mo

IBM Security Access Manager for Web
User Value Units Annual Sw Maint Rnwl

IBM Security Access Manager for Web
User Value Units Lic+Sw Maint 12 Mo

IBM Security Access Manager for Web
User Value Units Sw Maint Reinstate 12 Mo

IBM Security Access Manager for Web for zEnterprise®
BladeCenter Extension and Linux™ on System z
User Value Unit License + Sw Subscription & Support
12 Months

IBM Security Access Manager for Web for zEnterprise
Bladecenter Extension and Linux on System z
User Value Unit SW Subscription & Support
Reinstatement 12 Months

IBM Security Access Manager for Web for zEnterprise
BladeCenter Extension and Linux on System z
User Value Unit SW Subscription & Support Renewal

IBM Security Web Gateway AMP 5100
per App In APLIANCE + S&S 12 MO

IBM Security Web Gateway AMP 5100
per App In ANNUALAPLM+S&S RNWL 12MO

IBM Security Web Gateway AMP 5100
per App In APLM + S&S REINST 12 MO

Passport Advantage customer: Media pack entitlement details

Customers with active maintenance or subscription for the products listed are
titled to receive the corresponding media pack.

<table>
<thead>
<tr>
<th>Media packs description</th>
<th>Part number</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM Security Access Mgr for Web 7.0 Mulitplatform, Multilingual DVD Media Pack</td>
<td>BJ12EML</td>
</tr>
</tbody>
</table>

Terms and conditions

The information provided in this announcement letter is for reference and
convenience purposes only. The terms and conditions that govern any transaction
with IBM are contained in the applicable contract documents such as the IBM
International Program License Agreement, IBM International Passport Advantage
Agreement, and the IBM Agreement for Acquisition of Software Maintenance.

Reference to products in this announcement does not necessarily imply those
products are available, or intend to be available, in your country.
This product is only available via Passport Advantage. It is not available as shrinkwrap.

**Licensing**

IBM International Program License Agreement including the License Information document and PoE govern your use of the program. PoEs are required for all authorized use. Part number products only, offered outside of Passport Advantage, where applicable, are license only and do not include Software Maintenance.

This software license includes Software Subscription and Support (also referred to as Software Maintenance).

These programs are licensed under the IBM Program License Agreement (IPLA) and the associated Agreement for Acquisition of Software Maintenance, which provide for support with ongoing access to releases and versions of the program. IBM includes one year of Software Subscription and Support (also referred to as Software Maintenance) with the initial license acquisition of each program acquired. The initial period of Software Subscription and Support (also referred to as Software Maintenance) can be extended by the purchase of a renewal option, if available. These programs have a one-time license charge for use of the program and an annual renewable charge for the enhanced support that includes telephone assistance (voice support for defects during normal business hours), as well as access to updates, releases, and versions of the program as long as support is in effect.

**License Information form number**

- L-JSCK-8VWTFW - IBM Security Access Manager for Web V7.0 (5724-C87)
- L-JSCK-8WCQS7 - IBM Web Gateway V7.0 (5725-G50)

The program's License Information will be available for review on the IBM Software License Agreement website


**Limited warranty applies**

Yes

**Limited warranty**

IBM warrants that when the program is used in the specified operating environment, it will conform to its specifications. The warranty applies only to the unmodified portion of the program. IBM does not warrant uninterrupted or error-free operation of the program or that IBM will correct all program defects. You are responsible for the results obtained from the use of the program.

IBM provides you with access to IBM databases containing information on known program defects, defect corrections, restrictions, and bypasses at no additional charge. For further information, consult the IBM Software Support Handbook found at

http://www.ibm.com/support/handbook

IBM will maintain this information for at least one year after the original licensee acquires the program (warranty period).

**Program technical support**

Technical support of a program product version or release will be available for a minimum of five years from the general availability date, as long as your Software Subscription and Support (also referred to as Software Maintenance) is in effect. This technical support allows you to obtain assistance (via telephone or electronic means) from IBM for product-specific, task-oriented questions regarding
the installation and operation of the program product. Software Subscription and Support (Software Maintenance) also provides you with access to updates (modifications or fixes), releases, and versions of the program. You will be notified, via announcement letter, of discontinuance of support with 12 months’ notice. If you require additional technical support from IBM, including an extension of support beyond the discontinuance date, contact your IBM representative or IBM Business Partner. This extension may be available for a fee.

Money-back guarantee

If for any reason you are dissatisfied with the program and you are the original licensee, you may obtain a refund of the amount you paid for it, if within 30 days of your invoice date you return the program and its PoE to the party from whom you obtained it. If you downloaded the program, you may contact the party from whom you acquired it for instructions on how to obtain the refund.

For clarification, note that (1) for programs acquired under the IBM International Passport Advantage offering, this term applies only to your first acquisition of the program and (2) for programs acquired under any of IBM's On/Off Capacity on Demand (On/Off CoD) software offerings, this term does not apply since these offerings apply to programs already acquired and in use by you.

Other terms

Volume orders (IVO)

No

IBM International Passport Advantage Agreement

Passport Advantage applies

Yes, and through the Passport Advantage website at

http://www.ibm.com/software/passportadvantage

Usage restriction

Yes. Usage is limited to the quantity of Value Units licensed.

For additional information, refer to the License Information document that is available on the IBM Software License Agreement website


Software Subscription and Support applies

Yes. Software Subscription and Support (also referred to as Software Maintenance) is included with licenses purchased through Passport Advantage and Passport Advantage Express. Product upgrades and Technical Support are provided by the Software Subscription and Support offering as described in the Agreements. Product upgrades provide the latest versions and releases to entitled software and Technical Support provides voice and electronic access to IBM support organizations, worldwide.

IBM includes one year of Software Subscription and Support with each program license acquired. The initial period of Software Subscription and Support can be extended by the purchase of a renewal option, if available.

While your Software Subscription and Support is in effect, IBM provides you assistance for your routine, short duration installation and usage (how-to) questions, and code-related questions. IBM provides assistance via telephone and, if available, electronic access, only to your information systems (IS) technical support personnel during the normal business hours (published prime shift hours) of your IBM support center. (This assistance is not available to your end users.) IBM provides Severity 1
assistance 24 hours a day, 7 days a week. For additional details, consult your IBM Software Support Handbook at

http://www.ibm.com/support/handbook

Software Subscription and Support does not include assistance for the design and development of applications, your use of programs in other than their specified operating environment, or failures caused by products for which IBM is not responsible under the applicable agreements.

For additional information about the International Passport Advantage Agreement and the IBM International Passport Advantage Express Agreement, visit the Passport Advantage website at

http://www.ibm.com/software/passportadvantage

**System i Software Maintenance applies**

No

**Variable charges apply**

No

**Educational allowance available**

Education allowance does not apply.

Education software allowance does not apply.

Special education prices are available for qualified customers through Passport Advantage.

**Statement of good security practices**

IT system security involves protecting systems and information through prevention, detection, and response to improper access from within and outside your enterprise. Improper access can result in information being altered destroyed or misappropriated or can result in misuse of your systems to attack others. Without a comprehensive approach to security, no IT system or product should be considered completely secure and no single product or security measure can be completely effective in preventing improper access. IBM systems and products are designed to be part of a comprehensive security approach, which will necessarily involve additional operational procedures, and may require other systems, products, or services to be most effective. IBM does not warrant that systems and products are immune from the malicious or illegal conduct of any party.

**IBM Electronic Services**

IBM has transformed its delivery of hardware and software support services to help you achieve higher system availability. Electronic Services is a web-enabled solution that offers an exclusive, no-additional-charge enhancement to the service and support available for IBM servers. These services are designed to provide the opportunity for greater system availability with faster problem resolution and preemptive monitoring. Electronic Services comprises two separate, but complementary, elements: Electronic Services news page and Electronic Services Agent.

The Electronic Services news page is a single Internet entry point that replaces the multiple entry points traditionally used to access IBM Internet services and support. The news page enables you to gain easier access to IBM resources for assistance in resolving technical problems.
The Electronic Service Agent™ is no-additional-charge software that resides on your server. It monitors events and transmits system inventory information to IBM on a periodic, client-defined timetable. The Electronic Service Agent automatically reports hardware problems to IBM. Early knowledge about potential problems enables IBM to deliver proactive service that may result in higher system availability and performance. In addition, information collected through the Service Agent is made available to IBM service support representatives when they help answer your questions or diagnose problems. Installation and use of IBM Electronic Service Agent for problem reporting enables IBM to provide better support and service for your IBM server.

To learn how Electronic Services can work for you, visit

http://www.ibm.com/support/electronic

**Prices**

**Business Partner information**

If you are an IBM Business Partner -- Distributor for Workstation Software acquiring products from IBM, you may link to Passport Advantage Online for resellers where you can obtain Business Partner pricing information. An IBM ID and password are required.

IBM Business Partners will work through their IBM channel representative to enter an order in the SQO system for IBM Security Web Gateway.

https://www.ibm.com/software/howtobuy/passportadvantage/paoreseller/emea/channelannouncement

For all local charges, contact your IBM representative.

**IBM Global Financing**

IBM Global Financing offers competitive financing to credit-qualified customers to assist them in acquiring IT solutions. Offerings include financing for IT acquisition, including hardware, software, and services, from both IBM and other manufacturers or vendors. Offerings (for all customer segments: small, medium, and large enterprise), rates, terms, and availability can vary by country. Contact your local IBM Global Financing organization or visit

http://www.ibm.com/financing

IBM Global Financing offerings are provided through IBM Credit LLC in the United States, and other IBM subsidiaries and divisions worldwide to qualified commercial and government customers. Rates are based on a customer’s credit rating, financing terms, offering type, equipment type, and options, and may vary by country. Other restrictions may apply. Rates and offerings are subject to change, extension, or withdrawal without notice.

Financing from IBM Global Financing helps you preserve cash and credit lines, enables more technology acquisition within current budget limits, permits accelerated implementation of economically attractive new technologies, offers payment and term flexibility, and can help match project costs to projected benefits. Financing is available worldwide for credit-qualified customers.

For more financing information, visit

http://www.ibm.com/financing
Announcement countries

All European, Middle Eastern, and African countries except Iran, Sudan (not the Republic of South Sudan), and Syria.

Trademarks

Electronic Service Agent is a trademark of IBM Corporation in the United States, other countries, or both.

IBM, Tivoli, Passport Advantage, Express, POWER7 and zEnterprise are registered trademarks of IBM Corporation in the United States, other countries, or both.

Microsoft is a trademark of Microsoft Corporation in the United States, other countries, or both.

Linux is a registered trademark of Linus Torvalds in the United States, other countries, or both.

Other company, product, and service names may be trademarks or service marks of others.

Terms of use

IBM products and services which are announced and available in your country can be ordered under the applicable standard agreements, terms, conditions, and prices in effect at the time. IBM reserves the right to modify or withdraw this announcement at any time without notice. This announcement is provided for your information only. Reference to other products in this announcement does not necessarily imply those products are announced, or intend to be announced, in your country. Additional terms of use are located at


For the most current information regarding IBM products, consult your IBM representative or reseller, or visit the IBM worldwide contacts page

http://www.ibm.com/planetwide/