
Configuring access to data in Adabas
The Adabas load library must be included in the steplib of the Accelerator Loader
server proclib member.

Configuring security access to Adabas data (optional)
Configure security to provide access to Adabas.

Procedure

Edit and submit one of the following jobs, which are in the hlq.CNTLhlq.CNTL
library:
v HLVRAADA is for IBM Resource Access Control Facility (RACF) security.
v HLVA2ADA is for CA Access Control Facility (ACF2) security.
v HLVTSADA is for CA Top Secret Security (TSS).

Verifying access to data in Adabas
To verify access to data, create a virtual table and a connection to the server, and
then run a query.

Procedure
1. Complete the following steps to verify access to Adabas:

a. Locate the hlq.JOBS(ADALODE) data set in your Adabas libraries.
ADALODE loads the EMPLOYEE file.

b. Locate the hlq.CNTL(DVSIVADA) data set. DVSIVADA creates the virtual
table.

c. Use the instructions in the JCL for each job to modify it.
d. Submit the jobs in the order ADALODE and DVSIVADA.
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All steps of the jobs should complete with a condition code of 0.
2. Obtain the following information that is needed to create a virtual table:
v Adabas subsystem ID, default is ADAB
v Adabas DBID
v Adabas file number
v PREDICT DDM listing
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