Part VI WebSphere Business Monitor
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Chapter 16 WebSphere Business Monitor Cluster
installation and configuration

16.1 WebSphere Business Monitor Cluster installation and
configuration primer

On a high level, the following steps are necessary to create a clustered WebSphere
Business Monitor (WBM) environment by making use of a clustered WebSphere
Business Process Server (WBM) environment. Those steps are described in detail in
the following chapters(A checklist can be found in Appendix ):

eProduct installation
elnstallation of the WBM binaries (including available fix packs and all iFixes
(for WAS ND 6.1 and WPS 6.2.0)
elnstallation of the database system and database creation
eAugment WPS server deployment manager profile with WBM capabilities
eoCreate the WBM tablespaces. users and schema objects
oCreate WBM custom profiles
eoFederate the WBM custom nodes
oCluster configuration
eConfigure monitor messaging on the MECluster
eConfigure the monitor emitter factory on the SupportCluster
oCreate the Monitor Support Cluster (MonSupportCluster)
eConfigure the action services application and the monitor data services
scheduler application on the MonSupportCluster
eoCreate the Monitor Application Cluster (MonApplicationCluster)
oCreate the Web Dashboard Cluster (WebDashboardCluster)
eConfigure the WBM REST services on the WebDashboardCluster
eConfigure Business Space on the WebDashboardCluster
eConfigure Business Space endpoint XML files
elnstall and configure Alphablox on the WebDashboardCluster
eOptional: Install and configure the IBM HTTP Server
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16.2 Installing WebSphere Business Monitor binaries

Note: The steps shown here have to be executed on each node that is sup-
posed to contain WBM functionality; In this case this are the machines

W6201L3M, W6201LN3 and W6201LN4. Make sure to execute this step as user
root

If you are installing from the product DVD, mount the DVD and change to the
mount_point directory.

If you are installing from a downloaded image from Passport Advantage extract the

image and change to the extract directory. There are two options on how to install the
WBM binaries:

1. graphical wizard
2. silent mode

Note: Installing the WBM binaries in silent mode is not described within this
document

Note: Before starting the installation of the WBM binaries and the deployment

manager augmentation shut down all clusters, the node agents and the
deployment manager.

To start the installation with graphical wizard , enter the following (if you are not

locally working on the machine, make sure X11 tunneling is activated and a X server is
running on your system).

cd /<WBM62 EXTRACT ROOT>/WBM
./install

Now the graphical wizard starts
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The "WebSphere Business Monitor 6.2 Welcome" panel is displayed:

2 IBM WebSphere Business Monitor 6.2

B=1%

Welcome to the IBM WebSphere Business Monitor 6.2 installation wizard

This wizard installs IBM WebSphere Business Monitor 6.2 on your computer, For

additional information about the installation process, see the WebSphere
Business Monitor information center.

Click Next to continue.

Installshield ( 1 )

:;:-':- (‘

Cancel

1. Press NEX4.
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The "Software License Agreement" panel is displayed:

© 1BM WebSphere Business Monitor 6.2 -Joed

Please read the following license agreement carefully.

International Program License Agreement

T »

Part 1 - General Terms

BY DOWNLOADING, INSTALLING, COPYING, ACCESSING, OR USING THE
PROGRAM YOU AGREE TO THE TERMS OF THIS AGREEMENT. IF YOU ARE
WACCEPTING THESE TERMS ON BEHALF OF ANOTHER PERSON OR A COMPANY OR
OTHER LEGAL ENTITY, YOU REPRESENT AND WARRANT THAT YOU HAYE FULL
WUTHORITY TO BIND THAT PERSON, COMPANY, OR LEGAL ENTITY TO THESE
ITERMS. IF YOU DO NOT AGREE TO THESE TERMS,

- DO NOT DOWNLOAD, INSTALL, COPY, ACCESS, OR USE THE PROGRAM; AND

- PROMPTLY RETURN THE PROGRAM AND PROOF OF ENTITLEMENT TO THE
FPARTY FROM WHOM YOU ACOUIRED IT TO OBTAIN A REFUND OF THE AMOUNT
OU PAID. IF ¥YOU DOWNLOADED THE PROGRAM, CONTACT THE PARTY FROM
WHOM YOU ACQUIRED IT.

"[BM" is International Business Machines Corporation or one of its subsidiaries,

‘License Information® {"LI*) is a document that provides information specific to a
Program. The Program's Ll is awvailable at hitp: f fwww. ibm.com/software/sla/ .
The LI may also be found in a file in the Program's directory, by the use of a
systern command, or as a booklet which accompanies the Program,

"D * e the fall, i i i the ininal and slludbale o martisl coamione:

Read non-IEM terms _|

® | accept both the IBM and the non-IBM terms

Installshield @

I < Back l Mext = | | Cancel |

1. Select "I accept both the IBM and the non-IBM terms" to accept the license
agreement.

2. Press .
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The Systen prerequisites check is displayed. Ignore the message that the
operating system failed the prerequisites check failed.

(@ I1BM WebSphere Business Monitor 6.2 =)<

System prerequisites check

Failed: Your operating system failed the prerequisites check.

A supported operating system architecture was not detected. Support far your
operating system architecture may have been added after the release of the
product. You can continue with the installation, but the installation may not
succeed.

Click Cancel to stop the installation and install a supported operating system.
Click Next to continue with the installation.

InstallShield - @

f—
< Back ” Mext = || | Cancel
—_—

1. Press .
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The "Installation Type Selection" panel is displayed:

2 IBM WebSphere Business Monitor 6.2

B=1%

Installation type selection

Select the type of installation that best suits your needs.

Installation Types:
ic_Installation
nced Installation

Description

An advanced installation will allow you to distribute the WebSphere Business
Monitor components to different servers. Using an advanced installation, you
can reuse existing installations of prerequisite software.

This option is ideal for production environments.

Installshield @

"

I < Back Il Mext = ]| | Cancel |

1. Select "Advanced Installation" in the Installation Types selection box

2. Press .
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The "Component selection panel" is displayed

(@ I1BM WebSphere Business Monitor 6.2 =)<
Component selection
— Select the components to install on this server:
' l [v| Business Monitor server including Business Space I
. D”' i} A5E jashk Ars

[[j Information center ]

Description

Business Monitor server includes the installation of the server components,
Business Space, and all required resources and database connections.

Portlet-based dashboards leverage WebSphere Portal to display your data
within an integrated portal environment. The administrator can contral
access based on standard WebSphere Portal user roles.

Monitor database stores all data that is needed for WebSphere Business
Monitor.

The information center displays documentation for WebSphere Business
Monitor.

InstaliShield - @

I < Back l Mext = ] | Cancel

1. Select "Business Monitor server including Business Space"

2. Un-Select "Information center"

3. Press .
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The "Feature selection" panel is displayed:

(@ I1BM WebSphere Business Monitor 6.2 =)<

-E aitiware Feature selection

Select the features to be installed:
)C- None

AlphaBlox features for Business Space]

phaBlox features for portlet-based dashboards

Description

i \ Adding the AlphaBlox features will enable the dashboards to perfarm
% dimensional analysis on your data.

InstallShield - @

I < Back

1=
]
%
W
—

Cancel

1. Select "AlphaBlox features for Business Space"

2. Press .
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The "Installation directory" panel is displayed:

(@ I1BM WebSphere Business Monitor 6.2 Jo&d
Installation directory
iiebSphere Business Monitor will be installed into the specified directory. You
may specify a different directory or click Browse to select a directary,
Business Monitor server installation location:
[yweme2 |
[ Browse...
InstallShield - @
| < Back I Mext = |I | Cancel
S

1. Choose FAVIE)IIPA as the installation directory.
Note: On the deployment manager host choose the already existing
JAWLSISPR directory for installation.

2. Press .
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The "WBM profile environments"

panel is displayed:

{3 IBM WebSphere Business Monitor 6.

2 [=X]

Select the type

==

= Stand-alone

Custor,

WebSphere Business Monitor profile environments

during installation. Although onhy one type of environment type can be chosen,
additional profiles can be created after installation using the Profile
Management Tool. To augment an existing profile, select None.

Profile Environments:

5 | Deployment manager
=/ \ 1 Federated server

of profile environment to create for Business Monitar Server

[Mone

eSO

% . installation is

InstallShield -

You must have at least one profile to have a functional WebSphere Business
Monitor. Select none onky if you will create one or more profiles after the

completed.

| < Back I Mext = |I| Cancel

1. Select "None"

2. Press .

A Warning pops up:

X Warning

X

Are you sure you

roceed without creating a profile?

WebSphere BusiniOljor requires at least one profile to be functional.

1. Press .
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The "Installation summary" panel is displayed:

(@ I1BM WebSphere Business Monitor 6.2 =)<

Installation summary

Review the summary for correctness. Click Back to change values on prewvious
panels. Click Next to begin the installation.
The following products will be installed:

® WebSphere Business Monitor 6.2

Product instalfation location:
JWBME2

Comp nis to ba instafiad:

C Business Monitor server including Business Space
C AlphaBlox features for Business Space

# WebSphere Application Server Network Deployment 6.1
Product installation location:
JWEME2
The following features will be included:
@ Core product files
Total size:
@ 1417 MB

Administrative security enabled:

InstaliShield m

I < Back l Mext = |I | Cancel

-

1. Press NEX4.
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The "Installation progress bar" is displayed:

(@ I1BM WebSphere Business Monitor 6.2 =)<

Installing WebSphere Application Server Network Deployment. Please
Wait..

InstallShield -

Wait until the installation has finished.
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16.3 Installing the latest Updatelnstaller

Please refer to Chapter Install WPS binaries in order to get information on how to
install the latest Update Installer (if not already installed).

16.3.1 Installing mandatory fixes

Get the latest mandatory iFixes for the WebSphere Business Monitor, in this case it is
the WebSphere Business Monitor V6.2 Fix Pack 1 (6.2.0.1)

http://www.ibm.com/support/docview.wss?2uid=swg24022453&rs=0&cs=utf-8&con-

Lext=SW600&dc=D400&gl=6.2.0.1&loc=en US&lang=ené&cc=US

and extract them into the Update Installer maintenance directory
{Updatelnstaller_Home}/maintenance

The selected "Launch IBM Update Installer in exit" has started the IBM Update
Installer for WebSphere Software wizard.

16.4 Verify WebSphere Business Monitor binary installation

Verify the success of the binary installation by examining the WebSphere Process
Server log files. If the last line of the file contains the word ﬂm, the
selected WebSphere Process Server features were installed successfully. The log file is

located as follows:
‘/WPS62/logs/install/log.txt

The log file of each fix can be found under in directory:
‘/WPS62/logs/update/install/updatelog.txt

You can also use the IVT (Installation Verification Tool) to check if the binaries
have been installed correctly. See the infos on how to do that here:

http://publib.boulder.ibmconlinfocenter/dmdhel p/v6r2nx/index.jsp?
topi c=/com i bm websphere. wps. 62. doc/ doc/tins_ivt. htm
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16.5 Augmenting the Deployment Manager profile

This section describes how to augment the WPS deployment manager profile with the
WebSphere Business Monitor profile.

There are two approaches to augment the WPS deployment manager:
1. Use the profile management tool (graphical approach).

2. Use the manage profiles script and a response file.
This document will describe the second approach, using the manage profiles script.

You find more information on how to create a profile in both ways by inspecting the
information provided here:

http://publib.boulder.ibm.com/infocenter/dmndhelp/vér2mx/index.jsp?
topic=/com.ibm.websphere.wps.620.doc/doc/iins config post install.html

Regardless of which way you choose to augment the deployment manager profile, use
the following configuration parameters to create the profile:

augment

profileName=W6201L3MBPMDmgr
profilePath=/WPS62/profiles/W6201L3MBPMDmgr
templatePath=/WPS62/profileTemplates/wbmonitor/dmgr
adminUserName=vmmuser

adminPassword—{SErIraes

dbType=0OraclelOg

dbName=0ORCL

dbCreateNew=false

dbDelayConfig=true

dbUser Id={i e\ NNye)¥b):!
dbSchemaName =i OININKe)23D)=!
dbPassword-[SErIIlerast

dbHostName=W6201L30.boeblingen.de.ibm.com
dbServerPort=1521
dbJDBCClasspath=/opt/oracle/driver
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In order to create the deployment manager profile silently a response file which
contains the configuration information for the deployment manager needs to be
created. Navigate to the root folder (/) and create a folder profileRespFiles. In that
folder create file and name it dmgrAugRespFile.txt. Add the entries from the
previous page to that file, then save the file.

Execute the following commands as user on the deploayment manager host:

cd /WPS62/bin
./manageprofiles.sh -response /profileRespFiles/dmgrAugRespFile.txt

INSTCONFSUCCESS: Profile augmentation succeeded.

16.5.1 Verify deployment manager augmentation

To verify the deployment manager augmentation check the log in
/WPS62/logs/manageprofiles: augment.log and W6201L3MBPMDmgr_augment.log for
INSTCONFSUCCESS return code.

<record>
<date>2009-05-18T13:10:58</date>
<millis>1242645058416</millis>
<sequence>2821</sequence>
<logger>com.ibm.wsspi.profile.WSProfileCLI</logger>
<level>INFO</level>
<class>com.ibm.wsspi.profile.WSProfileCLI</class>
<method>invokeWSProfile</method>
<thread>10</thread>
<message>Returning with return code: INSTCONFSUCCESS</message>
</record>
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Chapter 17 Creating Oracle users and tables for
WebSphere Business Monitor

This chapter describes the creation of the Oracle users, tablespaces and tables for
WebSphere Business Monitor Server (WBM).

171 WebSphere Business Monitor Server tablespaces

This section describes how to create the Oracle tablespaces needed by WBM. WBM
provides a set of scripts that can be used to create mandatory tablespaces. It is
recommended to add additional tablespaces for the message engines and the
Alphablox db.

A SQL script to create the recommended tablespaces can be found in the Section
17.1.3 Create WBM recommended tablespaces.

1711 Predefined WBM tablespaces

The following tablespaces are defined in WBM database scripts for Oracle.

Tablespace Name WBM data

MONDSTS Business Monitor Server tablespace
MONDMSTS Data Movement Service tablespace
MONIDXTS Index tablespace

MONLOBTS Large objects tablespace

17.1.2 Recommended user default tablespaces

The following tablespaces are recommendations for WPS data without tablespace
definitions in the WPs db scripts.

Tablespace Name Description
ABX_TBS Tablespace for the Alphablox repository.
WBM_MEMON_TBS Tablespace for the monitor bus message engine.

Note: The tablespace names are also only recommendations. Changing the ta-
blespace name can be done in the createRecWBMOraTablespaces.sql script. If

the tablespace names are changed, remember to change them also in the sec-
tion 17.2 WebSphere Business Monitor Server users and privileges.

171.3 Create WBM recommended tablespaces

You can use the following script to create the recommended tablespaces from Section
17.1.2 Recommended user default tablespaces.
Create a file (R CEICLE S G (oI I X TR || with the editor of your choice
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and paste in the lines from below:

REM LR I I b e b b I b S b e I b S R S b b b I b e I b S b e I R S R I S R I R I I R I b b S 2 S b e S b S b 4

REM File: OlcreateRecWBMOraTablespaces.sqgl

REM Date: 2009-05-19

REM

REM Desc: Create all recommended tablespaces for WBM 6.2.0.1

REM

REM Usage:

REM 1. Define datafile paths as needed.

REM 2. Execute the sqgl script as user on the database host.

REM R R i b I S e S b I S b I S b I S I b e I b e S b S b e S b e S R S b I S b S b I S R S S R I db R b b S b S b 4

REM Define Oracle datafile paths for Alphablox

Define ABX TbsPath = "[fcjeiffeha-YelR-ylehar o Y 0) (0N "

REM Define Oracle datafile paths for the Monitor Bus Message Engine

Define MEMON_ TbsPath = "[fejeisffehacleR-Y ehatIcEh-PAOIOIE "

REM ****kkdrxxdxhkhkkhkkhhhhhrrrhhhhhhhhrrrdhhhhhhhrrxrrhhkhhhhhrrxrxrrhkhhhhrrrrxxxxk

REM Create the Oracle tablespace for WPS

CREATE TABLESPACE |JSVENYQERSYS DATAFILE '&ABX TbsPath/WBM ABX.dbf' SIZE 150
M REUSE AUTOEXTEND ON NEXT 10 M;

REM BRI e b I b b b S b e b b S R B S R I I I b e S b e S b e I 2R S R I S R R I R S b S 2 B b e I b i b

REM Create the Oracle tablespace for the Message Engines

CREATE TABLESPACE [JSUIRVINVIONEENSES DATAFILE '&MEMON TbsPath/WBM MEMON.dbf'
SIZE 100 M REUSE AUTOEXTEND ON NEXT 10 M;

REM Commit work
COMMIT;
EXIT
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Execute the [\ GEICLET VS (oI Y I ER s EXL-ET¢ || by typing the following
command as user [Jgeldl=:

sqglplus sys/<yourPassword>@ORCL AS SYSDBA @0lcreateRecWBMOraTa-
blespaces.sql

SQL*Plus: Release 11.1.0.7.0 - Production on Fri May 4 10:31:17 2009
Copyright (c) 1982, 2008, Oracle. All privileges reserved.

Connected to:

Oracle Database 1lg Enterprise Edition Release 11.1.0.7.0 - 64bit
Production

With the Partitioning option

old 1: CREATE TABLESPACE WBM ABX TBS DATAFILE '&ABX_TbSPath/WBM_ABX.dbf'
SIZE 150 M REUSE AUTOEXTEND ON NEXT 10 M

new 1: CREATE TABLESPACE WBM ABX TBS DATAFILE
'/opt/oracle/oradata/ORCL/WBM ABX.dbf' SIZE 150 M REUSE AUTOEXTEND ON NEXT
10 M

Tablespace created.

old 1: CREATE TABLESPACE WBM MEMON TBS DATAFILE
'&MEMON_TbSPath/WBM_MEMON.dbf' SIZE 100 M REUSE AUTOEXTEND ON NEXT 10 M
new 1: CREATE TABLESPACE WBM MEMON TBS DATAFILE
'/opt/oracle/oradata/ORCL/WBM MEMON.dbf' SIZE 100 M REUSE AUTOEXTEND ON
NEXT 10 M

Tablespace created.

Commit complete.

Disconnected from Oracle Database 11lg Enterprise Edition Release
11.1.0.7.0 - 64bit Production

With the Partitioning option

17.2 WebSphere Business Monitor Server users and
privileges

This section describes the Oracle database users needed for WebSphere Business
Monitor. The WPS common database role as described in the WPS Oracle database
chapter will be used.

Scripts for creating the database users are also provided in a sub-section.

17.2.1 Needed WebSphere Business Monitor Server database
users

The following database users are needed for WebSphere Process Server:

DB user Description

WPS_MONITORDB Business Monitor database user
WBM_ABXDB Alphablox repository database user
WBM_MONMSG Monitor bus message engine DB user
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17.211 Business Monitor database user WPS_MONITORDB

The business monitor database user is used to store the monitor data in the Oracle
database. This database user is also used to access the monitor modell data which will
be created during a monitor model deployment. The monitor model data is normaly
stored in a different schema than the business monitor database user and the
monitor model schema has the same name as the monitor model application.

Oracle does not have a separate concept for users and schemas, which means that in
an Oracle database a user always owns only one schema with the same name as the
user itself. For example the user WPS_MONITORDB has only access to the schema
WPS_MONITORDB.

An Oracle database user needs aditional privileges to access data in an other schema
because to access an other schema in Oracle means to access data from an other
database user.

VW6201L30
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Monitor Model
user / schema ...

To make sure that all needed privileges are granted to the Business Monitor database
and the Monitor Model users the WebSphere Business Monitor database scripts will
grant "all privileges" to these users.
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17.2.2 WebSphere Business Monitor Server database user
roles

The following privileges are needed for Alphablox and the message engine database
user:

Role Description

CONNECT Enables a user to connect to the database. Grant
this role to any user or application that needs
database access. If you create a user using
Oracle Enterprise Manager Database Control, this
role is automatically granted to the user.
RESOURCE Enables a user to create, modify, and delete
certain types of schema objects in the schema
associated with that user. Grant this role only to
developers and to other users that must create
schema objects. This role grants a subset of the
create object system privileges. For example, it
grants the CREATE TABLE system privilege, but
does not grant the CREATE VIEW system
privilege. It grants only the following privileges:
CREATE CLUSTER, CREATE INDEXTYPE, CREATE
OPERATOR, CREATE PROCEDURE, CREATE
SEQUENCE, CREATE TABLE, CREATE TRIGGER,
CREATE TYPE. In addition, this role grants the
UNLIMITED TABLESPACE system privilege, which
effectively assigns a space usage quota of
UNLIMITED on all tablespaces in which the user
creates schema objects.

UNLIMITED TABLESPACE Permits a user to use an unlimited amount of any
tablespace in the database, grant the user the
UNLIMITED TABLESPACE system privilege. This
overrides all explicit tablespace quotas for the
user. If you later revoke the privilege, then
explicit quotas again take effect. You can grant
this privilege only to users, not to roles.

Note: The WPS_USER_ROLE from the Oracle WPS chapter above has the
same privileges and will be used in this documentation.

17.2.3 WebSphere Business Monitor XA recovery user
privileges
The WebSphere Business Monitor database users will need the same XA recovery

rights as described in the WPS Oracle chapter. This documentation will describe the
approach using a separate user for XA recovery.
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17.2.4

Create WBM users and assign needed privileges and
roles

This section describes how to create the needed WBM database users: Once the
users exist the previously created roles from the Oracle WPS chapter are assighed.

DB user Description Role(s) Privilege(s)

WPS_MONITORDB | Business Monitor DB user | WPS_RECOVERY | ALL PRIVILEGES

WBM_ABXDB Alphablox DB user WPS_USER UNLIMITED TABLESPACE
WPS_RECOVERY

WBM_MONMSG Monitor bus message WPS_USER UNLIMITED TABLESPACE

engine DB user WPS_RECOVERY

Note: The Business Monitor database user WPS_MONITORDB will NOT be
created with these script. It will be created within the WebSphere Business
Monitor create tables script in chapter 17.3.1 Create Monitor DB tables.

You can use the following script to create the WPS database users from section 17.2.1
Needed WebSphere Business Monitor Server database users and grant the needed
privileges and roles to the WPS database users from the sections above:

« 17.2.2 WebSphere Business Monitor Server database user roles

« 17.2.3 WebSphere Business Monitor XA recovery user privileges

Create a file [ EIELI L (O CIVEET & ]| with the editor of your choice and paste in
the lines from below:

REM

REM

REM Usage:
REM 1. Define db user names

REM R R I b I b I S I S I S b I S I I I e I b e S b S b e S b I S R b b I b I S b S S I I S R I db b b S b S b S 4

REM File: 03createWBMOraUser.sqgl
REM Date: 2009-05-20

REM Desc: Create all Oracle database user for WBM 6.2.0.1

REM 2. Define db user passwords for all WBM user
REM 3. Optional: Adjust default tablespaces.
REM 4. Execute the sgl script as user on the database host.

REM BRI e b I b b b S b e b b S R B S R I I I b e S b e S b e I 2R S R I S R R I R S b S 2 B b e I b i b

REM Create user for Alphablox repository
CREATE USER |siuggNsd@pls TDENTIFIED BY jeZSEIONNy DEFAULT TABLESPACE

WBM ABX TBSH

GRANT WPS USER ROLE TO [QIshNEN=IERE ;

307



GRANT WPS RECOVERY ROLE TO [QIsiN@@N=IEbE ;
GRANT UNLIMITED TABLESPACE TO |Us)Vg@N=yes ;

REM Create user for monitor bus message engine

CREATE USER |[Usiggl@ONVuSie TDENTIFIED BY NZRECNIORMN DEFAULT TABLESPACE
WBM MEMON TBSH

GRANT WPS USER ROLE TO [NSINERVOINVIIE ;
GRANT WPS RECOVERY ROLE TO |NsiVERUONNIE ;
GRANT UNLIMITED TABLESPACE TO |USNE@UuOIVIIE ;

REM Commit work
COMMIT;
EXIT

Execute the (eI EIC\VII G [0 C1VEY-T T ]| by typing the following commands as user
oracle

sglplus sys/<yourPassword>@ORCL AS SYSDBA @03createWBMOraUser.sqgl

SQL*Plus: Release 11.1.0.7.0 - Production on Fri May 6 10:52:39 2009
Copyright (c) 1982, 2008, Oracle. All privileges reserved.

Connected to:

Oracle Database 1lg Enterprise Edition Release 11.1.0.7.0 - 64bit Produc-
tion

With the Partitioning option

User created.

Grant succeeded.

Grant succeeded.

Grant succeeded.

User created.

Grant succeeded.

Grant succeeded.

Grant succeeded.

Commit complete.

Disconnected from Oracle Database 11g Enterprise Edition Release
11.1.0.7.0 - 64bit Production

With the Partitioning option

17.3 WebSphere Business Monitor Server tables

This chapter describes how to create the different WebSphere Business Monitor tables
in the Oracle database.

17.31 Create Monitor DB tables
s IESWice s R (o Rda[Nel[g=lee]a"8/ \WPS62/profiles/W6201L3MBPMDmgr/dbscripts. wbmEelsRusls

deployment manager host, in this case the host w620113m.boeblingen.de.ibm.com.
2. Create a directory on the Oracle database host, e.g. [alduEie=Te VAN ST elgls]6S
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3. Copy the [HEEIGEBEICEEOle (el file from this directory to the created directory
on the Oracle database host, in this case the host w6201130.boeblingen.de.ibm.com.

4. Open the file createDatabaseOracle.ddl on the db host in a editor:

4a. Change the datafile directories for the monitor tablespaces from:

CREATE TABLESPACE MONDSTS

DATAFILE 'RBRUINNYNPRYUNIIIIMNMONDSTS .dbf' SIZE 500M AUTOEXTEND ON NEXT 100M
MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONDMSTS

DATAFILE 'RBRUWINNYNPRYURICISINMONDMSTS .dbf' SIZE 100M AUTOEXTEND ON NEXT 20M
MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONIDXTS

DATAFILE 'RBRUWINNYNPRUNIISIMNMONIDXTS.dbf' SIZE 250M AUTOEXTEND ON NEXT 50M
MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONLOBTS

DATAFILE 'RBRWINNYNPRUNIISIMNMONLOBTS.dbf' SIZE 200M AUTOEXTEND ON NEXT 40M
MAXSIZE UNLIMITED LOGGING;

to:

CREATE TABLESPACE MONDSTS

DATAFILE '[fejeisicha-teclR-YAeha- e LAR-DACINOAWI ONDSTS .dbf"' SIZE 500M AUTOEXTEND ON
NEXT 100M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONDMSTS

DATAFILE 'S AS T IY E R YA o] ONDMSTS . dbf' SIZE 100M AUTOEXTEND ON
NEXT 20M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONIDXTS

DATAFILE 'S A VA e CR-VAO NG ON T DXTS . dbf' SIZE 250M AUTOEXTEND ON
NEXT 50M MAXSIZE UNLIMITED LOGGING;

CREATE TABLESPACE MONLOBTS

DATAFILE 'S A YA I CRVAO NG ONT.OBTS . dbf' SIZE 200M AUTOEXTEND ON
NEXT 40M MAXSIZE UNLIMITED LOGGING;

4b. Replace $DBPASS$ with a password of your choice and add after GRANT ALL
PRIVILEGES in the "Create schema owner" section:

-— Create schema owner --
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CREATE USER WPS MONITORDB IDENTIFIED BY DEFAULT TABLESPACE
MONDSTS ;

GRANT ALL PRIVILEGES TO WPS MONITORDB;
GRANT WPS RECOVERY ROLE TO WPS MONITORDB;

5. Save the file again.

6. Start the Business Monitor script in the created directory on the Oracle host by
executing the following command as user :

sglplus sys/<password>Q@ORCL AS SYSDBA @createDatabaseOracle.ddl

SQL*Plus: Release 11.1.0.7.0 - Production on Thu Jun 18 16:36:58 2009
Copyright (c) 1982, 2008, Oracle. All rights reserved.

Connected to:

Oracle Database 11lg Enterprise Edition Release 11.1.0.7.0 - 64bit
Production

With the Partitioning, OLAP, Data Mining and Real Application Testing
options

Table created.
1 row created.
1 row created.
Table created.

1 CREATE FUNCTION WPS MONITORDB.DAYS (TIME2 IN TIMESTAMP) RETURN NUMBER
DETERMINISTIC

2 AS

3 TIME1 TIMESTAMP;

4 DAYSRC NUMBER;

5 BEGIN
[ SELECT
TOiTIMESTAMP('Ol.Ol.OOOl:OO:OO:OO','DD.MM.YYYY:HH24:MI:SS') INTO TIME1
FROM DUAL;

7 SELECT TRUNC (TO_ NUMBER (SUBSTR ( (TIME2-TIME1l), 1, INSTR(TIME2-
TIMEL1,' ')))) INTO DAYSRC FROM DUAL;

8 RETURN DAYSRC;

O END;

Function created.
1 CREATE FUNCTION WPS MONITORDB.MIDNIGHT SECONDS (TIME2 IN TIMESTAMP)
RETURN NUMBER DETERMINISTIC

2 AS

3 TIME1  TIMESTAMP;

4 HH NUMBER;

5 MM NUMBER;

6 SS NUMBER ;

7 BEGIN

8 SELECT
TO_TIMESTAMP ('01.01.0001:00:00:00", 'DD.MM.YYYY:HH24:MI:SS') INTO TIME1
FROM DUAL;

9 SELECT SUBSTR((TIME2-TIME1), INSTR((TIME2-TIMEl),' ')+7,2) INTO
SS FROM DUAL;

10 SELECT SUBSTR((TIME2-TIMEl), INSTR((TIME2-TIME1l),' ')+4,2) INTO
MM FROM DUAL;
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11 SELECT SUBSTR((TIME2-TIME1l), INSTR((TIME2-TIME1l),' ')+1,2) INTO
HH FROM DUAL;

12 RETURN (HH * 3600) + (MM * 60) + SS;

1. 3yes END;
Function created.
Disconnected from Oracle Database 11lg Enterprise Edition Release
11.1.0.7.0 - 64bit Production
With the Partitioning, OLAP, Data Mining and Real Application Testing
options

17.3.2 Create Alphablox tables
The Alphablox tables will be created during the Alphablox installation.
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17.4 Modify the monitor data sources

17.4.1 Change the jdbc driver in the monitor jdbc provider for
Oracle 11g

In the admin console, navigate to
Resources
-> JDBC
-> JDBC Providers

The "JDBC providers" page is displayed:

Mew Delete

ey
Se@ﬂame b Scope Description £
D (MonitorDBpmvider ] Cell=Cello1 Monitor Oracle JDBC XA Driver
D Oracle JDBC Driver ($A) Cell=Cello1 JDBC Provider for WPS/WESBE
D Oracle JDBC Driver ($A) Cluster=BPELCluster JDBC Provider for WPS/WESBE
D Oracle JDBC Driver (¥A) Cluster=SupportCluster Oracle JDBC Driver (XA)
[’_‘i Oracle JDBC Driver (¥A) Cluster=MECluster Oracle JDBC Driver (XA)
Total 5

SIS MonitorDBProvider

312



The "MonitorDBProvider Configuration" page is displayed:

JDBC providers 7=

E Messages

1% Modifying the implementation class narme will eliminate the ability to create data
sources and data sources version 4 frorn termplates,

JDBC providers > MonitorDBProvider

Use this page to edit properties of a JDBC provider. The JDBC provider object encapsulates the specific JDBC driver
implementation class for access to the specific vendor database of your environment.

Configuration

General Properties

Additional Properties

+ Scope 5
Data sources
ells: Cello
[C'”' jcallol ! Data sources (WebSphere Application Server
V4
#+ MName ¥4

[MonitorDEProvider

Description
Maonitar Oracle JDBC XA Driver

@

Class path

4 It »>

MNative library path

+ Implementation class name
or. 2 c.xa client. OracleXADataSource

Apply | [=] 4 |! Reset Cancel

1. Change the Class path to "${WBM_JDBC_DRIVER_PATH?}/ojdbc5.jar"

2. Click {74

Save and synchronize the changes. I
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17.4.2

In the admin console navigateto:

Change the monitor data sources for Oracle 11g

Resources
-> JDBC
-> Data sources
-> Switch Scope to "Cell=CellO1l™

The "Data sources" page is displayed:

Data sources

steps and more general information about the topic.
B Scope: Cell=cello1
Scope specifies the level at which the resource definition is visible, For

detailed information on what scope is and how it works, zee the scope
settings help

[ ceil=celioz

B Preferences

Use this page to edit the settings of a data source that is associated with your selected JDBC provider, The data source object suppli
application with connections for accessing the database, Learn more about this task in a guided activity, A guided activity provides a

Total &

N elfd’d Monitor Admin_Database

MNew | Delete Test connection Manage state...
& &
Select | Name £ JNDI narne O Scope O Provider Description O (=]
0 ESBL MediationDataSource jdbefmediation/messagelog Cell=Cell01 | Oracle JDBC Default data
Driver (XA) source for ESE
1 Logger
Mediation
D [Mr.mitor Admin Database) jdbofwbrn/MonitorAdminDatabase Cell=Cell01l | MonitorDBProvider | XA DataSource
for Monitor
Adrin Database
O Monitor Celldl Routing Database jdbo/wbm/Cell0l/MonitorDatabase | Cell=Cell01 | MonitorDBProvider| XA DataSource
for Monitor
Routing
Database
O Monitor Databasze jdbcfwbm/MonitorDatabase Cell=Cell01 | MonitorDBProvider XA DataSource
for Monitor
Database
El Monitor ME Database jdbefwbm/MonitorMED atabase Cell=Cell01 | MonitorDBProvider | XA DataSource
for Monitor
Messaging
Engine
Database
D WBI DataSource jdbe/WPSDB Cell=Cell01 | Oracle JDBC WERI_DataSource
Driver (XA)
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The "Monitor_Admin_Database Configuration" is displayed:

Data store helper class name

@ Select a data store helper class

Data store helper classes provided by WebSphere Application Server
Oracle®i and prior data store helper =

1 'OraclelUg data store helper

Oraclellg data store helper ]

(/’.'Sp-etiﬁ,l a user-defined data store helper

Component-managed authentication alias

Component-rmanaged authentication alias
| Monitor_JDBC_Alias (v

Container-managed authentication

Container-managed authentication alias (deprecated in V6.0, use resource
reference authentication settings instead)

Monitor_JDBC_Alias v

Mapping-configuration alias (deprecated in V6.0, use resource reference
authentication settings instead)

DefaultPrincipalMapping | ¥ |

Oracle data source properties

+ URL
ijdbc:oracle:thin: @We&201L30,.boeblingen.de.ibm.com:1

Apply | OK || Reset] Cancel |

1. Select "Oraclel1g data store helper".

2. Click [*J4

Save and synchronize the changes. I
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In the "Data sources" page:

Data sources

steps and more general information about the topic.
B Scope: Cell=Cello1
Scope specifies the level at which the resource definition is visible, For

detailed information on what scope is and how it works, zee the scope
settings help

[ ceil=celioz [+

B Preferences

Use this page to edit the settings of a data source that is associated with your selected JDBC provider, The data source object suppli
application with connections for accessing the database, Learn more about this task in a guided activity, A guided activity provides a

Total &

1. Repeate the steps above
the "Monitor_Database".

MNew | Delete Test connection Manage state...
‘:‘ ’.‘?
Select | Name £ JNDI narne O Scope O Provider Description O (=]
D ESBlLoggerMediationDataSource jdbefmediation/messagelog Cell=Cell01 | Oracle JDBC Default data
Driver (XA) source for ESE
Logger
Mediation
Monitor Admin Databas jdbefwbm/MonitorAdminDatabase Cell=Cell01l | MonitorDBProvider XA DataSource
for Monitor
Adrin Database
O Monitor Cell Routin jdbc/wbrm/Cell01l/MonitorDatabase Cell=Cell0l | MonitorDBProvider | XA DataSource
for Monitor
Routing
Database
Monitor Databasze jdbefwbrm/MonitorDatabase Cell=Cell01 | MonitorDBProvider | XA DataSource
for Monitor
Database
El Monitor ME Database jdbefwbm/MonitorMED atabase Cell=Cell01 | MonitorDBProvider | XA DataSource
for Monitor
Messaging
Engine
Database
D WBI DataSource jdbe/WPSDB Cell=Cell01 | Oracle JDBC WERI_DataSource
Driver (XA)

with the "Monitor_Cell01_Routing_Database" and
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Chapter 18 WBM custom profiles

NOTE: This step has to be executed on the machines hosting the servers of this
cluster, in this case this are the machines w6201In3 and w6201In4. Make sure
to execute this step with user id.

18.1  WBM custom profile creation

The next step in the setup of a cell/cluster is to create profiles on the other machines
which should host the servers that are later on created in the cell. To create a WPS
profile there are two options:

- graphical creation via profile creation tool
- silent creation (via response files, as you have seen it in the prior chapter)

You find more information on how to create a profile in both ways by inspecting the
information provided here:
http://publib.boulder.ibm.com/infocenter/dmndhelp/vor2mx/index.jsp?

topic=/com.ibm.btools.help.monitor.install.doc/install/pmt custom adv.html

Use the following configuration parameters to create the profile:

For w6201In3:

create

profileName=W6201LN3WBMCustomO1l
profilePath=/WBM62/profiles/W6201LN3WBMCustom01l
templatePath=/WBM62/profileTemplates/wbmonitor/managed
nodeName=W6201LN3WBMNodeO1l
hostName=w62011n3.boeblingen.de.ibm.com
dbType=0OraclelOg

dbJDBCClasspath=/opt/oracle/driver

federatelater=true

For w6201In4:

Ccreate

profileName=W6201LN4WBMCustomO1l
profilePath=/WBM62/profiles/W6201LN4WBMCustom01l
templatePath=/WBM62/profileTemplates/wbmonitor/managed
nodeName=W6201LN4WBMNode0O1l
hostName=w62011n4.boeblingen.de.ibm.com
dbType=0OraclelOg

dbJDBCClasspath=/opt/oracle/driver

federatelLater=true

In order to create the custom profiles silently a response file which contains the
configuration information needs to be created. Navigate to the root folder (/) and
create a folder profileRespFiles. In that folder create file and name it
CustomWBMRespFile.txt. Add the entries from the previous page to that file, then
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save the file.

rootf

/WBM62 /bin/manageprofiles.sh -response <responsefilename>

INSTCONFSUCCESS: Success: Profile W6201LN3WBMCustomOl now exists. Please
consult /WBM62/profiles/W6201LN3WBMCustom0l/logs/AboutThisProfile.txt for

more information about this profile.

Federate the custom node to the deployment manager:

rootf

cd /WBM62/profiles/W6201LN3WBMCustom0l/bin/
./addNode.sh w620113m.boeblingen.de.ibm.com 8879 -username vmmuser
—-password <password>

ADMUO116I: Tool information is being logged in file
/WBM62 /profiles/W6201LN3WBMCustom01/1logs/addNode. log
ADMUO0128I: Starting tool with the W6201LN3WBMCustomOl profile
CWPKIO308I: Adding signer alias "CN=W6201L3M.boeblingen.de.ibm.com, O=IBM,
C=US" to local keystore "ClientDefaultTrustStore" with the
following
SHA digest:
1A:DA:45:7C:A6:94:D8:C9:55:94:97:49:9D:81:8D:FA:CE:81:59:DB
CWPKIO308I: Adding signer alias "dummyclientsigner" to local keystore
"ClientDefaultTrustStore" with the following SHA digest:
0B:3F:C9:E0:70:54:58:F7:FD:81:80:70:83:A6:D0:92:38:7A:54:CD
CWPKIO308I: Adding signer alias "default 2" to local keystore
"ClientDefaultTrustStore" with the following SHA digest:
68:63:1A:FD:62:B7:73:F9:52:5C:3F:94:71:F3:B7:5C:A1:6B:82:EB
CWPKIO308I: Adding signer alias "default 3" to local keystore
"ClientDefaultTrustStore" with the following SHA digest:
TE:BF:DF:97:DD:A7:92:0C:2C:2F:A8:D2:5F:D0:83:6C:18:80:8A:7F
CWPKIO308I: Adding signer alias "dummyserversigner" to local keystore
"ClientDefaultTrustStore" with the following SHA digest:
FB:38:FE:E6:CF:89:BA:01:67:8F:C2:30:74:84:E2:40:2C:B4:B5:65
CWPKIO308I: Adding signer alias "default 1" to local keystore
"ClientDefaultTrustStore" with the following SHA digest:
80:90:B5:48:A6:1B:D9:C9:B0:56:F1:B0:52:47:03:98:71:99:DE:5A
ADMUO001I: Begin federation of node W6201LN3WBMNodeOl with Deployment
Manager
at w620113m.boeblingen.de.ibm.com:8879.
ADMUOOOL1I: Begin federation of node W6201LN3WBMNodeOl with Deployment
Manager
at w620113m.boeblingen.de.ibm.com:8879.
ADMUOO09I: Successfully connected to Deployment Manager Server:
w620113m.boeblingen.de.ibm.com:8879
ADMU0507I: No servers found in configuration under:
/WBM62 /profiles/W6201LN3WBMCustom01l/config/cells/w62011n3Node01
Cell/nodes/W6201LN3WBMNode(0l/servers
ADMU2010I: Stopping all server processes for node W6201LN3WBMNodeOl
ADMU0024I: Deleting the old backup directory.
ADMUO0O015I: Backing up the original cell repository.
ADMUO012I: Creating Node Agent configuration for node: W6201LN3WBMNodeOl
ADMU0014I: Adding node W6201LN3WBMNodeOl configuration to cell: CellOl
ADMUOO016I: Synchronizing configuration between node and cell.
ADMU0018I: Launching Node Agent process for node: W6201LN3WBMNode(Ol
ADMU0020I: Reading configuration for Node Agent process: nodeagent
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ADMU0022I: Node Agent launched. Waiting for initialization status.
ADMUO0O30I: Node Agent initialization completed successfully. Process id
is:
2390
ADMU9990TI:
ADMUO300I: The node W6201LN3WBMNode(Ol was successfully added to the Cell(l
cell.
ADMU9990T:
ADMUO306I: Note:
ADMUO302I: Any cell-level documents from the standalone CellOl
configuration
have not been migrated to the new cell.
ADMUO307I: You might want to:
ADMUO0303I: Update the configuration on the Cell0l Deployment Manager with
values from the old cell-level documents.
ADMU9990TI:
ADMUO306I: Note:
ADMUO0304I: Because -includeapps was not specified, applications installed
on
the standalone node were not installed on the new cell.
ADMUO307I: You might want to:
ADMUO305I: Install applications onto the Cell0l cell using wsadmin
SAdminApp or
the Administrative Console.
ADMU9990T:
ADMUOOO03I: Node W6201LN3WBMNodeOl has been successfully federated.
Note: Make sure the deployment manager is running before federating the
custom node.

Repeat the custom profile creation and federation on host w6201In4.
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18.2 Verify the custom profile creation

1. List existing profiles with the following command:

cd /WBM62/bin/
./manageprofiles.sh -listProfiles

[W6201LN3WBMCustom01]

cd /WBM62/bin/
./manageprofiles.sh -listProfiles

[W6201LN4WBMCustomO1]

2. Check the following files for return code "INSTCONFSUCCESS":

cd /WBM62/logs/manageprofiles
grep INSTCONFSUCCESS W6201LN3WBMCustomOl create.log

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>Returning with return code: INSTCONEFSUCCESS</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>INSTCONFSUCCESS: Success: Profile W6201LN3WBMCustomOl now
exists. Please consult
/WBM62/profiles/W6201LN3WBMCustom0l/logs/AboutThisProfile.txt for more
information about this profile.</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

cd /WBM62/logs/manageprofiles
grep INSTCONFSUCCESS W6201LN4WBMCustomOl create.log

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

<message>INSTCONFSUCCESS: Success: Profile W6201LN4WBMCustomOl now
exists. Please consult
/WBM62/profiles/W6201LN4WBMCustom01/logs/AboutThisProfile.txt for more
information about this profile.</message>

<message>Returning with return code: INSTCONFSUCCESS</message>

Unlike the deployment manager profile creation, the creation of a WPS profile does not
create a startable server. A server is created later on when the clusters are created.

On both machines (w6201In3 and w6201In4) check the nodeagent logs.
These logs are located in:

- /WBM62/profiles/W6201LN3WBMCustom01/logs/nodeagent
- /WBM62/profiles/W6201LN4WBMCustom01/logs/nodeagent

Check that they do not contain any errors.

Further check the following files for errors:
«  /WBM62/profiles/W6201LN3WBMCustom01/logs/addNode.log
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- /WBM62/profiles/W6201LN4WBMCustom01/logs/addNode.log

Login to the deployment manager admin console and navigate to:

System Administration

-> Node agents.

and verify existence and status of the node agents:

Stop ] Restart |

Restart all Servers on Mode

Select

O
O

O

Process Choreographer
6.2.0.1

WPS 6£.2.0.1

WS FEP 6.1.0,23

Mame & Mode 7% Version 2 Status ()
—
|oodeagent We201LN4WEMNodeO1 ND 6.1.0.23 =+
WEM 6.2.0.1
nodeagent ProxyNodedl ND 6.1.0.23 =
Process Choreographer
6.2.0.1
WPS 6.2.0.1
‘WS FEP 6.1.0.23
nodeagent WE201LNZWPSNodeD1 ND 6.1.0.23 <
Process Choreographer
6.2.0.1
WPS 6.2.0.1
‘WS FEP 6.1.0.23
nodeagent WEZOLLNZWEMNodeOl ND 6.1.0.23 L 2
WEBEM 6.2.0.1
nodeagent WEZOILNLWPSNodeO1 ND £.1.0.23 <+
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Chapter 19 WBM messaging engine and event emitter
factory configuration

19.1 Configure monitor messaging on the MECluster

19.1.1 Create the authentication alias for the monitor
messaging engine

In the admin console, navigate to

Security
-> Secure administration, applications, and infrastructure
-> Java Authentication and Authorization Service
-> J2C authentication data
-> [New]

The "JAAS - J2C authentication data > New" page is displayed:

Secure administration, applications, and infrastructure

Secure administration, applications, and infrastructure > JAAS - 12C authentication data > New

Specifies a list of user identities and passwords for Java(TM) 2 connector security to use.

Configuration

@General Properties
~

(+ Alias
[MonitorMEAuthAlias

+ User ID
[WBM_MONMSG

# Password
|******

Description
[essaging engine data source

-/
@ Reset Cancel I

\.

1. Type in Alias, User ID, Password and Description for the authentication ali-

as:
Alias: MonitorMEAuthAlias
User ID: WBM_MONMSG
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Password: <password>
Description: Authentication for the monitor messaging engine data source

2. Press

Save changes and synchronize Nodes.

Please refer to the Appendix "Save changes and synchronize Nodes" how to do
this.
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19.1.2 Configure the datasource for the monitor messaging
engine

In the admin console, navigate to

Resources
-> JDBC
-> Data sources
-> Switch scope to "Cell=CellO1l"

The "Data sources" page is displayed:

Data sources

Use this page to edit the settings of a data source that is associated with your selected JDBC provider, The data source object suppli
application with connections for accessing the database, Learn more about this task in a guided activity, A guided activity provides a
steps and more general information about the topic.

B Scope: Cell=cello1
Scope specifies the level at which the resource definition is visible, For

detailed information on what scope is and how it works, zee the scope
settings help

[ ceil=celioz v

B Preferences

MNew | Delete Test connection Manage state...
26
Select | Name £ JNDI narne O Scope O Provider Description O (=]
0 ESBL MediationDataSource jdbefmediation/messagelog Cell=Cell01 | Oracle JDBC Default data
Driver (XA) source for ESE
Logger
Mediation
0 Monitor Admin Database jdbefwbm/MonitorAdminDatabase Cell=Cell01l | MonitorDBProvider XA DataSource
for Monitor
Adrin Database
O Monitor Celldl Routing Database jdbo/wbm/Cell0l/MonitorDatabase | Cell=Cell01 | MonitorDBProvider| XA DataSource
for Monitor
Routing
Database
Monitor Databasze jdbcfwbm/MonitorDatabase Cell=Cell01 | MonitorDBProvider XA DataSource
1 for Monitor
Database
El lMonitor ME Database l jdbefwbm/MonitorMED atabase Cell=Cell01 | MonitorDBProvider | XA DataSource
for Monitor
Messaging
Engine
Database
D WBI DataSource jdbe/WPSDB Cell=Cell01 | Oracle JDBC WERI_DataSource
Driver (XA)
Total &

IS Monitor ME_Database
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The "Monitor_ME_Database Configuration" page is displayed:

Data store helper class name

@ Select a data store helper class

Data store helper classes provided by WebSphere Application Server
Oracle9i and prior data store helper -

@:>Oracle109 data store helper

Oraclellg data store helper

O Specify a user-defined data store helper

2 mponent-managed authentication alias

J

Component-managed authentication alias
I WE201L3MBPMDrngr/MonitorMEAUthAlias V

ontainer-managed authentication

Container-rmanaged authentication alias (deprecated if] V6.0, use resource
reference authentication settings instead)

| WE201L3MBPMDrngr/MonitorMEAuthAlias v

Mapping-configuration alias (deprecated in V6.0, use resource reference
authentication settings instead)

| DefaultPrincipalMapping |V |

Oracle data source properties

# URL
deb cioracle:thin:@We6201L30.boeblingen.de.ibm.corm:1

Apply ( OK “ Reset ] Cancel ]

1. Select "Oraclel1g data store helper" class
2. Select "<DMGR_Hostname>/MonitorMEAuthAlias"

3. Select "<DMGR_Hostname>/MonitorMEAuthAlias"

4. Press

Save changes and synchronize Nodes. I
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19.1.3 Configure the monitor messaging engine

In the admin console, navigate to
Servers

-> WebSphere Business Monitor configuration
->Messaging engine

The "Messaging engine" page is displayed:

Messaging Engine

WebSphere Business Monitor configuration > Messaging engine

Use this page to configure the messaging engine for WebSphere Business Monitor,
Messaging Engine

Service Integration
Service integration bus for WebSphere Business Monitor

Buses
Does not exist

Messaging engine status

Does not exist

Configure a messaging engine

The messaging engine for WebSphere Business Monitor has not been
1 configured.

Configure the Messaging Engine I]

IS Configure the Messaging Engine
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The "Step 1: Select a bus member" page is displayed:

Create a new messaging engine

Step 1: Select a bus member Select a bus member

Step 2: Select the type of message
store

A service integration bus narmed MONITOR.Cell0) Bus w

Step 2: Confirm Choose the server or cluster to add to the bus, The m

(&) Cluster
[ | MECluster [_!]ﬂ
() server .

"_Cance-i_l

1. Select Cluster -> MECluster

2. Press

The "Step 2: Select the type of message store" page is displayed:

Create a new messaging engine

Step 1: Select a bus member Select the type of message store
-3 Step 2: Select the type of messao

store

Step 3: Confirm @ Data store

e File store

Previous

hoose the type of message store for the persistence of message state,

Cancel ]

1. Select "Data store"

2. Press
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The "Step 3: Provide the message store properties" page is displayed:

Create a new messaging engine

Step 1: Select a bus member Provide the message store properties
Sk 2: Select the b f E: "
:t:fe AR s scleat properties for the data store,
Step 3: _Pru\-rlde the message st Create default data source with generated JNDI name.
properties
Step 4: Confirm r@ Use existing data source h
Data source JNDI name
I idbe/wbrm/MonitorMED atabase IL
Schema narne
[WBM_MONMSG
Authentication Alias
[ We201L3MBPMDmar/MonitorME AuthAlias [v]|
Create tables
\ J

|_previous || next || cancel |

1. Type in / Select the following information:
Data source JNDI name: jdbc/wbm/MonitorMEDatabase
Schema name: WBM_MONMSG
Authentication Alias: "<DMGR_Hostname>/MonitorMEAuthAlias"

2. Press

The "Step 4: Confirm" page is displayed:

Create a new messaging engine

Step 1: Select a bus member Confirm

Step 2: Select the type of message
store

The following is a surnmary of your selections. To complete the messaging engine
settings that you want to change, click Previous to review your selections.

Step 3: Provide the message store

properties Summary of actions:

- Step 4: Confirm

IISeruice integration bus .jThe bus MONITOR.Cell01.Bus will be created.
Bus mernber WebSphere:cell=Cell01,custer=MECluster
Message store type Dataha.;;:;:;r-:

I.Create default datasource 1 Mo
IMessage store type debdwbm}MonitorMEDatabase
[Message store type. WBM_MONMSS

Datasource authentication alias| WE201L3MEPMDmgr/MonitorMEAuthAlias

o Create tables Yes

| Drevi.ous |

1. Press
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The "Messaging engine" page is displayed:

Messaging Engine A

WebSphere Business Monitor configuration > Messaging engine
Use this page to configure the messaging engine for WebSphere Business Monitor.

Messaging Engine Service Integration

Service integration bus for WebSphere Business Monitor Buses
MONITOR.Cell01.Bus

Messaging engine status

Deployed on MECluster

In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration

WebSphere Business Monitor configuration
For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
Ornodify the configuration of a component, click the cormponent name to display the details,

Component Status

[ Messaging engine Deployed on MECluster ]
6 Event emitter factory Does not exist
O .REST APT service .Not deployed
O .Business Space .Not deployed
O .Action services .Not deployed
O .Data services scheduler .Not deployed
O .Dashboard for mobile devices .Not deployed
‘:) .AlphaBon .Not deployed

1. The Messaging engine has now the Status: "Deployed on MECluster".
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19.2 Configure the monitor emitter factory on the
SupportCluster

In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration = &1

WebSphere Business Monitor configuration

For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
rmodify the configuration of a compeonent, click the component name to display the details.

Component Status

Messaging engine Deployed on MECluster

Event emitter factory Does not exist

(O |REST API service Not deployed
D Business Space Mot deployed
\;' .Action services Not deployed
(@] .Data services scheduler Mot deployed
O .Dashboard for mobile davices Not deployed
:,' Alphaklox Mot deployed

IS Event emitter factor
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The "Event emitter factory" page is displayed:

Event Emitter Factory

WebSphere Business Monitor configuration > Event emitter factory

WebSphere Business Monitor uses an event emitter factory to emit outbound events, The event
configured to emit events to an event service,

Event Emitter Factory

Applica
Event emitter factory status Ent
Mot deployed
Commic
Ewi
Ewi
The event emitter factory for WebSphere Business

Monitor has not been configured,
Configure an event emitter factory

elect the server or cluster to which contains the event service you want to
1 nfigure the event emitter factory to use

®@

l Configure the Event Emitter Factory I

1. Select "SupportCluster"

ARSI Configure the Event Emitter Factor

The "Event emitter factory" page is displayed:

Messages

[ cwMTw13061: The event emitter factory has been successfully configured to use the
event service on SupportCluster,

WebSphere Business Monitor configuration > Event emitter factory

webSphere Business Monitor uses an event emitter factory to emit outbound events, The event emitter factory must be
configured to ermit events to an event service,

Event Emitter Factory

Applications
Event ernitter factory status

Enterprise applications
Configured using the event service on
SupportCluster

Common Event Infrastructure

Event services
Event ermitter factories
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In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration = 1

WebSphere Business Monitor configuration
For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
rodify the configuration of a component, click the cormponent name to display the details,

Component Status
.Messaglng engine Deployed on MECluster
Event eritter factory Configured using the event service on SupportCluster I
() |REST API service Mot deployed
. O Business Space .Not deployed
. Q .Action services .Not deployed
. O .Data services scheduler .Not deployed
. C) .Dashhoard for mobile devices .Not deployed
. C) .Alphaalox .Not deployed

1. The Event emitter factory has now the Status: "Configured using the event
service on SupportCluster".
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Chapter 20 Configure the Monitor Support Cluster

20.1 Create the Monitor Support Cluster
(MonSupportCluster)

In the admin console, navigate to:

Servers
-> Clusters

-> [New]

The "Create a new cluster Step 1" page is displayed:

Create a new cluster

Create a new cluster

—>» Step 1: Enter basic Enter basic cluster information
cluster information

Step 2: Create first

[+ Cluster name ]
cluster member

|Mon$upportcluster

Step 3: Create Prefer local. Specifies whether enterprise bean requests will b
additional cluster which the client resides when possible,
members

San A Sl D Configure HTTP session memory-to-rmemory replication

| Cancel |

1. Type in the Cluster name in this case "MonSupportCluster".

2. Click N =23

333



The "Create a new Cluster Step 2" page is displayed:

Create a new cluster 7=

Create a new cluster

Create first cluster member

The first cluster member determines the server settings for the cluster members. A server
configuration ternplate iz created from the first rmember and stored as part of the cluster
data, Additional cluster rmembers are copied from this ternplate,

+ Member name ]

2 E_nSupportCluster_memberOl

Select node
3 WE201LN3WEMNodeO1(ND 6.1.0,23) (%]

+ Weight
E2 (0..20)

Generate unique HTTP ports

4 elect basis for first cluster member:

ication server template,

Create the member using an existing application server as a termplate.

Create the member by converting an existing application server,

O Mone, Create an empty cluster,

b

‘ previous || Next Cancel |

1. Type in the Member name in this case "MonSupportCluster_member01".
2. Select node "W6201LN3WBMNode01" from the drop-down-box.

3. Type in the Weight in this case "2".

4. Select the Template "default_defaultWBM" from the drop-down-box.

5. Click 34
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The "Create a new cluster Step:3" page is displayed:

Create a new cluster 7=

Create a new cluster

Step 1: Enter basic Create additional cluster members

cluster inforration

S e S Enter information about this new custer member, and click Add Member to add this custer
Step 2: Create first rnernber to the member list. A server configuration ternplate is created from the first
cluster member rnernber and stored as part of the duster data. Additional cluster rmembers are copied from
this termnplate.

Step 3: Create
additional cluster + Member name
members

Step 4: Summary Select node

[[Froxynodeoinp 6.1.0.23) [v]

# Weight
[2 | (0..20)

Generate unique HTTP ports

Add Member

Use the Edit function to edit the properties of a cluster member that is already incuded in
this list. Use the Delete function to remove a cluster member from this list. You are not
sllowed to edit or rermove the first cluster member or an already existing cluster member,

| Edit | | Delete |
=]
Select Member name Nodes | Varsion Weight

ND 6.1.0.23
MonSupportCluster_member0l | WEZ01LN3WEMNodeO1 WBM 6.2.0.1 2

Previous | Mext Cancel |

1. Click 24

Note: For now there will be only one member for the cluster created and
proceeded with the configuration of the cluster. After verifying that the cluster
works, an additional cluster member will be created.
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The "Create a new cluster Step:4" page is displayed:

Create a new cluster

Create a new cluster

Step 1: Enter basic

cluster inforration

Step 2: Create first
cluster member

additional cluster

Summary

Surnmary of actions:

Options

Values

Cluster Name

MonSupportCluster

| Core Group

DefaultCoreGroup

members
MNode group DefaultNodeGroup
Step 4: Summa
i = Prefer local true
Configure HTTP session memory-to-memaory false

| replication

Server name

MonSupportCluster_rmermber0l

WE201LNZWBMNodeO1(ND
Node 56.1.0.23
WBM 6.2.0.1)
Weight 2
Clone Template default_defaultwem
| Clone Type default
Generate unique HTTP ports true

Previous Finish Cancel |

1. Click IS

Save and synchronize the configuration.
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20.2

Configure the action services application on the

MonSupportCluster

In the admin console, navigate to

Servers

-> WebSphere Business Monitor configuration

WebSphere Business Monitor Configuration

WebSphere Business Monitor configuration

WebSphere Business Monitor Configuration

The "WebSphere Business Monitor configuration" page is displayed:

For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

Component
Messaging engine
Event emitter factory

REST API service

Business Space

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
rmodify the configuration of a compeonent, click the component name to display the details.

Status

Deployed on MECluster

.Configured using the event service on SupportCluster
Mot deployed

Mot deployed

J |Acti0n services

]Not deployed

(O |Dpata services scheduler

(:_:' Dazhboard for mobile devices

() |alphaBlox

1. Press gNeudlelaBI=IaYie=S

Mot deployed
Mot deployed

Mot deployed
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The "Action Services" page is displayed:

| Action Services = LI
WebSphere Business Monitor configuration > Action services

Use this page to deploy the action services for WebSphere Business Monitor.

Action Services Applications

Action services status Enterprise applications

Mot deployed

The action services for WebSphere Business Monitor has not been deployed.

ploy action services
elect the server or cluster to which you want to deploy action services

@ )

Deploy Action Services

-

1. Select "MonSupportCluster"

2. Press ploy Action Services

The "Action Services" page is displayed again:
| Action Services

Messages

[} cwMTW04511: The action services have been successfully deployed on
MonSupportCluster,

WebSphere Busi Monitor configuration > Action services
Use this page to deploy the action services for WebSphere Business Monitor,

Action Services Applications

Action services status Enterprise applications

Deployed on MonSupportCluster
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In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration = &1

WebSphere Business Monitor configuration
For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
rmodify the configuration of a compeonent, click the component name to display the details.

Component Status

- Messaglng engine Deployed on MECluster

. Event emitter factory .Configured using the event service on SupportCluster
REST API service .NOt deployed

@ Business Space .Not deployed

Actlon services ]Deploved on MonSupportCluster

O Data services scheduler Mot deployed

O Dashhoard for mobile devices .Not deployed

O Alphablox .Not deployed

1. The Action services is now in Status: "Deployed on MonSupportCluster"
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20.3 Configure the data services scheduler on the
MonSupportCluster.

In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration = &1

WebSphere Business Monitor configuration

For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
rmodify the configuration of a compeonent, click the component name to display the details.

Component Status
Messaqging engine Deployed on MECluster
.E-.-ent emitter factory .Configured using the event service on SupportCluster
(O |REST API service Hot deployed
Business Space Mot deployed
Action services Deployed on MonSupportCluster
'Data services scheduler ]Not deployed
(:_:' Daszhboard for mobile devices Mot deployed
O Alphablox Mot deployed

IS Data services scheduler
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The "Data Services Scheduler" page is displayed:

Data Services Scheduler

-0
WebSphere Business Monitor configuration > Data services scheduler

Use this page to deploy the data services scheduler for WebSphere Business Monitor,
Data Services Scheduler

Applications
Data services scheduler status
Mot deployed

Enterprise applications

The data services scheduler for WebSphere Business Monitor has not been
deployed.

eploy data services scheduler

lect the server or cluster to which you want to deploy the Data services
heduler

@ nMonSupportCIuster v]]

I Deploy Data Services Scheduler |I

1. Select "MonSupportCluster"

PRSI Deploy Data Services Scheduler

The "Data Services Scheduler" page is displayed:

Data Services Scheduler

Messages
[} cwMTwW06511: The data services scheduler has been successfully deployed on
MonSupportCluster,

WebSphere Business Monitor configuration > Data services scheduler

Use this page to deploy the data services scheduler for WebSphere Business Monitor.
Data Services Scheduler

Data services scheduler status

Applications
Deployed on MonSupportCluster

Enterprise applications
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In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration = &1

WebSphere Business Monitor configuration

For your WebSphere Business Monitor environment to work properly, you must configure multiple components,

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environrment. To
rmodify the configuration of a compeonent, click the component name to display the details.

Component Status
Messaqging engine Deployed on MECluster
.E'.-ent emitter factory .Configured using the event service on SupportCluster
f:] REST API service .Not deployed
Business Space Mot deployed
@Adzion services .Deploved on MonSupportCluster
IData services scheduler ]Deployed on MonSupportCluster
C) Dashboard for mobile devices Mot deployed
O Alphablox Mot deployed

1. The Data services scheduler is now in Status: "Deployed on
MonSupportCluster"

20.4 Verify cluster start-up

In the admin console, navigate to:

Servers

-> Clusters.

Select MonSupportCluster and click Start.

Check log SystemOut.log
<inst root>/profiles/W6201LN3WBMCustom0l/logs/MonSupportCluster member0l

for errors.
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20.5 Create an additional cluster member

In the admin console, navigate to:

Servers
-> Clusters.

Select MonSupportCluster and click Stop. Wait until the MonSupportCluster is
stopped. Navigate to:
Servers
-> Clusters
—-> MonSupportCluster
-> Cluster Members

and click

The "Create new cluster members" page is displayed:

Create new cluster members 7=

Use this page to add application servers to a cluster,

Step 1: Create first Create additional cluster members
cluster member

2 : Enter information about this new cluster member, and dick Add Member to add this custer
Step 2: Create member to the member list. A server configuration termplate is ceated from the first

additional cluster member and stored as part of the cduster data, Additional cluster members are copied from
members this temnplate,

Step 3: Summary + Member name g

1:n SupportCluster_member02

node

Use the Edit function to edit the properties of a cluster member that is already incuded in
this list. Use the Delete function to remove a cluster member from this list. You are not
sllowed to edit or rermove the first cluster member or an already existing cluster member,

P Eaie 11 Delete |

& B
Seiect; Member name Nodes I Varsion ‘Weight
MonSupportCluster_member0l | WEZ01LN3WEMNodeO1 HD 5.1.0,23 2

WBM 6.2.0.1

Previous Mext Cancel

1. Enter the following values:

a.) Member name: MonSupportCluster_member02
b.) Select node: W6201LN4WBMNodeO1

c.) Weight: 2

2. Click WGl R =11]:113
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The "Create new cluster members" page is displayed:

Create new cluster members

Use this page to add application servers to a cluster.

Step 1: Create first Create additional cluster members
cluster member

; o Enter information about this new cluster member, and dick Add Member to add this cluster
Ste;_a 2 Create member to the member list. A server configuration terplate is oeated from the first
additional cluster member and stored as part of the cduster data, Additional cluster members are copied from
members this termnplate.

Step 3: Summary + Mermber name

Select node
WE201LN4WBMNode01(ND 6.1.0.23) [v ]

+ Weight
,2_9—: (0..20)

Generate unique HTTP ports

_ Add Member

Use the Edit function to edit the properties of a cluster member that is already included in
this list. Use the Delete function to remove a cluster member from this list. You are not
allowed to edit or rermove the first cluster member or an already existing cluster member,

Edit | | Delete |
e

Select Member name Modes Version Weight
ND 6.1.0.23
D MonSupportCluster_rmember02 | WE201LN4WEMNodeO1 WBM 6.2.0.1 2
MND 6.1.0.23 |
MonSupportCluster_rnermber0l | WE201LN3WEMNodeO1 WBM 6.2.0.1 2,

Previous Cancel[

1. Click 3
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Create new cluster members

Use this page to add application servers to a cluster,

The "Create new cluster members Summary" page is displayed:

Step 1: Create first Summary

cluster mermber

Stap 73 Greatd ) Surnmary of actions:
additional duster Options

IVaIuls

members
Cluster Name

= Step 3: Summary

Core Group

MNode group

i MonSupportCluster
i DefaultCoreGroup

| DefaultNodeGroup

Server name

MonSupportCluster_member02

Mode
Weight
Clone Template

Clone Type

Generate unique HTTP
ports

Previous Cancel|

WE201LN4WBMNodeO1(ND 6.1.0,23
WBM 6.2.0.1)

2

Cellol/We201LNZWEBMNodeO1(ND
6.1.0.23)/MeonSupportCluster_rmermber0l

| existing

true

1. Click [FIEY

Save and synchronize the configuration. I
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Chapter 21 Create Monitor Application Cluster

21.1  Create the Monitor Application Cluster
(MonApplicationCluster)

In the admin console, navigate to:

Servers
-> Clusters

-> [New]

Create a new cluster

=3 Step 1: Enter basic
cluster information

Step 2: Create first
cluster member

Step 3: Craate
additional cluster
mermbers

Step 4: Summary

|M|| Cancel I

The "Create a new cluster Step 1" page is displayed:

Enter basic cluster information

+ Cluster name
[Mo nApplicationCluster

Prafer local, Specifies whether enterprise bean requests will be routed to the node on
which the client resides when possible,

D Configure HTTP session memory-to-mermory replication

1. Type in the Cluster name in this case "MonApplicationCluster".

2. Click N 23
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The "Create a new Cluster Step 2" page is displayed:

Create a new cluster 7=

Create a new cluster

Create first cluster member

The first cluster member determines the server settings for the cluster members. A server
configuration ternplate iz created from the first rmember and stored as part of the cluster
data, Additional cluster rmembers are copied from this ternplate,

+ Member name ]

2 F;plicationcluster_membeml

Select node
3 WE201LN3WEMNodeO1(ND 6.1.0,23) (%]

+ Weight
E2 (0..20)

Generate unique HTTP ports

4 elect basis for first cluster member:

@ Create the member using an application server termplate,
default_defaultwam [w]

() Create the member using an existing application server as a template.

Create the mermber by converting an existing application server,

O Mone, Create an empty cluster,

b

‘ previous || Next Cancel |

1. Type in the Member name in this case "MonApplicationCluster_member01".
2. Select node "W6201LN3WBMNode01" from the drop-down-box.

3. Type in the Weight in this case "2".

4. Select the Template "default_defaultWBM" from the drop-down-box.

5. Click 34
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The "Create a new cluster Step:3" page is displayed:

Create a new cluster 7=

Create a new cluster

Step 1: Enter basic Create additional cluster members

cluster inforration

S e S Enter information about this new custer member, and click Add Member to add this custer
Step 2: Create first rnernber to the member list. A server configuration ternplate is created from the first
cluster member rnernber and stored as part of the duster data. Additional cluster rmembers are copied from
this termnplate.

Step 3: Create
additional cluster + Member name
members

Step 4: Summary Select node

[[Froxynodeoinp 6.1.0.23) [v]

# Weight
[2 | (0..20)

Generate unique HTTP ports

Add Member

Use the Edit function to edit the properties of a cluster member that is already incuded in
this list. Use the Delete function to remove a cluster member from this list. You are not
sllowed to edit or rermove the first cluster member or an already existing cluster member,

| Edit | | Delete |
B B
Select Member name Nodes \Version | Waight|

| |
P | ND 6.1.0.23
MonApplicationCluster_rmember0l | WE201LN3WEMNodeOl WEM 6.2.0.1 2

Previous | Mext Cancel |

1. Click 24

Note: For now there will be only one member for the cluster created and
proceeded with the configuration of the cluster. After verifying that the cluster
works, an additional cluster member will be created.
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Create a new cluster

Create a new cluster

Step 1: Enter basic
cluster inforrmation

Step 2: Create first
cluster member

Step 3: Create
additional cluster
members

=3 Step 4: Summary

The "Create a new cluster Step:4" page is displayed:

Summary

Surmrmary of actions:
Cptions

Cluster Name

Core Group

Node group

Prefer local

Configure HTTP sesszion memory-to-memory
replication

Values

j MonApplicationCluster
| DefaultCoreGroup

| DefaultModeGroup

true

false

Server name
MNode

Weight

Clone Template

Clone Type
Generate unique HTTP ports

Previous I Finish || Cancel |

MonApplicationCluster_rmernber0l

WE201LN3WBMNodeOL(ND 6.1.0,23

WBM 6.2.0.1)

2

| default_defaultwem
default

true

1. Click I

Save and synchronize the configuration. I

21.2  Verify cluster start-up

In the admin console, navigate to:

Servers

-> Clusters.

Select MonApplicationCluster and click Start.

Check log

ber01

for errors.

YA AT for MonApplicationCluster_member01 in directory:
<inst root>/profiles/W6201LN3WBMCustom0l/logs/MonApplicationCluster mem-
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21.3 Create an additional cluster member

In the admin console, navigate to:

Servers
-> Clusters.

Select MonSupportCluster and click Stop. Wait until the MonSupportCluster is
stopped. Navigate to:
Servers

-> Clusters

-> MonApplicationCluster
—-> Cluster Members

and click

The "Create new cluster members" page is displayed:

Create new cluster members 7=

Use this page to add application servers to a cluster,

Step 1: Create first Create additional cluster members

cluster mermber

Enter information about this new cluster member, and dick Add Member to add this custer
Ste;_) 2 Create member to the member list. A server configuration termplate is ceated from the first
additional cluster member and stored as part of the cduster data, Additional cluster members are copied from
members o this termnplate.

Step 3: Summary + Mermber name

]:ppliuti onCluster_rmermber02

Select node
WEZO01LN4WEMNod=01(ND 6.1.0.23) [v]]

# Weight
2 | (0..20)

Generate unique HTTP ports

Add Member

Use the Edit function to edit the properties of a cluster member that is already incuded in
this list. Use the Delete function to remove a cluster member from this list. You are not
sllowed to edit or rermove the first cluster member or an already existing cluster member,

P Eaie 11 Delete |

Seiect; Member name Nodes | version [ Weight
MonApplicationCluster_memberdl | Wé201LN3WEMNodeol | o 6:1.0.23

WEM 6.2.0.1

Previous Mext Cancel

1. Enter the following values:

a.) Member name: MonApplicationCluster_member02
b.) Select node: W6201LN4WBMNodeO1

c.) Weight: 2

2. Click WGl R =11]:113
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The "Create new cluster members" page is displayed:

Create new cluster members

Use this page to add application servers to a cluster.

Step 1: Create first Create additional cluster members
cluster member

; o Enter information about this new cluster member, and dick Add Member to add this cluster
Ste;_a 2 Create member to the member list. A server configuration terplate is oeated from the first
additional cluster member and stored as part of the cduster data, Additional cluster members are copied from
members this termnplate.

Step 3: Summary + Mermber name

Select node
WE201LN4WBMNode01(ND 6.1.0.23) [v ]

+ Weight
,2_9—: (0..20)

Generate unique HTTP ports

_ Add Member

Use the Edit function to edit the properties of a cluster member that is already included in
this list. Use the Delete function to remove a cluster member from this list. You are not
allowed to edit or rermove the first cluster member or an already existing cluster member,

Edit | | Delete |
e

Select Member name Modes , Version : Weight
D MonApplicationCluster_rmemberd2 | WE201LN4WEMNode0l1 :’.Da; 16-.02%31 2
T | ND 6.1.0.23 |
MonApplicationCluster_rnermberdl | WE201LN3WEMNodeOl1 ! WEM 6.2.0.1 2

Previous Cancel [

1. Click 3
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Create new cluster members

Step 1: Create first
cluster mermber

Step ! ate
additional cluster
members

= Step 3: Summary

Previous | Finish |

Use this page to add application servers to a cluster,

The "Create new cluster members Summary" page is displayed:

Summary

Options

Surnmary of actions:

Values

Cluster Name

| Core Group

MonaApplicationCluster

DefaultCoreGroup

MNode group

DefaultNodeGroup

Server name

MonApplicationCluster_rmemberd2

Mode
Weight
Clone Template

Clone Type

Generate unique
HTTP ports

Cancel |

WeZ01LN4WEMNodeOL(ND 6.1.0.23

WEBM 6.2.0.1)
2

Cell01/WeZ01LNZWEMNodeOL1(ND

£.1.0,23)/MonApplicationCluster_rmermber0l

existing

true

1. Click [FIEY

Save and synchronize the configuration. I
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Chapter 22 Create Monitor Web Dashboard

22.1 Create the Monitor Web Dashboard Cluster
(WebDashboardCluster)

In the admin console, navigate to:

Servers
-> Clusters
-> [New]

The "Create a new cluster Step 1" page is displayed:

Create a new cluster

=>» Step 1: Enter basic Enter basic cluster information
cluster information
# Cluster name
Step 2: Create first [ ]
cluster member IWebDashboardCIustg-
Step 3: Create Prefer local. Specifies whether enterpris

additional cluster

members O Configure HTTP session memory-to-mu

Step 4: Summary

1. Type in the Cluster name in this case "WebDashboardCluster".

2. Click [N 343
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The "Create a new Cluster Step 2" page is displayed:

Create a new cluster

Create 2 new cluster

Create first cluster member

The first cluster member determines the server settings for the cluster
member and stored as part of the cluster data. Additional cluster memr

Member name
2 |5b0;shboard€|l.nstel;_MeﬂbuO 1

erzounawamodem(nn 6.1.0.23) M]

Weight
[2 |fo..20)

Generate unique HTTP ports

Select node ]

4 lect basis for first cluster member:

@ Create the member using an ap

plication server template.

Create the member by converting an existing application serve

O None. Create an empty cluster.

5
Previous Next Cancel |

1. Type in the Member name in this case "WebDashboardCluster_member01".

2. Select node "W6201LN3WBMNode01" from the drop-down-box.

3. Type in the Weight in this case "2".

4. Select the Template "default_defaultWBM" from the drop-down-box.

5. Click [N 343
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The "Create a new cluster Step:3" page is displayed:

Create a new cluster

Step 1: Enter basic Create additional cluster members
cluster information

Enter information about this new cluster member, and click Add Member to add this clusts
configuration template is created from the first member and stored as part of the cluster
this template.

Step 2: Create first
cluster member

Step 3: Create + Member name
additional cluster
members
Select node
Step 4: Summary | ProxyNode01(ND 6.1.0.23) ﬂ|

+ Weight
2 | (0..20)

Generate unigue HTTP ports

Use the Edit function to edit the properties of a cluster member that is already included it
cluster member from this list. You are not allowed to edit or remove the first cluster merr

| Edit | [ Delete |

©
Scl.ct: Member name ,Nodu
} WebDashboardCluster_Member01 | W6201LN3WBMNodeD1
1 1

Previous

1. Click [N 34

Note: For now there will be only one member for the cluster created and
proceeded with the configuration of the cluster. After verifying that the cluster
works, an additional cluster member will be created.
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The "Create a new cluster Step:4" page is displayed:

Create a new cluster

Step 1: Enter basic Summary
cluster information

Summary of actions:

Step 2: Create first

cluster member f Options I Values
Step 3: Create I Cluster Name WebDashboardCluster
aHdiEoon) coae I Core Group DefaultCoreGroup
members L ——— === ==
| Node group DefaultNodeGroup
Step 4: S L i =
= e | prefer local true

| 1
| Configure HTTP session memory-to-memory replication | false

Server name WebDashboardCluster_Mermr

WE201LN3WBMNodeO1(ND ¢

|Hede WEM 6.2.0.1)
:_Weight .“2 - o
:_C.lor_la- .Templata [ default_defaultwBMm
i_clﬂ.l'lﬂ T‘,I'pﬂ . -difiuii: - a
:.G_en_er_a;::unique HTTP ports tru_e.

Previous | Finish | Cancel |

1. Click I

22.2 Verify cluster start-up

In the admin console, navigate to:

Save and synchronize the configuration. I

Servers

-> Clusters

Select WebDashboardCluster and click Start.

Check log file m for WebDashboardCluster_member01 in directory:

<inst root>/profiles/W6201LN3WBMCustom0l/logs/WebDashboardCluster member01l

for errors.
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22.3 Create Business Space authentication alias

To create the BSpace authentication alias navigate to:

Security

-> Secure administration, applications, and infrastructure
-> JAAS - J2C authentication data
-> New

The "JAAS - J2C authentication data New" page is displayed:

Se

cure administration, applications, and infrastructure > JAAS - 12C authentication data > New
Specifies a list of user identities and passwords for Java(TM) 2 connector security to use.

Configuration

@General Properties
- 1as

BSPACE_Auth_Alias

# User ID
[wes_espace

# Password

LTI

Description

Apply ] OK | Reset | Cancel |

1. Type in the following values for:

a.) Alias: BSPACE_Auth_Alias
b.) UserlID: WPS_BSPACE
c.) Password: <password>

d.) Description

2. Click m, save and synchronize
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22.4 Install Business Space applications

Navigate to the WBI datasource and change the datastore helper to Oracle 10g.

Resources
-> JDBC
-> Data sources
-> WBI DataSource

The "WBI_DataSource configuration" panel is displayed:

Data store helper class name

@ Select a data store helper class

Data store helper classes provided by WebSphere Application Server
OracleSi and prior data store helper

iQracle10g data store helper |

Oraclel1g data store helper

O Specify a user-defined data store helper

1. Select "Oracle10g data store helper"

Press Ok, save and synchronize

Not changing the data store helper class to Oracle10g will lead to a Null Pointer
Exception during the installation of the Business Space applications.

To install the Business Space applications navigate to:

Servers
-> Cluster

-> WebDashboardCluster
-> Business Space Configuration
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The "Business Space Configuration" page is displayed:

Configuration

| Properties

/

Install Business Space servu:el

@ |]wp5 BSPACH |

Create Business Space data source using:
I WEI_DataSource |V

App;y Reset Cancel

1. Select "Install Business Space service".

2. Type in the database schema name, in this case RIS ZNO=].

3. Select "WBI_Datasource".

4. Click o]

You will get the following message:

El Messages
[} "Business Space has been installed successfully.”
[} "Business Space has been configured successfully.”

M "Locate the database scripts for your database type under the directory <WAS Installation
Root>/profiles/<your profile>/dbscripts/BusinessSpace. Run the scripts to create the business space
tables.”

[ "The Solution Management space has been configured successfully.”

& Changes have been made to your local configuration. You can:
® Ssve directly to the master configuration.

® Review changes before saving or discarding.

An option to synchronize the configuration across multiple nodes can be disabled in Preferances.
B The server may need to be restarted for these changes to take effect.

Save and synchronize the configuration
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Navigate to the WBI datasource and change the datastore helper back to Oracle 11g.

Resources
-> JDBC
-> Data sources
-> WBI DataSource

The "WBI_DataSource configuration" panel is displayed:

Data store helper class name

@ Select a data store helper class

Data store helper classes provided by WebSphere Application Server
Oracle9i and prior data store helper

@ Oracle10g data store helper

[Oracleiia data store helper ]

O Specify a user-defined data store helper

1. Select "Oraclel1g data store helper"

Press Ok, save and synchronize
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Navigate to the "Business Space Datasource" to change the datastore helper to Oracle
11g and the authentication alias to "<hostname>/BSPACE_Auth_Alias".

Resources
-> JDBC
—-> Data sources
-> Business Space Datasource

The "Business Space Datasource configuration" panel is displayed:

Data store helper class name

@ Select a data store helper class

Data store helper classes provided by WebSphere Application Server
OracleSi and prior data store helper

1 Oracle10g data store helper

Oracle11g data store helper '

O Specify a user-defined data store helper

omponent-managed authentication alias

Component-managed authentication alias
| we201L3MEPMDmMgr/BSPACE_Auth_Alias Il

Authentication alias for XA recovery
O Use component-managed authentication alias
@ Specify:

| W6201L3MBPMDmgr/WPS_Recovery_Auth_Alias [v]

1. Select "Oraclel1g data store helper"

2. Select "<hostname>/BSPACE_Auth_Alias"

3. Select specify and then "<hostname>/WPS_Recovery_Auth_Alias"

Press Ok, save and synchronize
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22.5 Enable business rules for Business Space

In the admin console navigate to:

Servers
-> Clusters
—-> SupportCluster
-> System REST Service Endpoints

The "System REST Service Endpoints" panel is displayed:

Configuration

System REST Service Endpoints

Protocol

htlps -"" R
l|w€201|3m boeblingen.de.ibm.com I
P T Y
[[=2< |

Context root

l rest

Type Description URL
oI .
Time Tables | [WBI Business Calendar REST API nttpsif/we201int.boeb]
frest/bpm/businesscale
i [WBI Business Rule REST API System internal
Rules
Direct Deploy [Internal REST service for directly deploying SCA module|| System internal

Health Monitor [The Health Monitor REST is an application programming | System internal

User - https://wE201In1.boebl
Membership [User Membership REST API Jrest/va/um
Security [WBI Security REST APL System internal

atcn [SCA appplication module administration Systemn internal
; - Reset Cancel

1. Type in the proxy host, in this case "w620113m.boeblingen.de.ibm.com".

2. Type in the proxy port, in this case "444".

3. Click [T

Save and synchronize the configuration

Recycle the entire cell (clusters, nodes and deployment manager) and verify
output messages for successful startup.
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22.6 Deploy WBM Rest service APl on
WebDashboardCluster

In the admin console, navigate to

Servers
-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

Component Status
Messaging engine Deployed on MECluster
@Event emitter factory Configured using the event service on SupportCluster
() |REST APT service ]Hot deployed
Business Space Deployed on WebDashboardCluster
Action services Deployed on MonSupportCluster
Data services scheduler Deployed on MoenSupportCluster
O Dashboard for mobile devices Not deployed
l::} AlphaBlox Not deployed

1. Select I ESINA N BVl

The "REST API service" page is displayed:

|REST API Sarvice

WebSphere Business Monitor configuration > REST API service
Use this page to deploy the REST API service for WebSphere Business Monitor.

REST API Service

REST API service status

Not deployed

The REST API service for WebSphere Business Monitor has not been deployed.

ploy REST API service
elect the server or cluster to which you want to deploy the REST API service

@ ! Deploy REST API Service |]

1. Select "WebDashboardCluster"

PRI Deploy REST API Service
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The "REST API Service" page is displayed again:

REST API Sarvica

Messages
[} cwMTwW03531: The REST API service has been successfully deployed on WebDashboardCluster.

WebSphere Business Monitor configuration > REST API service

Use this page to deploy the REST API service for WebSphere Business Monitor.
REST API Service

REST API service status

ved on WebDashboardCluster

In the admin console, navigate to

Servers

-> WebSphere Business Monitor configuration

The "WebSphere Business Monitor configuration" page is displayed:

WebSphere Business Monitor Configuration

This page shows the status of the components that make up a complete WebSphere Business Monitor environment. To modify the configur

Component Status
Messaging enging Deployed on MECluster
1 Event emitter factory Configured using the event service on SupportCluster

[REST API service IDeponed on WebDashboardCluster

Business Space

Deployed on WebDashboardCluster
Action services Deployed on MonSupportCluster
Data services scheduler Deployed on MonSupportCluster

Dashboard for mobile devices

Not deployed

AlphaBlox Not deployed

1. The "REST API service"
Cluster"

is now in Status: "Deployed on WebDashboard-
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22.7 Verify cluster start-up

1. In the admin console, navigate to:

Servers
-> Clusters.

2. Select WebDashboardCluster and click Start.

3. Check log file QR[]I for MonSupportCluster_member01 in directory:
<inst root>/profiles/W6201LN3WBMCustom01l/logs/WebDashboardCluster member01l

for errors.

4. In the admin console, navigate to:

Servers
-> Clusters.

5. Select WebDashboardCluster and click Stop.

6. Check log SELE L] [Te| for MonSupportCluster_member01 in directory:
<inst root>/profiles/W6201LN3WBMCustom01l/logs/WebDashboardCluster member01l

for errors.
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22.8 Create an additional cluster member

in den admin console, navigate to:

Servers
-> Clusters

-> WebDashboardCluster
-> Cluster Members

and click m

The "Create new cluster members" page is displayed:

Use this page to add application servers to a cluster.

Step 1: Create first Create additional cluster members.

cduster membaer
Enter information about this new duster membaer, and dick Add Membar to add this cluster membaer to the member list. & server

additional cluster this template.
members 2

+ Mamber name
Step 3: Summary WabDashboardCluster_Marmbart

Salect node
| wez01mawemNode01 (D 6.2.0.23) [v]]

+ Weight
2 (0..20)

] te unique HTTP ports

Use the Edit function to edit the properties of a cluster member that is already included in this list. Use the Delete function to remove a
cluster member from this list. You are not allowed to edit or remove the first cluster member or an already existing cluster member,

|_Edit | | Delete

Step 2: Create configuration temglate is created from the first membaer and stored as part of the cluster data. Additional cluster members are copled from

Selact Mamber name Hodes varsian waight
WebDashboardCluster_Member01 WE201LNIWBMNode01 MO £.1.0.23 z
o WEBM 6.2.0.1

Previous Next I Cancal

1. Enter the following values:

a.) Member name: WebDashboardCluster_member02
b.) Select node: W6201LN4WBMNodeO1

c.) Weight: 2

2. Click W[ B =110
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The "Create new cluster members" page is displayed:

Use this page to add application servers to a duster.

Step 1: Create first Create additional cluster members

clustar mambar

Enter information about this new cluster member, and click Add Member to add this cluster member to the member list. A server

Step 2: Create configuration template is created from the first member and stored as part of the custer data. Additional cluster members are copied |
additional cluster this template.

members

+ Membaer name
Step 31 Summary i

Select node i
[ wezo1LhswemMBoden1(nD 6.1.0.23) [w]]

+ Waight
B {0..20)

Generate unique HTT® ports

Add Mambar

Use the Edit function to edit the properties of a cluster membaer that is already included in this list. Use the Delete function to remove 1
cluster member from this list. You are not allowed to edit or remove the first cluster member or an already existing duster member.

Edit | | Delete
(=/ila|

Select Member name Hodes Version Weigh
D 6.1.0.23
[] | webDashboardCluster Mambar02 WE201LNAWEMNodeO1 e L0 2
| WebDashboardCluster_Member01 WE201LNIWEMNode01 N et Dy 2

1. Click 34
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The "Create new cluster members Summary" page is displayed:

Use this page to add application servers to a cluster,

Step 1: Create first Summary
cluster member

Summary of actions:

Step 2: Create

additional cluster . Options values
members I
| Cluster Name WebDashboardCluster
=¥ Step 3: Summary I Core Group DefaultCoreGroup
MNode group DefaultNodeGroup
| Server name WebDashboardCluster_Member02
Node WEZ01LN4WEMNodeO1(ND 6.1.0.23
| WEM 6.2.0.1)
| weight 2
Clone Template Cell01/WE201LNZWEMNode01(ND 6.1.0.23)/WebDashb:
| Clone Type existing
Generate unique HTTP ports true

Previous II Cancel

1. Click [FIEY

Save and synchronize the configuration.
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22.9 Install Alphablox on the WebDashbordCluster

22.9.1 Oracle JDBC driver for Alphablox

1. Create the directory [fJaldfe] I x@egl%=l; on each WBM host, in this case on the
hosts w6201In3 and w6201In4.

2. Locate the jdbc driver files in the directory "$ORACLE_HOME/jdbc/lib” on the host
where Oracle was installed.

3. Copy only the file ojdbc5.jar from the lib directory into the directory

[o]s]Whe] =T[4z ) @Melg\=l; on each WBM host.

4. If a non-root WBM installation is done, make sure the driver directory is readable
by the used WBM user.

22.9.2 Shut Down all Java Processes within the cell

Before installing and configuring Alphablox all Java Processes need to be stopped (Ex-
cept the WebServer). Shut down all clusters, the Proxy Server, all nodeagents and the
deployment manager.

369



22.9.3 Install Alphablox on WebSphere Business Node 1
(W6201LN3WBMNode01)

Navigate to the folder where the WebSphere Business Monitor binaries have been ex-
tracted. Here, navigate to the Alphablox folder:

cd ABX/Linux I

Start the Alphablox installation:

./install.bin I

Preparing to install...

Extracting the JRE from the installer archive...

Unpacking the JRE...

Extracting the installation resources from the installer archive...
Configuring the installer for this system's environment...

Launching installer...

Preparing CONSOLE Mode Installation...

Choose Locale...

1- Deutsch
->2- English
3- EspalAtol
4- FranASais
5- Italiano
6- PortugulA®s (Brasil)

CHOOSE LOCALE BY NUMBER: 2

Press Enter to select English as locale.
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IBM Alphablox 9.5 (created with InstallAnywhere by Macro-
vision)

International Program License Agreement
Part 1 - General Terms

BY DOWNLOADING, INSTALLING, COPYING, ACCESSING, OR USING
THE PROGRAM YOU AGREE TO THE TERMS OF THIS AGREEMENT. IF
YOU ARE ACCEPTING THESE TERMS ON BEHALF OF ANOTHER PERSON
OR A COMPANY OR OTHER LEGAL ENTITY, YOU REPRESENT AND
WARRANT THAT YOU HAVE FULL AUTHORITY TO BIND THAT PERSON,
COMPANY, OR LEGAL ENTITY TO THESE TERMS. IF YOU DO NOT
AGREE TO THESE TERMS,

- DO NOT DOWNLOAD, INSTALL, COPY, ACCESS, OR USE THE
PROGRAM; AND

- PROMPTLY RETURN THE PROGRAM AND PROOF OF ENTITLEMENT TO
THE PARTY FROM WHOM YOU ACQUIRED IT TO OBTAIN A REFUND OF
THE AMOUNT YOU PAID. IF YOU DOWNLOADED THE PROGRAM,
CONTACT THE PARTY FROM WHOM YOU ACQUIRED IT.

Press Enter to continue viewing the license agreement, or enter "1" to
accept the agreement, "2" to decline it, "3" to print it, or "99" to go
back
to the previous screen.:

Enter 1 to accept the license agreement. Press Enter.

IBM Alphablox 9.5 Installation

The IBM Alphablox Installer guides you through the installation of IBM
Alphablox.

If you are upgrading a previous version of IBM Alphablox, shut down IBM
Alphablox before proceeding with the installation.

PRESS <ENTER> TO CONTINUE:

Press Enter to continue.
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Installation Location

Enter the Instance Name for IBM Alphablox (the default is AlphabloxAnalyt-
ics)

and choose the directory to which IBM Alphablox will be installed. If you
choose a directory in which an existing version of IBM Alphablox is in-
stalled,

the installation process will guide you through an upgrade to IBM Al-
phablox.

Destination Directory [/opt/Alphablox]::

Leave the default install location (/opt/Alphablox) and press Enter.

Server Instance Name [AlphabloxAnalytics]::

Leave the default Server Instance Name (AlphabloxAnalytics) and press Enter.

Select Installation Set

Please choose the Install Set to be installed by this installer.

1- Compact
->2- Typical

3- Customize...

ENTER THE NUMBER FOR THE INSTALL SET, OR PRESS <ENTER> TO ACCEPT THE DE-
FAULT

Press Enter to choose Typical installation (accept the default).

Choose Application Server

Choose an Application Server to use with IBM Alphablox.

1- Tomcat
->2- WebSphere

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Press Enter to choose WebSphere (accept the default).
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Before continuing, you must completely shutdown WebSphere.
PRESS <ENTER> TO CONTINUE:

Press Enter.

Enter the WebSphere Application Server Directory.

NOTE: For clustered servers, required applications must be manually de-
ployed.

See post-installation steps in the Installation Guide.

WebSphere Root Directory []:: /WBM62

Enter /WBM62 as WebSphere Root Directory. Press Enter.

Installing to a clustered server? (Y/N): Y

Enter Y to install Alphablox into a clustered environment. Press Enter.

Please select where to install the applications.
Server:
->1- MonSupportCluster memberOl
2- MonApplicationCluster memberOl
3- WebDashboardCluster MemberOl
4- nodeagent

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT
3

Enter the number that corresponds to WebDashboardCluster_Member01 (here 3).
Press Enter.
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Verify the following details used to make administrative connections to

the
WebSphere server.
HTTP Port: [9082]::

Leave the default http port value (9082). Press Enter.

SOAP Connector Port: [8881]::

Leave the default soap connector port value (8881). Press Enter.

WebSphere Administrator Name: []:: vmmuser

Enter the WebSphere administrative user (here: vimmmuser). Press Enter.

WebSphere Administrator Password:: I

Enter the password for the WebSphere administrative user. Press Enter.

Telnet Console Port [20023]::

Leave the default telnet console port (20023). Press Enter.

Server Log File Name [Server.log]::

Leave the default server log file name (Server.log). Press Enter.
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Configure IBM Alphablox

Enter values for the following configuration settings or accept the de-
faults.

Telnet Console Port [20023]::
Server Log File Name [Server.log]::
Console Message Level

1- DEBUG

2- VERBOSE
->3- INFO

4- SYSTEM

5- WARNING

6— ERROR

7- FATAL

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT
3 3

Press Enter to choose INFO (accept the default).

SMTP Server []::

Don't specify a SMTP Server. Leave the default and press Enter.

Choose Java Location

Enter the directory where a JRE or JDK of at least version 1.4 is in-
stalled.

Java Directory [/WBM62/java]l::

Leave the default Java Directory (here: /WBM62/java) and press Enter.

Enable Additional Drivers

You may select a directory that contains additional drivers. The Alphablox
lib
directory must not be used.

Do you want to enable additional drivers for IBM Alphablox? (Y/N)
Y

Enter Y to enable additional drivers for Alphablox. Press Enter.
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Location of Additional Drivers []:: /opt/oracle/abx driver

Enter the path where the oracle 11g drivers are located (here:
/opt/oracle/abx_driver). Press Enter.

Driver Information:Enabled: Oracle

Is the driver information above correct? (Y/N): Y

The driver information is displayed. Enter Y confirm that the driver information is cor-
rect. Press Enter.

Configure Repository

Select the repository type to use with this installation of IBM Alphablox.
If

you are running IBM Alphablox in a clustered environment, you must select
the

'Database Repository'.

Database
->1- DB2
2- Derby

3- Oracle

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT
3 3

Enter 3 to select Oracle as repository database. Press Enter.

Server []:: W6201L30.boeblingen.de.ibm.com

Enter the host name of the database server (here: W620113m.boeblingen.de.ibm.-
com). Press Enter.

Port []:: 1521

Enter the database port (here: 1521). Press Enter.

SID []:: ORCL

Enter ORCL as database name. Press Enter.

User []:: WBM ABXDB

Enter WBM_ABXDB as database user. Press Enter.
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Password: I

Enter the password for the database user. Press Enter.

The installer will now run a database connection test using the informa-
tion

that you have provided
PRESS <ENTER> TO CONTINUE:

Press Enter to run a database connection test.

Database Connection Test Successful

System Information

Database Name: Oracle

Database Version: Oracle Database 11lg Enterprise Edition Release
11.1.0.7.0 -

64bit Production

With the Partitioning, OLAP, Data Mining and Real Application Testing op-
tions

Driver Name: Oracle JDBC driver

Driver Version: 11.1

Connection URL: jdbc:oracle:thin:@W6201L30.boeblingen.de.ibm.com:1521:0RCL

Alphablox system table ABX OBJECTS not found
Alphablox system table ABX TYPES not found
Alphablox system table ABX VERSION not found
Alphablox system table ABX LOOKUP not found
Alphablox system table ABX PROPERTY MAP not found
Alphablox system table ABX LOOKUP VALUES not found
PRESS <ENTER> TO CONTINUE:

If the database connection test is successful press Enter.

Configure Clustering

Enter the configuration information for the clustering settings in your

configuration.
1- Yes
->2- No

Enable Alphablox Clustering: 1

Enter 1 to enable Alphablox Clustering. Press Enter.

Cluster Port Number (DEFAULT: 7855):

Leave the default Cluster Port Number (7855). Press Enter.
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Cluster Subnet Mask (DEFAULT: 255.255.255.0):

Leave the default Cluster Subnet Mask (255.255.255.0). Press Enter.

Configure Conversion Utility

The Conversion Utility is run when IBM Alphablox first starts up. The in-
staller
has selected the most common options for your environment.

Conversion Operation
->1- Copy
2- Move

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Accept the default (Copy) and press Enter.

Move Server Properties

->1- All
2- Specific
3- Global
4- None

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Accept the default (All) and press Enter.

User defined DDL schema file
1- Yes
->2- No

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Accept the default (No) and press Enter.

Pre-Installation Summary

Please Review the Following Before Continuing:

Install Set
Typical

Product Components:
Core,
Tools,
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FastForward,
Examples,

Relational Reporting,
Applications,

IBM Alphablox,

Query Builder

Summary

Installation Directory: /opt/Alphablox
Instance Name: AlphabloxAnalytics
Application Server: WebSphere
WebSphere Home: /WBM62
WebSphere Product: IBM WebSphere Application Server - ND
WebSphere Version: 6.1.0.23
WebSphere Start File: setupCmdLine.sh
WebSphere Cluster Install: true
WebSphere Profile: W6201LN3WBMCustomO1l
WebSphere Cell: CellOl
WebSphere Node: W6201LN3WBMNodeOl
WebSphere Server: WebDashboardCluster MemberOl
HTTP Request Port: 9082
SOAP Connector Port: 8881
SOAP Admin User: vmmuser
Telnet Console Port: 20023
Server Log File Name: Server.log
Console Message Level: INFO
Java Directory: /WBM62/java
Additional Driver Directory: /opt/oracle/abx driver
DB2 Driver Type:
Drivers: Enabled: Oracle
Repository Type: Database
Database Type: Oracle
Database Server: W6201L30.boeblingen.de.ibm.com
Database Port: 1521
Database SID: ORCL
Database User: WBM ABXDB

CLUSTERING: Enabled:
Port:: 7855
Subnet Mask:: 255.255.255.0

Repository Conversion Utility:
Operation: Copy
Existing Tables:

Disk Space Information (for Installation Target):
Required: 163,385,762
Available: 51,955,326,976

PRESS <ENTER> TO CONTINUE:

Verify the pre-installation summary and press Enter. This will install Alphablox.
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IBM Alphablox 9.5 Installation Complete

IBM Alphablox successfully installed on your system!

To install the IBM Alphablox Information Center to your local system, use
the
IBM Alphablox Information Center Installer CD.

See the IBM Alphablox Installation Guide for post-installation tasks you
must

perform before starting IBM Alphablox. The PDF version of the Installation
Guide is available on this IBM Alphablox CD, under the documentation/pdf
directory.

Please check the installation log file for warnings, errors, and addition-
al

information important to running IBM Alphablox successfully. The installa-
tion

log file is located at: /opt/Alphablox/alphablox install log.html

PRESS <ENTER> TO CONTINUE:

Press enter upon successful completion of Alphablox. The next step is to install Al-
phablox on the second WebSphere Business Monitor node (W6201LN4WBMNode01)

380



22.9.4 Install Alphablox on WebSphere Business Monitor Node
2 (W6201LN4AWBMNode01)

Navigate to the folder where the WebSphere Business Monitor binaries have been ex-
tracted. Here, navigate to the Alphablox folder:

cd ABX/Linux I

Start the Alphablox installation:

./install.bin I

Preparing to install...

Extracting the JRE from the installer archive...

Unpacking the JRE...

Extracting the installation resources from the installer archive...
Configuring the installer for this system's environment...

Launching installer...

Preparing CONSOLE Mode Installation...

Choose Locale...

1- Deutsch
->2- English
3- EspalAtol
4- FranASais
5- Italiano
6- PortugulA®s (Brasil)

CHOOSE LOCALE BY NUMBER: 2

Press Enter to select English as locale.
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IBM Alphablox 9.5 (created with InstallAnywhere by Macro-
vision)

International Program License Agreement
Part 1 - General Terms

BY DOWNLOADING, INSTALLING, COPYING, ACCESSING, OR USING
THE PROGRAM YOU AGREE TO THE TERMS OF THIS AGREEMENT. IF
YOU ARE ACCEPTING THESE TERMS ON BEHALF OF ANOTHER PERSON
OR A COMPANY OR OTHER LEGAL ENTITY, YOU REPRESENT AND
WARRANT THAT YOU HAVE FULL AUTHORITY TO BIND THAT PERSON,
COMPANY, OR LEGAL ENTITY TO THESE TERMS. IF YOU DO NOT
AGREE TO THESE TERMS,

- DO NOT DOWNLOAD, INSTALL, COPY, ACCESS, OR USE THE
PROGRAM; AND

- PROMPTLY RETURN THE PROGRAM AND PROOF OF ENTITLEMENT TO
THE PARTY FROM WHOM YOU ACQUIRED IT TO OBTAIN A REFUND OF
THE AMOUNT YOU PAID. IF YOU DOWNLOADED THE PROGRAM,
CONTACT THE PARTY FROM WHOM YOU ACQUIRED IT.

Press Enter to continue viewing the license agreement, or enter "1" to
accept the agreement, "2" to decline it, "3" to print it, or "99" to go
back
to the previous screen.:

Enter 1 to accept the license agreement. Press Enter.

IBM Alphablox 9.5 Installation

The IBM Alphablox Installer guides you through the installation of IBM
Alphablox.

If you are upgrading a previous version of IBM Alphablox, shut down IBM
Alphablox before proceeding with the installation.

PRESS <ENTER> TO CONTINUE:

Press Enter to continue.
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Installation Location

Enter the Instance Name for IBM Alphablox (the default is AlphabloxAnalyt-
ics)

and choose the directory to which IBM Alphablox will be installed. If you
choose a directory in which an existing version of IBM Alphablox is in-
stalled,

the installation process will guide you through an upgrade to IBM Al-
phablox.

Destination Directory [/opt/Alphablox]::

Leave the default install location (/opt/Alphablox) and press Enter.

Server Instance Name [AlphabloxAnalytics]::

Leave the default Server Instance Name (AlphabloxAnalytics) and press Enter

Select Installation Set

Please choose the Install Set to be installed by this installer.

1- Compact
->2- Typical

3- Customize...

ENTER THE NUMBER FOR THE INSTALL SET, OR PRESS <ENTER> TO ACCEPT THE DE-
FAULT

Press Enter to choose Typical installation (accept the default).

Choose Application Server

Choose an Application Server to use with IBM Alphablox.

1- Tomcat
->2- WebSphere

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Press Enter to choose WebSphere (accept the default).
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Before continuing, you must completely shutdown WebSphere.
PRESS <ENTER> TO CONTINUE:

Press Enter.

Enter the WebSphere Application Server Directory.

NOTE: For clustered servers, required applications must be manually de-
ployed.

See post-installation steps in the Installation Guide.

WebSphere Root Directory []:: /WBM62

Enter /WBM62 as WebSphere Root Directory. Press Enter.

Installing to a clustered server? (Y/N): Y

Enter Y to install Alphablox into a clustered environment. Press Enter.

Please select where to install the applications.
Server:
->1- MonSupportCluster member02
2- MonApplicationCluster member(2
3- nodeagent
4- WebDashboardCluster Member(02

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT
H

Enter the number that corresponds to WebDashboardCluster_Member02 (here 4).
Press Enter.

Verify the following details used to make administrative connections to

the
WebSphere server.
HTTP Port: [9082]::

Leave the default http port value (9082). Press Enter.

SOAP Connector Port: [8881]::

Leave the default soap connector port value (8881). Press Enter.

WebSphere Administrator Name: []:: vmmuser

Enter the WebSphere administrative user (here: vmmuser). Press Enter.
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WebSphere Administrator Password:: I

Enter the password for the WebSphere administrative user. Press Enter.

Telnet Console Port [20023]::

Leave the default telnet console port (20023). Press Enter.

Server Log File Name [Server.log]::

Leave the default server log file name (Server.log). Press Enter.

Configure IBM Alphablox

Enter values for the following configuration settings or accept the de-
faults.

Telnet Console Port [20023]::
Server Log File Name [Server.log]::
Console Message Level

1- DEBUG

2- VERBOSE
->3- INFO

4- SYSTEM

5- WARNING

6— ERROR

7- FATAL

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT
3 3

Enter 3 to INFO as console message level. Press Enter.

SMTP Server []::

Don't specify a SMTP Server. Leave the default and press Enter.

Choose Java Location

Enter the directory where a JRE or JDK of at least version 1.4 is in-
stalled.

Java Directory [/WBM62/javal::

Leave the default Java Directory (here: /WBM62/java) and press Enter.
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Enable Additional Drivers

You may select a directory that contains additional drivers. The Alphablox
lib
directory must not be used.

Do you want to enable additional drivers for IBM Alphablox? (Y/N)
3 Y

Enter Y to enable additional drivers for Alphablox. Press Enter.

Location of Additional Drivers []:: /opt/oracle/abx driver

Enter the path where the oracle 11g drivers are located (here:
/opt/oracle/abx_driver). Press Enter.

Driver Information:Enabled: Oracle

Is the driver information above correct? (Y/N): Y

The driver information is displayed. Enter Y confirm that the driver information is cor-
rect. Press Enter.

Configure Repository

Select the repository type to use with this installation of IBM Alphablox.
If

you are running IBM Alphablox in a clustered environment, you must select
the

'Database Repository'.

Database
->1- DB2
2- Derby
3- Oracle

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT
3 3

Enter 3 to select Oracle as repository database. Press Enter.

Server []:: W6201L30.boeblingen.de.ibm.com

Enter the host name of the database server (here: W620113m.boeblingen.de.ibm.-
com). Press Enter.
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Port []:: 1521

Enter the database port (here: 1521). Press Enter.

SID []:: ORCL

Enter ORCL as database name. Press Enter.

User []:: WBM ABXDB

Enter WBM_ABXDB as database user. Press Enter.

Password: I

Enter the password for the database user. Press Enter.

The installer will now run a database connection test using the informa-
tion

that you have provided
PRESS <ENTER> TO CONTINUE:

Press Enter to run a database connection test.

Database Connection Test Successful

System Information

Database Name: Oracle

Database Version: Oracle Database 11lg Enterprise Edition Release
11.1.0.7.0 -

64bit Production

With the Partitioning, OLAP, Data Mining and Real Application Testing op-
tions

Driver Name: Oracle JDBC driver

Driver Version: 11.1

Connection URL: jdbc:oracle:thin:@W6201L30.boeblingen.de.ibm.com:1521:0RCL

Alphablox system table ABX OBJECTS not found
Alphablox system table ABX TYPES not found
Alphablox system table ABX VERSION not found
Alphablox system table ABX LOOKUP not found
Alphablox system table ABX PROPERTY MAP not found
Alphablox system table ABX LOOKUP VALUES not found
PRESS <ENTER> TO CONTINUE:

If the database connection test is successful press Enter.
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Configure Clustering

Enter the configuration information for the clustering settings in your

configuration.
1- Yes
->2- No

1

Enable Alphablox Clustering:

Enter 1 to enable Alphablox Clustering. Press Enter.

Cluster Port Number (DEFAULT: 7855):

Leave the default Cluster Port Number (7855). Press Enter.

Cluster Subnet Mask (DEFAULT: 255.255.255.0):

Leave the default Cluster Subnet Mask (255.255.255.0). Press Enter.

Configure Conversion Utility

The Conversion Utility is run when IBM Alphablox first starts up. The in-
staller
has selected the most common options for your environment.

Conversion Operation
->1- Copy
2- Move

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Accept the default (Copy) and press Enter.

Move Server Properties

->1- All
2- Specific
3- Global
4- None

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Accept the default (All) and press Enter.
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User defined DDL schema file
1- Yes
->2- No

PLEASE SELECT ONE OF THE ITEMS, OR PRESS <ENTER> TO ACCEPT THE DEFAULT

Accept the default (No) and press Enter.

Pre-Installation Summary

Please Review the Following Before Continuing:

Install Set
Typical

Product Components:
Core,
Tools,
FastForward,
Examples,
Relational Reporting,
Applications,
IBM Alphablox,
Query Builder

Summary

Installation Directory: /opt/Alphablox
Instance Name: AlphabloxAnalytics
Application Server: WebSphere
WebSphere Home: /WBM62
WebSphere Product: IBM WebSphere Application Server - ND
WebSphere Version: 6.1.0.23
WebSphere Start File: setupCmdLine.sh
WebSphere Cluster Install: true
WebSphere Profile: W6201LN4WBMCustomO1l
WebSphere Cell: CellOl
WebSphere Node: W6201LN4WBMNodeOl
WebSphere Server: WebDashboardCluster Member02
HTTP Request Port: 9082
SOAP Connector Port: 8881
SOAP Admin User: vmmuser
Telnet Console Port: 20023
Server Log File Name: Server.log
Console Message Level: INFO
Java Directory: /WBM62/java
Additional Driver Directory: /opt/oracle/abx driver
DB2 Driver Type:
Drivers: Enabled: Oracle
Repository Type: Database
Database Type: Oracle
Database Server: W6201L30.boeblingen.de.ibm.com
Database Port: 1521
Database SID: ORCL
Database User: WBM ABXDB
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CLUSTERING: Enabled:
Port:: 7855
Subnet Mask:: 255.255.255.0

Repository Conversion Utility:
Operation: Copy
Existing Tables:

Disk Space Information (for Installation Target):
Required: 163,385,762
Available: 50,811,506,688

Verify the pre-installation summary and press Enter. This will install Alphablox.

IBM Alphablox 9.5 Installation Complete

IBM Alphablox successfully installed on your system!

To install the IBM Alphablox Information Center to your local system, use
the
IBM Alphablox Information Center Installer CD.

See the IBM Alphablox Installation Guide for post-installation tasks you
must

perform before starting IBM Alphablox. The PDF version of the Installation
Guide is available on this IBM Alphablox CD, under the documentation/pdf
directory.

Please check the installation log file for warnings, errors, and addition-
al

information important to running IBM Alphablox successfully. The installa-
tion

log file is located at: /opt/Alphablox/alphablox install log.html

PRESS <ENTER> TO CONTINUE:

Press enter upon successful completion of Alphablox.
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22.9.5 Deploy Alphablox Applications

Before the Alphablox Applications can be installed the Deployment Manager, both
WebSphere Business Monitor nodes and the WebDashboard Cluster have to be
started.

Specify on the machine hosting the Deployment Manager:

cd /WPS62/profiles/W6201L3MBPMDmgr/bin/
./startManager.sh

Specify on the machine hosting WebSphere Business Monitor Node 1
(W6201LN3WBMNode01):

cd /WBM62/profiles/W6201LN3WBMCustom0l/bin
./startNode.sh

Specify on the machine hosting WebSphere Business Monitor Node 2
(W6201LN4WBMNode01):

cd /WBM62/profiles/W6201LN4AWBMCustom01l/bin/
./startNode.sh

Start the WebDashboard Cluster. Navigate to:
-—> Servers
————> Clusters

MNew IStan: |I Stop | Ripplestart I di op
=

T 't Es

Select | Name & Status ()
D | BPELCluster ®
O MEClugter ®
0 MenApolicationClustar %
O MonSupportCluster |
O SupportCluster |®
[ WebDashboardCluster ® ]

Total 6

1. Tick WebDashboardCluster.
2. Press Start.
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Create a folder on the Deployment Manager host machine
cd /opt
mkdir abx

Following ear files have to be copied from any of the machines hosting the WebSphere
Business Monitor Nodes to /opt/abx on the Deployment Manager host machine:

- AlphabloxPlatform.ear

« ApplicationStudio.ear

The Alphablox application files are located under /opt/Alphablox/installableApps
They can be copied from any WebSphere Business Monitor node host machine.

Navigate to:

--> Applications
-—-—-> Enterprise Applications
—————— > Install

Preparing for the application installation

Specify the EAR, WAR, JAR, or SAR module to upload and install.
Path to the new application

O Local file system

®

® Remote file system

Full path
[.J’opt.l’abodf-\ pplicationStudio.ear Brovse...

Context root

Used only for standalone Web modules (.war files) and SIP

How do you want to install the application?

® Prompt me only when additional information is required.

O Show me all installation options and parameters.

@' Next I Cancel ]

1. Browse to /opt/abx on the remote system (Deployment Manager host
machine) and select ApplicationStudio.ear.

2. Press Next.
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Install New Ap;

Specify options for i g enterprise icati and

Step 1: Select Select installation options

installation options

= Specify the various aptions that are available to prepare and install your applic

Step 2 Map
modules to servers [ precompile Javaserver Pages files

Step 3 Map virtual Directory to install application
hosts for Web |
modules

E Distribute application
Stepd Summary
D Use Binary Configuration

[ oeploy enterprize beans

lication name

[7] Craate MBeans for resources

D Enable class releading

Reload interval in seconds

[ Deploy Web services
te Input off/warny fail

D Process embedded configuration

File Permission

Allow all files to be read but not witten to
Allow executables to execute
Allow HTML and image files to be read by everyone

[.‘\.dl-?SS-.‘\.sMTSS-.'\.“? 55#.%\sl=755

Application Build 1D
Unknown |

O attow di g indludes to remote

O allow servicing includes from remote

1. Leave the default values and press Next.
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Install New Application 2

Specify options for installing enterprise applications and modules.

Step 1 Select
installation options

Map modules to servers

Specify targets such as application servers or clusters of application servers where you want to install the
modules that are contained in your application. Modules can be installed on the same application server or
dispersed among several application servers. Also, specify the Web servers as targets that serve as routers
for requests to this application. The plug-in configuration file (plugin-cfg.xml) for each Web server is
generated, based on the applications that are routed through.

=) Step 2: Map

modules to servers

Step 3 Map virtual
:?:;;I?sr Web Clusters and Servers:

WebSphere eII CellDi cluster=MonA

tion Cluster

Step 4 Summary

WebSphere.ceIl Cellﬂl cluste MECEuster
WebSphere:cell= Cellnl cIuster=MonSu ortCIusl:er

Select Module URI | Server
=] 1BM Alphablox | Workbench/DHTMLQueryBuilder.war, WEB-  WebSphere:cell=Cell01,cluster=BPELCluster
Query Builder | INF/web.xml
emailexample | Examples/EMail.war, WEB- INF/web.xml WebSphere:cell=Cell01,cluster=BPELCluster
Examples/BloxSampler.var, WEB- WebSphere:cell=Cell01,cluster=BPELCluster
Blox Sampler INF/web.xml
phablox mpl phabloxReporting.war, - ebSphere:cell=Cell01,cluster= uster
Alphabl Examples/AlphabloxR rti WEBE- WebSph lI=Cell01,clust BPELClust
Reporting INF/weab.xml
1EM Alphablox WebSphere:cell=Cell01,cluster=BPELCluster
v
Eacteorsamd FastForward.vwar, WEB-INF/web.xml
Previous | Next | Cancel |

1. Tick all Modules.

2. Select WebDashboardCluster and httpserver (multi-select).

3. Press Apply.

& @

Select Module URI | Server !

D 1IEM Alphablox | Workbench/DHTMLQueryBuilder.war, WEB- | WebSphere:cell=Cell01,cluster=WebDashboardCluster
Query Builder | INF/web.xml WebSphere:cell=Cell01,node=IHSNode, server=httpserver |

2 = WebSphere:cell=Cell01,cluster=WebDashboardCluster

| ] lax/!

D CAET L EMail.var, WEB-INF/web.xml WebSphere:cell=Cell01,node=IHSNode,server=httpserver
D Blox Sampler Examples/BloxSampler.war, WEB- WebSphere:cell=Cell01,cluster=WebDashboardCluster [
P INF/web.xml| | WebSphere:cell=Cell01,node=IHSNode,server=httpserver

D | Alphabl E les/AlphabloxReporting.war, WEB- .WebSphere:ceII=CeiIOl.,clusber=W¢bDashboardCIusber
| Reporting INF/web.xml | WebSphere:cell=Cell01,node=IHSNode,server=httpserver

1EM Alphablox = WebSphere:cell=Cell01,cluster=WebDashboardCluster
D FastFurward FastForvard.var, WEB-INF/web.xml | WebSphere:cell=Cell01,node=IHSNode,server=httpserver |

Previous | g Cancel |

1. All modules have to be mapped to WebDashboardCluster and httpserver.
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2. Press Next.

Install New Application ?
Specify options for installing enterprise applications and modul
Step 1 Select Map virtual hosts for Web modules
installation options
Specify the virtual host where you want to install the Web modules that are contained
Step 2 Map in your application. You can install Web modules on the same virtual host or disperse
modules to servers them among several hosts.
Step 3: Map virtual @ Apply Multiple Mappings
hosts for Web [
modules
Step4 Summary Select Web module Virtual host
O 1BM Alphablox Query Builder default_host [»]
emailexample default_host [V]

Blox Sampler default_host (v

Alphablox Reporting default_host 'L!]

1IBM Alphablox FastForward default_host bf_]

olololo

Previous | Cancel |

1. Leave the default values and press Next.
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Install New Application

Specify options for installing enterprise applications and modules.

Step 1 Select Summary

installation options
Summary of installation options

Step 2 Map I

modules to servers Options Values

. Precompile JavaServer Pages files No

Step 3 Map virtual

hosts for Web Directory to install application

modules Distribute application Yes

Step 4: Summary Use Binary Configuration No
Deploy enterprise beans No
| Application name ApplicationStudio
Create MBeans for resources Yes
Enable class reloading No

Reload interval in seconds

Deploy Web services No

. Validate Input off/varn/fail warn

Process embedded configuration No

s Do iasion i’;\l‘fg;';‘ssar.‘\.so=7554‘.’\.a=?55:.'
: Application Build ID Unknown

Allow dispatching includes to remote No

resources

Nlow s.e-r\..ri.cl'ng includes from remote No

resources

Cell/Node/Server Click here

Previous || Finish |I Cancel |

1. Press Finish on the Summary Panel.

Save and synchronize the configuration. I
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Navigate to:

--> Applications
----> Enterprise Applications
—————— > Install

Specify the EAR, WAR, JAR, or SAR module to upload and install.
Path to the new application

O Local file system

®

@ Remote file system
Full path
|/opt-"ah>dAlphaHmd9latformear EBrovse...

Context root
[ Used only for standalone Web modules (.wa

How do you want to install the application?

@ Prompt me only when additional information is required.

@ Show me all installation options and parameters.

Next Cancel |

1. Browse to /opt/abx on the remote system (Deployment Manager host
machine) and select AlphabloxPlatform.ear.

2. Press
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Install New Application

Specify options for installing enterprise applications and modules.

=» Step 1: Select Select installation options

installation options

Specify the various options that are available to prepare and install your appli
Step 2 Map

modules to servers O Precompile JavaServer Pages files

Step 2 Map virtual Directory to install application
hosts for Web |

modules

Distribute application

Step 4 Summary

[ use Binary Configuration

D Deploy enterprise beans
Application name
AlphabloxPlatform 1
Create MBeans for resources

[ enable class reloading

Reload interval in seconds

D Deploy Web services

Validate Input off/warn/fail
varn [w]

[ process embedded configuration

File Permission

Allow all files to be read but not written to
Allow executables to execute
Allow HTML and image files to be read by everyone

[#\dlI=755%.#\s0=755#.%\.2=755%.*\s|=755

Application Build ID
[Unonn ]

O atlow dispatching includes to remote resources

D Allow servicing includes from remote resources

1. Leave the default values and press
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Specify options for installing enterprise applications and modules.

Step 1 Select
installation options

Step 2: Map
modules to servers

Step 3 Map virtual
hosts for Web

modules

Step 4 Summary

Previous | Next |

Clusters and Servers:

Map modules to servers

Specify targets such as application servers or clusters of application servers where you vwant to
install the modules that are contained in your application. Modules can be installed on the
same application server or dispersed among several application servers. Also, specify the Web
servers as targets that serve as routers for requests to this application. The plug-in
configuration file (plugin-cfg.xml) for each Web server is generated, based on the applications
that are routed through.

INF/web.xml

Select| Module URI Server

IEM Alphablox WebSphere:cell=Cell01,cluster=BPELCluster
BloxBuilder BloxBuilder.war, WEB-

Application INF/web.xml

Viewer
1BM Alphablox AlphabloxServer.var, WEB- | WebSphere:cell=Cell01,cluster=BPELCluster

IEM Alphablox

WebSphere:cell=Cell01,cluster=BPELCluster

. AlphabloxTooling.vwar, WEB-
v
a IEM Alphablox AlphabloxAdmin.var, WES- WebSphere:cell=Cell01, cluster=BPELCluster
v Administration bt
it INF/web.xml
Cancel |

1. Tick all modules.

2. Select WebDashboardCluster and httpserver (multi-select).

3. Press gs)el}Y
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| Salact Module | URI Server

| IBM Alphablox% [ WebSphere:cell=Cell01,cluster=WebDashboardCluster
BloxBuilder | BloxBuilder.war, WEB- WebSphere:cell=Cell01,node=IHSNode, servarshttpserver|
Application INF/web.xml
Viewer

IEM Alphabl iAIphabluxServer.war,WEB— IWebSphere:cell=Ce|iDl.c]usl.er=\NebDashbnardCIusber
PRaBIOX | INF/web.xml | WebSphere:cell=Cell01,node=IHSNod. var=t ver

1BM Alphablox | ) | WebSphere:cell=Cello1, cluster=WebDashboardCluster
Blox Builder AlphabloxTooling.var, WEB WebSphere:cell=Cell01,node=IHSNode, server=httpsarver
Web Service INF/web.xml

IEM Alphabloxé B | WebSphere:cell=Cell01,cluster=WebDashboardCluster
I:l Administration | ;L::?::E::jmm.mr,WEB— WebSphere:cell=Cell01,node=IHSNode, server=httpserver|
Application | -

Previous | E Cancel |

1. All modules have to be mapped to WebDashboardCluster and httpserver.

2. Press

Specify options for installing enterprise applications and modules.

Step 1 Select Map virtual hosts for Web modules
installation options

Specify the virtual host where you want to install the Web modules that are contained in
Step 2 Map your application. You can install Web modules on the same virtual host or disperse them
modules to servers among several hosts.

Step 3: Map virtual B Apply Multiple Mappings
hosts for Web [ ]

modules @ ‘

Step4 Summary | Select Web module ! Virtual host |
[ |1em Alphablox BloxBuilder Application Viewer

I I IEM Alphablox

‘ I1EM Alphablox Blox Builder Web Service I

IEM Alphablox Administration Application default_host [_Vd

EIEE

(1)

Next

Previous | Cancel |

1. Leave the default values and press
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Step 1 Select
installation options

Step 2 Map
modules to servers

Step 2 Map virtual
hosts for Web
modules

=) Step 4: Summary

Install New Application

Specify options for installing enterprise applications and modules.

Summary

Summary of installation options

Options Values
Precompile JavaServer Pages files No
Directory to install application

Distribute application Yes
Use Binary Configuration No
Deploy enterprise beans No

Application name

AlphabloxPlatform

Create MBeans for resources Yes
Enable class reloading No
Reload interval in seconds |
Deploy Web services No
Validate Input off/varn/fail varn
Process embedded configuration No

File Permission

S\ dll=755#.%\.s0=755#.%\.a=]
\.sl=755

_CfIUNDde_f_E‘Lerver

Application Build ID Unknown
Allow dispatching includes to remote No
resources
Allow servicing includes from remote No
resources

Click here

Previbus | IFinish I Cancel |

1. Press Finish on the Summary Panel.

Save and synchronize the configuration. I
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Navigate to:

--> Applications

----> Enterprise Applications
—————— > AlphabloxPlatform

———————— > Security role to user/group mapping

Enterprise Applications > AlphabloxPlatform > Security role to user/group mapping

Security role to user/group mapping

Each role that is defined in the application or module must map to a user or group frc

©) ey i

Select Role Everyone? All authenticated? Map

¥l | AlphabloxAdministrator O O

[C] | Alphabloxuser 0 |

d AlphabloxDeveloper O O

1. Tick AlphabloxAdministrator.

2. Press

nterprise Apph LIONS

Enterprise Applications > AlphabloxPlatform > Security role to user/group mapping > Look

Specifies whether to look up users or groups.

The following roles are mapped to the items in the selected list.

B AlphabloxAdministrator

To search for users or groups, enter a limit (number) and a search pattern (such as a*) and

limit (number of items)

20
Search String

; D=

Select users or groups in the Available list. Move them to the Selected list by clicking >=>.

| 5> Selected:

Available:
g |

1. Press
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@ |§Lln‘cted,

1. Select vmmuser.

2. Press the button to select the vmmuser.

Available:

vmmuser

v
N v

<

Q)G e

1. Verify that the vmmuser is in the list of selected users.

2. Press
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Enterprise Applications

Enterprise Applications > AlphabloxPlatform > Security role to user/group mapping
Security role to user/group mapping

Each role that is defined in the application or module must map to a user or group from the domain
Look up users | Look up groups |

Select Role Everyone? All authenticated? Mapped users
|:| AlphabloxAdministrator D |:| @
D AlphabloxUser D

@ O alphabloxDeveloper O vl

9 Cancel I

1. Verify that vmmuser is selected as mapped user.

2. Tick All Authenticated for AlphabloxUser and AlphabloxDeveloper.

3. Press OK.

Save and synchronize the configuration. I
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22.9.6 Deploy Alphablox Shared Libraries

The Shared Libraries needed by Alphablox can be deployed from any machine hosting
Alphablox (W6201LN3 or W6201LN4). Navigate to:

/opt/Alphablox/tools/was shared lib I
Specify:

./DeployWebSpherelLibraries -username vmmuser -password <password> I

Please select from one of the following options

1) Install libraries

2) Uninstall libraries

3) Search for installed libraries
4) Toggle trace

5) Exit

Select (1-5):1

Enter 1 to install the libraries required by Alphablox. Press Enter.

Select the level you wish to deploy the libraries.

1) Cluster
2) Cell
3) Node
4) Server
5) Back

Select (1-5):1

Enter 1 to deploy the libraries on Cluster level. Press Enter.
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Please select the Cluster you wish to target.

1*) WebDashboardCluster (cells/Cell0l/clusters/WebDashboardCluster|
cluster.xml#ServerCluster 1245757613068)

2) MonSupportCluster (cells/Cell0l/clusters/MonSupportCluster|
cluster.xml#ServerCluster 1245741265540)

3) MECluster (cells/CellOl/clusters/MECluster|
cluster.xml#ServerCluster 1241531384559)

4) BPELCluster(cells/CellOl/clusters/BPELCluster|
cluster.xml#ServerCluster 1241680216626)

5) SupportCluster (cells/Cell0l/clusters/SupportCluster|
cluster.xml#ServerCluster 1241598331839)

6) MonApplicationCluster(cells/Cell0l/clusters/MonApplicationCluster|
cluster.xml#ServerCluster 1245755162284)

Select (1-7):1

Enter 1 to deploy the libraries to the WebDashboardCluster. Press Enter.

The following servers have been found:
WebDashboardCluster Member0l (cells/Cell0l/nodes/W6201LN3WBMNodeOl/servers/
WebDashboardCluster Member(l|server.xml#Server 1245757617568)

WebDashboardCluster:MemberO2(cells/CellOl/nodeE/W620lLN4WBMNodeOl/servers/
WebDashboardCluster Member02|server.xml#Server 1245760997715)
Do you wish to continue?[Y/N]:Y

Enter Y to confirm to deploy the libraries to the WebDashboardCluster cluster mem-
bers. Press Enter.

Processing object
WebDashboardCluster Member0l (cells/Cell0l/nodes/W6201LN3WBMNodeOl/servers/
WebDashboardCluster MemberOl|server.xml#Server 1245757617568) ...

Libraries successfully installed!

Processing object
WebDashboardCluster Member02 (cells/Cell0l/nodes/W6201LN4WBMNodeOl/servers/
WebDashboardCluster Member02|server.xml#Server 1245760997715) ...

Libraries successfully installed!

Select the level you wish to deploy the libraries.

1) Cluster
2) Cell

3) Node

4) Server
5) Back

Select (1-5):5

Enter 5 upon successful deployment of the libraries. Press Enter.
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Please select from one of the following options

1) Install libraries

2) Uninstall libraries

3) Search for installed libraries
4) Toggle trace

Select (1-5):5

Enter 5 to exit the shared library deployment tool. Press Enter.

22.9.7 Finalize Alphablox Installation

The Alphablox repository tables do not exist yet. They are created the first time the
Alphablox applications connect to to the database.

Stop the WebDashboard Cluster. Navigate to:

—-—-> Servers
-——-> Clusters

New I Delete ] Start || Stop I Ripplestart | ImmediateStop

Pl

Select Name 2 Status ()

v

D BPELCluster
MECluster

MonApplicationCluster

MonSupportCluster

SupportCluster

@ vl WebDashboardCluster

¥ 8 8 8 B B

1. Tick WebDashboardCluster.

2. Press
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Once the cluster is stopped, start WebDashboard Cluster Member 1 ONLY. Navigate
to:

-—> Servers
--—--> Application Servers

vl WebDashboardCluster Member01 | W6201LN3WEMNode01 | ND 6.1.0.23 WebDashboardCluster | 3

"""" WEM 6.2.0.1

D WebDashbeardCluster Memberd2 | WE201LN4WBMNodeO1 |ND 6.1.0.23 WebDashboardCluster | 8
WEM 6.2.0.1

1. Tick WebDashboardCluster_Member01 and press

Open the SystemOut log file of WebDashboardCluster_Member01 once the server is
started. Verify that following log entries exist:

Creating the destination repository...

Copying the source repository (this may take a few minutes)...
Updating the server to point to the destination repository...
Repository operation completed successfully

IBM Alphablox (AlphabloxAnalytics) started (06/24/09 12:42:28)

The repository tables have been created now.

Start WebDashboard Cluster Member 2. Navigate to:

-—> Servers
—-—-—--> Application Servers

D WebDashboardCluster Member01 | WE201LNZWEBMNodeO1 | ND 6.1.0.23 WebDashboardCluster |
WEM 6.2.0.1

@ WebDashboardCluster Member02 | W6201LN4WEBMNodeO1 | ND 6.1.0.23 WebDashboardCluster | 8
WEM 6.2.0.1

1. Tick WebDashboardCluster_Member02 and press Start.
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Open the SystemOut log file of WebDashboardCluster_Member02 once the server is
started. Following log entry exists:

Destination repository exists and OVERWRITE has not been specified

This entry indicates that Alphablox on W6201LN4 was not able to register itself within
the common destination repository since OVERWRITE or UPDATE were not be spe-
cified due to a missing Alphablox instance (the repository conversion tool which allows
to specify UPDATE or OVERWRITE is only available when an Alphablox instance exists.
In turn the Alphablox instance gets created the first time the Alphablox Applications
starts).

In case Alphablox can't register to a destination repository a file based repository is
used instead. In the next steps the Alphablox instance will be configured to use the
common destination repository that is also used by the Alphablox installation which
resides on W6201LN3.

In order to verify the Alphablox configuration later on both nodes the Alphablox Ad-
ministrative Console is used. Therefore the corresponding HTTP ports have to be
opened.

Navigate to:

--> Environment
-—-—-> Virtual Hosts

> default host
> Host Aliases

Create following entries:
D w6201In3.boeblingen.de.ibm.com 9082

|:| w&201In4.boeblingen.de.ibm.com 5082

Save and Synchronize I

Stop the WebDashboard Cluster, both WebSphere Business Monitor nodes and the
Deployment Manager again.

409



On WebSphere Business Monitor Node 2 (W6201LN4Node0O1) navigate to:

cd /opt/Alphablox/tools/convert I

Note: In case the Alphablox instance name is not set the conversion can't be
executed. In that case the Alphablox instance name has to be set first (Option
2). The name of the instance is AlphabloxAnalytics.

Start the convert repository tool:

./ConvertRepository I

Please choose an option:
1)
2)
3)
4)
5)
6)
7)
8)
9)

Select (1-9): 3

Set IBM Alphablox File Manager root [/opt/Alphablox/repository/]
Set IBM Alphablox instance name [AlphabloxAnalytics]

Convert one repository to another

Create an empty database repository

Verify and repair a repository

Change IBM Alphablox to use a different repository

Conversion Utility options

Configure Web Application Server Connection pooling

Exit

Specify 3 to convert one repository to another. Press Enter.

Please choose an option:

Convert from file to database
Convert from database to file
Convert from file to file

Convert from database to database
Go back to main menu

O w N

Select (1-5): 1

Specify 1 to convert from file to database. Press Enter.

Convert File To Database
Source File System

Repository root [/opt/Alphablox/repository/]:

Leave the repository root default (/opt/Alphablox/repository) and press Enter.
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1) Continue, 2) Re-enter, 3) Go back to main menu Select (1-3): 1

Specify 1 and press Enter.

Convert File To Database
Destination Database

Please select the database type:

1) Oracle
2) Go back to main menu

Select (1-2): 1

Specify 1 to select Oracle. Press Enter.

Server: W6201L30.boeblingen.de.ibm.com I

Enter the host name of the database (here: W6201L30.boeblingen.de.ibm.com).
Press Enter.

Port [1521]:

Leave the default port value (1521) and press Enter.

SID []: ORCL

Specify ORCL as database name. Press Enter.

Schema (if different from user):

Don't specify a schema. Press Enter.

User: WBM ABXDB I

Specify WBM_ABXDB as user. Press Enter.

Password: <password> I

Specify the password for the database.

1) Continue, 2) Re-enter, 3) Go back to main menu Select (1-3):1

Specify 1 and press Enter to continue.
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The following questions can be answered by using the first character
in the selected option or press <ENTER> for the default.

Enter conversion operation (COPY, MOVE) [COPY]:

Leave the default (Copy) and press Enter.

Enter repository creation operation (NEW, UPDATE, OVERWRITE) [NEW]: UPDATE

Specify UPDATE and press Enter. This will keep the existing structure of the
repository and update it with the data from this repository.

Update IBM Alphablox to use the destination repository [Y]: Y

Specify Y and press Enter.

Update IBM Alphablox properties in the destination
repository (ALL, SPECIFIC, GLOBAL, NONE) [ALL]:

Leave the default (All) and press Enter.

Below is a description of the options selected:
* Copy source repository to destination repository. Update existing
destination

repository by placing source repository over destination repository.
* Set Alphablox to point to the destination repository.
* Copy all Alphablox server properties to the destination repository.

1) Continue, 2) Re-enter, 3) Go back to main menu Select (1-3): 1

Specify 1 and press Enter.

Copying the source repository (this may take a few minutes)...
Updating data types in TYPES table...

Creating any missing indexes...

Updating the server to point to the destination repository...

Do you want to move source Cluster Manager settings to the destination
(Y/N) [Y]: Y

Specify Y and press Enter. This will start the repository conversion.
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Repository operation completed successfully

Please choose an option:
1)
2)
3)
4)
3)
0)
7)
8)
9)

Select (1-9): 9

Set IBM Alphablox File Manager root [/opt/Alphablox/repository/]
Set IBM Alphablox instance name [AlphabloxAnalytics]

Convert one repository to another

Create an empty database repository

Verify and repair a repository

Change IBM Alphablox to use a different repository

Conversion Utility options

Configure Web Application Server Connection pooling

Exit

Specify 9 and press Enter.

Start again the Deployment Manager, both WebSphere Business Monitor Nodes and
then the WebDashboard Cluster.

Following entry should now exist in the SystemOut log files of both cluster members of
the WebDashboard Cluster.

IBM Alphablox (AlphabloxAnalytics) started (06/24/09 12:42:28)

Following entry should not exist any longer within the log of
WebDashboardCluster_Member2 (W6201LN4Node01):

Destination repository exists and OVERWRITE has not been specified

Open a browser and open the Alphablox Administrative Console on W6201LN3:

‘http://w62011n3.boeblingen.de.ibm.com:9082/AlphabloxAdmin I

Authenticate with vmmuser and the corresponding password.

Navigate to:

—-—> Administration
—-——-> Repository Manager
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| apPLICATIONS [ ADMINISTRATION |ASSEMBLY

General

?};’f‘.l.e_ ol Repository Service Provider Alphablox Database Service Provider
Repository Manag Database Adapter Oracle Driver
IBM Alphablox Cubo Server Name W6201L30.boeblingen.de.ibm.com
Manager
Cluster Options Port Number 1521
SID ORCL
- Default Usemame WEBM_ABXDB
[Custom Properties | =
. Database Schema WEM_ABXDE
User Definitions -

Application Definitions Repository Encoding UTF-8

The settings should point to the repository which was specified during installation.

Open a browser and open the Alphablox Administrative Console on W6201LN4:

http://w62011n4.boeblingen.de.ibm.com:9082/AlphabloxAdmin I

Authenticate with vmmuser and the corresponding password.

Navigate to:

--> Administration

--—--> Repository Manager

The settings should exactly be the same as in the Alphablox Administrative Console
on W6201LN3.

Note: Installation and configuration of Alphablox is successful when both
Alphablox instances point to the same database repository.
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Stay in the Alphablox Administrative Console on W6201LN4.
Navigate to:

—--> Administration
-—-——-> Data Sources

—General |

Groups | Uses |

[T Cubes |

Applications
Data Sources

| TestSelected Data Source |

|Canned

=

1. Press
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General ] Groups | Users | Application: Data Sources Cubes

Data Sources

Create Data Source

Data Source Name @ I}!CE\IITO?« I

Canned Description

Adapter @

Application Server Data Source Name] idbe/wkm/MonitorDatabase

Default Usemame @ WPS MONITCRDB
Default Password I sssnse I@

Use IBM Alphablox Usemame

A

lication Server Data Source wal |

N W
and Password |
Maximum Rows 10000
Maximum Columns 1000

@ save I cancer

1. Enter MONITOR as Data Source Name.

2. Select Application Server Data Source.

3. Enter jdbc/wbm/MonitorDatabase as Application Data Source Name.

4. Enter WPS_MONITORDB as Default Username.

5. Enter the database password.

6. Press
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Data Sources

|__General | Groups | Users
Data Sources

®[ [ Test Selected Data Source |
O)

1. Select the MONITOR Data Source.

2. Press Test Selected Data Source

The Connection to the Monitor data source has to be successful.

Test MONITOR Data Source Connection
Connection to the MIONITOR data source was successful!

Connected in: Om Os 276ms

Connected as user: WPS_MONI B
Close

1. Press
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General I Groups | Users | Applications Data Sources Cubes
Data Sources

[ TestSelected Data Source |

Canned
MONITOR

Ol

1. Press Create to create another data source.

General Groups | Users |

Applications Data Sources ubes

Data Sources

Create Data Source
[ filter:
Data Source@ I MONITOR CUBE I
Canned Description
MONITCR Adapter

Alphablox Cube Server Adapter
Maximum Rows 1000

Maximum Columns | 1000

1. Enter MONITOR_CUBE as Data source

2. Select Alphablox Cube Server Adapter

3. Press
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22.10 Enable widgets in Business Space

Login to W6201LN3.boeblingen.de.ibm.com as user and navigate to the following
directory:

cd /WBM62/BusinessSpace/registryData I

Edit:

‘bcmEndpoints.xml

Change all the <tns:url> tags to point to the default secure port of the proxy server
e.g.
<tns:url>https://<proxy-host>:444/rest/bpm/businesscalendar</tns:url>

Edit:
bpcEndpoints.xml

Change all the <tns:url> tags to point to the default secure port of the proxy server
e.g.

<tns:url>https://<proxy-host>:444/rest/bpm/htm</tns:url>
<tns:url>https://<proxy-host>:444/rest/bpm/bfm</tns:url>

Edit:

‘monitorABXEndpoints.xml

Change all the <tns:url> tags to point to the default secure port of the proxy server
e.g.

<tns:url>https://<proxy-host>:444/rest/</tns:url>

Edit:

‘wpsEndpoints.xml

Change all the <tns:url> tags to point to the default secure port of the proxy server
e.g.
<tns:url>https://<proxy-host>:444/rest</tns:url>
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Edit:

‘monitorEndpoints.xml

Change all the <tns:url> tags to point to the default secure port of the proxy server
e.g.

<tns:url>https://<proxy-host>:444/rest/bpm/brules</tns:url>

Copy all xml files from

/WBM62 /BusinessSpace/registryData

to the W6201LN3WBMCustomO01 profile in the directory

/WBM62 /profiles/W6201LN3WBMCustom0l/BusinessSpace/registryData

Note: Create the directory <profile_home>/BusinessSpace/registryData if it
does not exist.

Do the same steps on the W6201LN4WBMNode01 server and copy it to the
W6201LN4WBMCustomO01 profile.
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22.10.1 Map Business Space

Navigate to:

Applications
-> Enterprise Applications

and select "BusinessSpaceManager”.

The "BusinessSpaceManager configuration" panel is displayed:

General Properties ( 1 )_5

# Name Q i
Manage Modules

Web Module Properties

tion reference validati

Issue wamings v ion man men
Context Rogt For Web Modyles

15P reload options for web modules

Detail Properties

1. Select "Manage Modules”

The "BusinessSpaceManager Manage Modules" panel is displayed:

Clusters and Servers:

L Y FF

EEEN = icati A
@ W.bSphem:uII:CcIIO!..clustar:WobDashboardCIustnr @
WebSphere:icell=Cell01,cluster=MECluster
':\'ebs hem;aelI-:-CclIOl.node-leSNodc.urvar-htt erver v Apply
Remove | Update | Remove File | Export File ]
Select| Module URI
@ [ | 1em espace manacer BSpaceManager.var, WEB-INF/web.xml

1. Select Module “IBM_BSPACE_MANAGER”".

2. Select both "WebDashboardCluster” and “httpserver”.

3. .Press [F}, then 84 and then
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The module should now be mapped to the WebDashboard Cluster and the
HTTP server:

L=[f o
Salact| Medule URI Moduba Type Sarvar

- & e = WabSaharescall=Callol,nodus IHSNods, servarshitpasrvar
O | 184 gSsaCE MaNAGER ESpacablannger.vmr, WEB- N/l sm Wab Nodule VWabSahurs:eall=Callol, custariWabDashboardCluster

Open the deployment manager integration solution console, navigate to

Applications
-> Enterprise Applications

and select “"IBM_BSPACE_WIDGETS".

The "IBM_BSPACE_WIDGETS configuration" panel is displayed:

General Properties @u-

+ Name
Manage Modules
|:I:'-'_i:':'—'—'_:_.'.iL=_":': ]
Web Module Properties
ion reference validati
| Issue warnings e Session mansgement

Context Root For Web Modulgs

1. Select "Manage Modules”.
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The "IBM_BSPACE_WIDGETS Manage Modules" panel is displayed:

Clusters and Servers:

Eent ll=Cell01,cl Wek e iCluster
2 L - th= | = TIECIOSTET
Remaove ] Update Remaove File Export File

Select| Module

M =2 EA

IEM BSPACE WIDGETS PROCESS SERVER

IBM BSPACE WIDGETS COMMON

®

IBM BSPACE WIDGETS PUB SERVER

M _BSPA FORM
WEMDashboard

Dashboard.ABX

IBM BSPACE WIDGETS VISUAL STEP
Health Monitor

acurity M3 ar Wi ks
BusinessCalendarMgrapp

URI

BSpaceWidgetsFabric.var, WEB-INF/web.xml
BSpaceWidgetsProcessServer.war, WEB-INF/web.xml
BSpaceWidgetsCommon.war, WEB-INF/web.xml
BSpaceWidgetsPubServer.war, WEB-INF/web.xml
BSpaceWidgetsForms.var, WEB-INF/web.xml|
WEBMDashboardWeb.var, WEB- INF/web.xml
WEBMDashboardABX.war, WEB- INF/web.xxml
BSpaceWidgetsVisualStep.war, WEB-INF/web.xml
hmvidget.war, WEB-INF/web.xm|
SecurityManagerWidgets.war, WEB-INF/web.xml

bemgr.war, WEB-INF/web.xml

1. Select all modules.

2. Select both “WebDashboardCluster” an

3. .Press [X99N, then [8J and then

d “httpserver”.
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All modules should now be mapped to the WebDashboard Cluster and the
HTTP server:

(=il ]

Select| Moduls uRI Module Type | Server
cluster + !
O | 18w eseace wingETs Fagaic BSpaceWidgetsFabric.nar, WEB- INF/wab.xml wab Module iy TS rod S
O M _BSPACE WIDGETS P g BSpaceWidgetsProcessServer.var, WEB- INF/web.xmi Web Module 2 A gutes huster
O |1em esea SETS COMMON BSpaceWidgetsComman.war, WEE- INF/ wab.xmi Wab Module | WebSeh fl=Caliot.cluste luster
e : N - 2 I=Cellot cluster luster
[0 | 18M SPACE WIDGETS PUB SERVER war, WEB- INF/ wab, Web Module i TS E
o M BSPACE WIDGETS FQRM BSpaceWidgetsForms.var, WEB-INF/web.xml Web Module b Tt huster
O | wempashboard WEMDashboardWeb. war, WEB- INF/wab.xmi Web Module w01 uste luster
1] hioard ABX WEMDashboardABX.war, WEE- INF/web.xm| Waeb Module g . :“g:'““’ o > o Ea
il M _BSPACE W VISUA B idg NEB-INF/ voab.cml Web Module | WebSph i :::‘g:'“‘":“" hboardCluster
[0 | Health Moniter hmwidget.war, WEE-INF/ wab.xml Web Moduls :::g: ste, lustar
b " INET ll=Cell01,cluste: fuster
4] sity Managar Wi SecurityManagerWidgets.war, WEB-INF/wab.xm| Web Module benh =Cali01. e sariarE s rar
(4] in lgndartigra bemgr.war, WEE- INF/ web.ml Web Module L -Ep Chistar
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22.11 Generate and propagate IHS Plug-in

Navigate to “Servers » WebServers”

acaraca Plug-ia .®"ﬁ.’ ia || New || Dolete || Templares.. || Stare || Seep || oo |
L=l il o

Select Name 2 Wab server Type O Node = Varsion = Status &
I 7 | hitessrver [BM HTTE Sarver 1MSHode Kot applicable + I

Total 1

1. Select “httpserver”.

ML Generate Plug-in

A message indicates that the plug-in (plugin-cfg.xml) was created:

B Messages

[} pLGC00051: Plug-in configuration file = /WPSE2/profiles/Dmgr01/config/cells/Cell01/nodes/IHSNode/ servers/httpserver
fplugin-cfg.xxml
[ pLeco0S21: Plug-in configuration file generation is complete for the Web server Cell01.IHSNode.httpserver.

Navigate to “Servers » WebServers” (if not already there)

] @- [emsi | san | e | oni ]
BN

Select Name 2 Wab server Type O Node = Varsion = Status &
I 7 | hitessrver [BM HTTE Sarver 1MSHode Kot applicable + I

Total 1

1. Select “httpserver”.

2. Press (g ELEICRHIVRTY

A message indicates that the plug-in (plug-cfg.xml) was propagated.

B Messages

[ pLGCOOS21: The plug-in configuration file is propagated from /WPS62/profiles/Dmgr01/config/cells/Cell01/nodes
JIHSNode/servers/hitpserver/plugin-cfg.xml to /ihs7/Plugins/config/httpserver/plugin-cfg.xml on the Web server computar.

[} PLGCOO481: The propagation of the plug-in configuration file is complete for the Web server Cell01.IHSNode. httpserver.
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Navigate to “Servers » WebServers” (if not already there)

1. Select “httpserver”.

2. Press (wait until the server is stopped).

3. Press (wait until the server is started).
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22.12 Verify the Business Space

Re-Start the WebSphere Business Monitor Nodes, the Deployment Manager and the
WebDashboard Cluster. Additionally start the WebSphere Process Server Nodes, the
Proxy Node, the MECIuster, SupportCluster, BPELCluster, MonSupportCluster and
MonApplicationCluster. Finally start the Proxy Server.

Open a http browser and navigate to the Business Space website, e.G.
https://<webserver>/BusinessSpace

& Your Business Space

User D

Password

B Manage Business Spaces

Login

Note: The WebSphere Process Server and WebSphere Business Monitor related
widgets are only able to connect to their corresponding REST services if the
proxy server is running.
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Chapter 23 Install the Claims Handling application

The sample application that should run on our cluster is Claims Handling. This

application is one of the samples shipped with WebSphere Process Choreographer.
Documentation and download files can be found at URL:

‘ http://publib.boulder.ibm.com/bpcsamp/index.html

The application was installed using the admin console. Navigate to

--> Applications

--—--> Enterprise Applications
—————— > Install

The “Enterprise Applications” panel is displayed:

Preparing for the application installation

Speacify the EAR, WAR, JAR, or SAR module to upload and install.

Path to the new application

I"\;:" Local file system I

b
@I C:‘M:H:ndlng‘.ilam:l ‘Browse II

O Remote file system

Context root

Usad only for standalone Wab medules (.var filas) ar

How do you want to install the application?

G) Prompt me only when additional information is required.

¢

D Show me all installation options and parameters.
i Next | Cancel

1. Select Local file system

2. Type in the path to the ClaimsHandlingApp.ear

3. Click m in the “Preparing for application installation” panel.
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The “Select installation options” panel is displayed:

Application
Install New Application

Specify options for installing enterprise applications and modules.

Step 1: Select Select installation options

installation options

Specify the various options that are available to prepare and insta
Step 2 Map
modules to servers E Precompile JavaServer Pages files

Step 3 Summary Directory to install application

Distribute application

O use Binary Configuration
Deploy enterprise beans
Application name
ClaimsHandlingApp

Create MBeans for resources

D Enable class reloading

Reload interval in seconds

D Deploy Web services

Validate Input off/warn/fail
varn (3]

Process embedded configuration

File Permission

Allow all files to be read but not written to
Allow executables to execute
Allow HTML and image files to be read by everyone

[-*\.dll=755%.%\.50=755%.%\.a=755=.%\.5|=755

Application Build 1D
Unknown |

O atiow dispatching includes to remote resources

O atow servicing includes from remote resources

Accept the Defaults in the “Select installation options” panel.

1. Click \I3%#
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The "Map modules to servers” panel is displayed:

Install New Application L
Specify options for I | and modul
Select Map modules to servers
installation opticns
Specify targets such as application servers or clusters of application servers whare you want to install
=% Step 2: Map the that are i in your i Modules can be installead on the same application
modiules to servers server or dispersed among several application servers. Also, specify the Web servers as targets that
serve as routers for req to this I The plug-in fig ion file (plugin-cfg.xml) for
Step 3 Summary each Web server is generated, based on the applications that are routed through.
Clusters and Servers:
bSph all01,cl Clustar -
bSph llol,cl Tuste (=
bSph li=Cell01,cl i luster =
ph I=Cell01,el b hboardCluster
ellol, luster 18] [ apply
Select Module URI Server

Clai al
[0 | claimsHandlingEle TP/ efb-jar scrm)

| Previous Cancel

The applicatibn is alrea"dy mapped to the BPELCluster by default.

1. Leave the defaults and click {3 ea

EIB.jar,META- | WebSph li=Callo1, Cluster
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Install New Applic.

Specify options for i

The "Summary” panel is displayed:

Step 1 Select

installation options

Step 2 Map

modules to servers

Step 3: Summary

Summary of installation options
Options | Values
| Precompile Javasenver Pages files Ne

Directory to install application

| Distribute application Yes
| Use Binary Configuration No
| Deploy enterprise beans Yes

pplication name ClaimsHandlingApp
| Create ME:

s for resources Yes

| Enable class reloading Ho
| Reload interval in seconds

o5 N

Deploy Web sarvi
| v

ate Input off/warn/fail warn

| Precess ambedded configuration

| File Permission . dll=7552. % 50=755#. % .a=755%.%

\.5l=755
| Application Build ID Unknewn
atching includes to remote

| resources

| Call/Node/Server | ctick bera

& to dules were d to Web servers. The plug-in configuration file
H iGlae vl

{plugin-cfg.xml) for each Web server is d based on the i ich

are mapped to it, therefore no Web server will route requests to this application. To
change this option, select the Map modules to servers step.
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The “Application ClaimsHandlingApp” is displayed:

ADMASO0SE The application ClaimsHandingApp i2 configured in the WebSphere Applcation Server repository.
CWSCA2013L Resources for the SCA application "ClaimsHandlingApp™ are being configured.

CWSCAZ023L The EAR file "dpl_ClaimsHandlingApp_ear” is being loaded for the SCA moedule.

CWSCA30171: Installation task “Resource Task for SCA Messaging Binding and EIS Binding” is running.
CWSCAZ01TL installation task "Resource Task for SCA Messaging Binding and JWS Binding™ is running.
CWSCA301TL Instaliation task “SBus Destination Resource Task for SCA Asynchronous Invocations” is running.
CWSCA3017L Installation task "EJB NamespaceBinding Resource Task for SCAImpeoriBinding™ is running.
CWSCA301TL Installation task "SiBus Destination Resource Task for SCA SOAP/MS invocations” is running.
CWSCA301TL Installation task "PolicySet Task for JaxWsimportBinding and Jax¥WsExportBinding” i running.
CWSCA3014L Resources for the SCA application "ClaimeHandling4pp™ have been configured successfully.
AOMASOT 1k The cleanup of the temp directory for application ClaimsHandlingApp is complete.

ADMASDT 3L Application ClamsHandingApp installed successfully.
Application ClaimsHandlingApp installed successfully.

[To start the application, first save changes to the master configuration.

Changes have been made to your local configuration. You can:
® Save directly to the master configuration.

® Review changes before saving or discarding.
[To work with installed applcations, click the "Manage Applications” button.

Manage Applications

Save and Synchronize.
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23.1 Start the ClaimsHandlingApp

In the administrative console, navigate to Applications -> Enterprise
Applications, select ClaimsHandlingApp and click Start:

The Enterprise Application panel is displayed:

3

Enterprise Applications

Use this page to manage installed 1] A single i can be deployed onto multiple servers.
B Preferences

I Start Ismg' Install || Uninstall || Update || Rollout Update Remove Fila | Export || BxportDOL || EcportFile
eyl
&8 3P

Name 2 Application Status &)

AlphabloxPlatform
AppSchedular
ApplicationStudio

Py llactor lystar
EPCExplorer SupportCluster
BPEContainer BPELCluster

ulesManager lustar

Busingss ceManager

ClaimsHandlingApp

&

Ojjoojojojojoo|o|g
a8

AR R 2 2 I A A 2 J

HIM Br finedTaskMsg V620 BOELClugter

1. Select ClaimsHandlingApp.
2. Click S

After a successful application start, the following message is displayed.

E Messages

[ Application ClaimsHandling&pp on server BPELCluster Member0l and node
We201LN1WPSNodell started successfully.

[ Application ClaimsHandling&pp on server BPELCluster_Member02 and node
WEZ01LNZWPSNodell started successfully.

e Application ClaimsHandlingApp started successfully on all the servers in cluster
BPELCluster.
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Chapter 24 Install the Claims Handling Monitor Model

Based on the Claims Handling application a simple Monitor Model has been created.
It contains several Metrics, Key Performance Indicators and Visual Models.

Explaining the logic of the monitor model is beyond the scope of this document. The
goal is to provide general instructions on how to deploy a monitor model in a clustered
environment using an Oracle database.

241 Configure Queue Bypass

According to the Info Center WebSphere Business Monitor provides two methods for
receiving events from the CEI server: queue based or queue bypass. Queue based
event management uses JMS to process events. Queue bypass enables you to process
events without using an intermediate JMS queue. For most environments, using the
queue bypass method improves performance and simplifies the system configuration.
With the queue bypass method, the events do not use a JMS queue configured for the
monitor model. Rather, the events are directed to the event database table for the
monitor model.

For more information on Queue Based / Queue Bypass consult the Info Center:

http://publib.boulder.ibm.com/infocenter/dmndhelp/vé6r2mx/index.jsp?
topic=/com.ibm.btools.help.monitor.install.doc/admin/cfg gb single cell.htm
1

Queue Bypass needs to be configured on the machines that host the Common
Event Infrastrucure (W6201LN1.boeblingen.de.ibm.com and
W6201LN2.boeblingen.de.ibm.com).

Note: Since WebSphere Business Monitor binaries have not been installed on
the machines that host the Common Event Infrastructure several files have to
be copied from any of the WebSphere Business Monitor Machines (
W6201LN3.boeblingen.de.ibm.com or W6201LN4.boeblingen.de.ibm.com) to
W6201LN1.boeblingen.de.ibm.com and W6201LN2.boeblingen.de.ibm.com

Copy all files from /WBM62/scripts.wbm/QueueBypass on
W6201LN3.boeblingen.de.ibm.com OR W6201LN4.boeblingen.de.ibm.com to
/WPS62/temp on W6201LN1.boeblingen.de.ibm.com AND
W6201LN2.boeblingen.de.ibm.com
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Logon to W6201LN1.boeblingen.de.ibm.com as user root. Navigate to:
/WPS62/temp I

Specify following command:

./setupQueueBypass.sh -wasHome /WPS62 -profileName W6201LNIWPSCustom01l
-profilePath /WPS62/profiles/W6201LN1WPSCustom0l -cellName CellOl
-nodeName W6201LN1WPSNodeOl

Start Setup Queue Bypass Script

wasHome=/WPS62

profileName=W6201LN1WPSCustomO1l

profilePath=/WPS62/profiles/W6201LN1WPSCustom01l

cellName=CellOl

nodeName=W6201LN1WPSNodeO1l
/WPS62/profiles/W6201LN1WPSCustom0l/bin/setupCmdLine. sh

call setupQueueBypass.ant

/WPS62/bin/ws ant.sh -buildfile setupQueueBypass.ant -DwasHome=/WPS62
-DprofileName=W6201LN1WPSCustomO1l
-DprofilePath=/WPS62/profiles/W6201LN1WPSCustom0l -DcellName=CellO1l
-DnodeName=W6201LN1WPSNodeO1l

Buildfile: setupQueueBypass.ant

removeQuotes:
[echo] wasHome: /WPS62

[echo] wasHome2: /WPS62
[echo] profilePath: /WPS62/profiles/W6201LN1WPSCustom0Ol
[echo] profilePath2: /WPS62/profiles/W6201LN1IWPSCustom01
[delete] Deleting: /WPS62/temp/tmp out.txt
installAll:
[echo] WAS HOME: /WPS62
[echo] PROFILE PATH: /WPS62/profiles/W6201LN1WPSCustom01

cellName: CellOl
nodeName: W6201LN1WPSNodeOl

[unzip] Expanding: /WPS62/temp/queue routing plugins.zip into
/WPS62/plugins

[echo] NODE META DATA FILE:
/WPS62/profiles/W6201LN1IWPSCustom0l/config/cells/Cell01l/nodes/W6201LN1IWPSN
ode0l/node-metadata.properties

[echo] Add WBM routing feature
[propertyfile] Updating property file:
/WPS62/profiles/W6201LN1WPSCustom0l/config/cells/Cell01/nodes/W6201LNIWPSN
odel0l/node-metadata.properties

[echo] Done add WBM routing feature

]
]
[echo] profileName: W6201LN1IWPSCustom(O1l
]
]

BUILD SUCCESSFUL
Total time: 0 seconds
Done

Navigate to:

/WPS62/profiles/W6201LNIWPSCustom01/bin I
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Specify following command:

./osgiCfgInit.sh I

Repeat the Queue Bypass configuration on W6201LN2.boeblingen.de.ibm.com:

./setupQueueBypass.sh -wasHome /WPS62 -profileName W6201LN2WPSCustomO1l
-profilePath /WPS62/profiles/W6201LN2WPSCustom0l -cellName CellO1l
-nodeName W6201LN2WPSNodeO1l

Navigate to:

/WPS62/profiles/W6201LN2WPSCustom01/bin I

Specify following command:
./0sgiCfgInit.sh I

Re-start all Java Processes (except Proxy nodeagent, Proxy server and
WebServer):

- MECluster

«  SupportCluster

«  BPELCluster

«  MonApplicationCluster

«  MonSupportCluster

«  WebDashboardCluster

-  Deployment Manager

- WebSphere Process Server nodeagents

- WebSphere Business Monitor nodeagents
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24.2 Deploy the Claims Handling Monitor Model

The application was installed using the admin console. Navigate to

--> Applications
-—-—--> Monitor Models

The “Monitor Models” panel is displayed:

Monitor Models il

Monitor Models

Use this page to manage all versions of meniter modaels and their associated applications. To start or stop a version of a
monitor medel, you must start or stop the associated application. All models are initially added to the root resource group and
may not be visible by its intended dashboard users. Use the Monitor data security panel to assign permission to the models.

@ Prafer
Star | Update
el
b

Salect| Modal

Varsion Deploymant J Application £ Status ()
Kone

Total 0

1. cIickm
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The “Preparing for the application installation” panel is displayed:

Specify the EAR, WAR, JAR, or SAR module to upload and install.

Path to the new application

Qo=
| Full h
@ I C:".ClamsHanding"Elamsl Browse_
O

Remote file system

[(Erovse... |

Context root

Used only for standalone Web modules (.war files) and SIP modules (.sar files)

How do you want to install the application?
\ 3]
C.r Prompt me only when additional information is required.
@Iﬁ} Show me all installation options and parameters.l

@I Next || Cancell

1. Select Local file system

2. Type in the path to the ClaimsHandlingMMApplication.ear

3. Select Show me all installation options and parameters.

4. Click I
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The “Preparing for the application installation” panel is displayed:

Choose to generate default bindings and mappings.

D Generate Default Bindings

Prefixes:

@ Do not specify unique prefix for beans

O Specify Prefix:

n

o

Override:
@ Do not override existing bindings

O Override existing bindings

Specific bindings file

Prev! : 'I Cancel l

1. Leave the defaults and click m

The “Application Security Warnings” panel is displayed.

Specifies the resulting security warnings from an analysis of this application.

The contents of the was.policy file -

/¥ AUTOMATICALLY GENERATED ON Thursday, June 25, 2009 11:07:46 AM CEST*/
/* DO NOT EDIT */

grant codeBase "file:${application}" {
permission java.security.AllPermission;

@I Continue I Cancel |

1. Click [ NTTs
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The “Select installation options” panel is displayed.

ew Application

Specify options for installi

and

Step 1: Select
installation options

Step 2 Map
modules to servers

Step 3 Map shared
libraries

Step 4 Provide JNDI
names for beans

Step 5 Map EJB
rafarences to beans

Step & Map
ource references
to resources

Step 7 Map
resource
environment entry
references to
resources

Step 8 Correct use
of systerm identity

Step 9 Ensure all
unprotected 2.x
methods have the
correct laval of
protection

Step 10 Select
Monitor model
options

Stap 11 Salect
Monitor model
Alphablox options

Step 12 Select
Monitor model CEI
options

Step 13 Summary

Select installation options

Specify the various options that &

a Brecompile JavaServer Pages files

Directory to install application

Distribute application
D Use Binary Configuration

O Deploy enterprise beans

Application name

ClaimsHandlingMMApgli|
Create MBeans for rescurces

O en

Reload interval in seconds

clazs reloading

O Deploy Wab services
te Input off/vwarn/fail

l:l Process embedded configuration

File Permission

|lable to prepare and install your application.

Allow all files to be read but not witten to
Allow executables to execute
Allow HTML and image files to be read by everyons

[*\.di=755#."\.s0=755%.*

lication Build 1D
Unknown

O attow di hing includes to remote

a=735% F\3l=755

D Allew servicing from remote

1. Leave the defaults and click m
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The “Map modules to servers” panel is displayed:

Install New Application ?

Specify options for i

g enterprise and dul

Step 1 Salect Map modules to servers

installation options

Spacify targats such as application servers or dusters of application servers whare you want to install the modules that are

=} Step 2: Map ined in your | i dules can be i lled on the same application server or dispersed among several
modules to servers ion servers. Also, specify the Web servers as targets that serve as routers for requests to this application. The

Stap 2 Map shared

libraries

Step 4 Provide JNDI It
namas for beans B

Step 3 Map EIB i
umem“':: il WebSphere:cell=Cell01,cluster=MECluster [ Apply I

to resources Select Module URI | Server

: ; .| Clai dli delLogic.jar,META- | WebSph ll=Cell01,cl Cluster
Step 7 Map [#] | claimsHandlingMMMadelLogic Sl
resource 1 + 1 |
environment & = o = dlingl Jar,META- 2llo1 Cluster
references to < INF/ ejb-jar.xml
resources - -

Step 8 Correct use
of system identity

Step 9 Ensure all
unprotected 2.x
methods have the
correct level of
protection

Step 10 Select
Monitor model
options

Step 11 Select
Monitor model
Alphablox options

2 Select
Monitor model CEI
options

Step 13 Summary

Previous I Next Cancel |

1. Select both modules (ClaimsHandlingMMModelLogic and ClaimsHand-
lingMMModerator)

2. Select MonApplicationCluster.

3. Press m
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The “Map modules to servers” panel is displayed again. Now both Monitor
Model modules are mapped to the MonApplicationCluster:

Install New Application id

Specify options for i

Step 1 Select Map modules to servers
installation options.

Step 2: Map in your application. Mod talled on the same application server or dispersed among several application servers. Alse,
modules to servers specify the Web serve ats jerve as routars for reguests to this application. The plug-in configuration file {plugin-
cfg.xml) for each Wab is generated, based on the applications that are routed through.

Step 3 Map shared

Nbraries Clusters and Servers:
bsph lI=Celloa,cl luster ~
o bSph i|=Cali01. (3l
Step 4 Provide JNDI RES ENIEOEI RS LR L O —
|WabSph el E
names for beans b I RERETERRR—
Step 5 Map E)8 bsph ll=Cello1,cl lustes || apsly |

references to beans

B D
Map

rasource referances RS T 0] | urt Sercar
to resources f i Fam ] e e ]

el

. " .| Clai
. ] :Cla-rr!lHIndI-ngMuMedqlug.c. il

Step 7 Map

rescurce

environmaent entry
ranc

ClaimsHandlingMMModerator. jar, META- bSph ll=Cell0 1, cluster licationCluster
| INF/ajb-jar.xml

E ClaimsHandlingMMMadarator

ws to
resources
S Correct use
of system identity

Step 9 Ensure all
unprotected 2.x
mathods have the
correct level of
protection

Step 10 Select
Monitor model
options

Step 11 Select
Monitor model
Alphablox options.
Stap 13 Select
Monitor model CET

options

Step 13 Summary

Previous Next I Cancel I

1. Select Step 10: Select Monitor model options

443



The “Select Monitor model options” panel is displayed:

Install New Application {4

Specify options for installing enterprise applications and modules.

Step 1 Select

installation options

Step 2 Map
modules to servers

Step 3 Map shared

libraries

Step 4 Provide JNDI
names for beans

Step 5 Map EIB
references to beans

Step 6 Map
resource references
to resources

Step 7 Map
resource
environment entry
references to
resources

Step 8 Correct use
of system identity

Step 9 Ensure all
unprotected 2.x
methods have the
correct level of
protection

Step 10: Select
Monitor model
options

Step 11 Select
Monitor model
Alphablox options

Step 12 Select

Monitor model CEI
options

Step 13 Ste

Previous |

Select Monitor model options

Spacify information about database scripts, model runtime options, KPI merge and
business situations merge.

Database options

I D Run scripts to create the schema I

Run scripts to enable Data Movement Services

D Run scripts to delete the schema during uninstallation

Runtime options

Processing Strategy

O 6.0.2 emulation
@ 6.1 multi-threaded

Enable event recrdering

KPI merge

Enable KPI merge from previous version

Business Situations merge

Enable Business Situations merge from previous version

Cancel

1. Check if Run scripts

2. Press m

to create the schema. is selected
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The “Select Monitor model Alphablox options” panel is displayed:

Install New Application ?

Specify options for installing enterprise applications and modules.

Step 1 Selact Select Monitor model Alphablox options

installation options

Specify the Alphablox server | and v informati You can also choose to
Step 2 Map create Alphablox cubes during the installation.
modules to servers
Location
Step 3 Map shared
T ® Local O Remote
Step 4 Provide JNDI
names for beans

Step 5 Map EIB

references to beans

Step 6 Map Security
resource references
to resources

Step 7 Map VMMuser
resource
environment entry
references to
resources

Step & Correct use o | ] Create the Alphablox cubes |

of system identity

Step 9 Ensure all
unprotected 2.x
methods have the
correct level of
protection

Step 10 Select
Monitor model
options

Step 11: Select
Monitor model
Alphablox options

2p 12 Select
itor model CEI
ons

Step 13 Summary

Previolil Next Cancel |

1. De-select Create the Alphablox cubes.

2. Press I3
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The “Select Monitor model CEI options” panel is displayed:

Install New Application 7

Specify options for installing enterprise applications and modules.

Step 1 Select Select Monitor model CEI options

installation options

Specify information about CEI configuration.
Step 2 Map

modules to servers Location

Step 3 Map shared @ Local O Remote

libraries

Step 4 Provide JNDI
names for beans

Step 5 Map EIB
references to beans

Security
Step 5 Map
resource references
to resources
VITITUS&r

Step 7 Map
resource

environment entry I-nun.

references to
resources

Step 8 Correct use __Refresh List |

of system identity
Event group profile list name

Step 9 Ensure all Select

\iBDrotaciadio e Event group profile list name Scope !
methods have the " 2
et lavalof @ .Event groups list . _dusber=3upport¢lusber. cell=CellO1, |

protection

Distribution mode
Step 10 Select

Monitor model O Active (monitor model gueue-basad)
options — —

o | @ Active (monitor model queue bypass
Step 11 Select
Monitor model O Inactive

Alphablox options

Step 12: Select
Monitor model CEI

optione
Step 1. amary

Previous |I Next || _Cancel |

1. Select Active (monitor model queue bypass)

2. Press I3

446



The “Summary” panel is displayed:

Install New Application ?

Specify options for installing enterprise applications and medules.

Step 1 Select
installation options

Step 2 Map
modules to servers

Step 3 Map shared
libraries

Step 4 Provide JNDI
names for beans

Step S Map EIB
references to beans

Step 6 Map
resource references
to resources

Step 7 Map
resource
environment entry
references to
resources

Step 8 Correct use
of system identity

Step 9 Ensure all
unprotected 2.x
methods have the
correct level of
protection

Step 10 Select
Monitor model
options

Step 11 Select
Monitor model
Alphablox options

Step 12 Select
Manitor model CEI

options
Step 13: Oary

Summary

Summary of installation options

Options Values
Precompile JavaServer es files No
.Directo_r;f to install app!ic‘ah;:n

Distribute application Yes
Use Binary Configuration No
Deploy enterprise beans No
Application name ClaimsHandlingMMApplication
Create MBeans for resources Yes
Enable class reloading | No
Reload interval in seconds

Deploy Web services Ho
Validate Input off/warm/fail | warn

P bedded configurati Ne

File Permission

F.dll=755#. %\ .50=755%.%\.a=755#.*
\.sl=755

Application Build ID Unknown
Allow dispatching includes to remote No
resources

Allow servicing includes from remote No
resources )
Cell/Nede/Server | Click here

& no application modules were mapped to Web servers. The plug-in configuration file
(plugin-cfg.xml} for each Web server is generated based on the application modules which
are mapped to it, therefore no Web server will route requests to this application. To
change this option, select the Map modules to servers step.

Previous | - Cancel
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|ADMASOS3E The ibrary references for the instalied optional package are created.

|ADMASOOSE The application ClamsHandlngMMApplication is configured in the WebSphere Application Server repository.
[ADMASO01E The application binaries are saved in WPSE2/profiles/\VE201L3MB PMDmgriwstemp/ST609251 3/workepace/celk
IADMASO0SE The application ClaimeHandBnglil Application is configured in the WebSphere Application Server repository.
[SECJ0400L Successfuly updated the applcation ClaimsHandlingllMApplication with the appContextiDForSecurity information.
CWMLC0251E Model [ClaimeHandBngh ] version [2009-D6-25T15:04:46] installation started.

CWMLCO268W: Model [ClaimeHandBngliM] version [2009-06-25T15:04:46] added to the root resource group and may not be
ICYWMLCO0253E Model [ClaimsHandBnglild] version [2009-06-25T15:04:46] registration complete.

[ADMASQOSE The application ClamsHandlnghilApplication is configured in the WebSphere Application Server repository.

|ADMAS011E The cleanup of the temp directory for application ClaimsHandlingMApplication is complete.

|ADMAS013E Application Cl gl Apphication i led successiully,
Application ClaimsHandlingMMApplication installed successfully.
[To start the application, first save changes to the master configuration.

Changes have been made to your kocal configuration. You can
P Save directly to the master configuration.
e Review changes before saving or discarding.

Save and Synchronize.
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24.3 Create the Alphablox Cubes

Navigate to:

--> Applications
-—-—--> Monitor Models
> Version (identified by the time stamp)

The Schema has been created (indicated by the green icon next to Schema
created)

Monitor Models

Models > Clai dlingMM {2009-06-25T15:04:46)
Use this page to tune and configure the error handling and KPI properties of this model version.

General

General Properties

Version Properties

Model z
Man hem
[ e
|[SaimsHancing M 1 Manage Alphablox Cubas
version nabl Movement cerv:

[2009-06-25T15:04:46 | Change CEI distribution mode

Change runtime configuration
Application

View model
[claimsHandlingMMapplication |

M. ’
CEI distribution mode anage Monitor Data

i—‘-:'.-\-- meniter model queue-based) | & R

. Purge and Archive [nstance
Active MC instances
Deployment

Dashboards enabled
Schema created
() Alphablox cubes created (optional)

I| Data Movement Service enabled (optional)

1. Select Manage Alphablox Cubes
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Monitor Models > ClaimsHandlingMM (2009-06-25T15:04:46) > M ge Alphablox Cubes

Use this page to supply the Alphablox host connection setting and then create the cubes.
After the cubes have been created, you can remove or export them.
To export the cubes XML and properties files into a zip file, click Export Cubes.

Alphablox host connection settings

m@
@) e
WE201LN3.boebling
RMI port
9811
Se(urit@
Ooi dl ® enabled
@ vmmuser

Password
assssses

Locati

Export Cubes
@I Create I Remove Cancel

1. Select Remote.

2. Enter the host name of one of the nodes that Alphablox is installed on.
(here: W62L3dmg.boeblingen.de.ibm.com is used, could be also W6201
[4m.boeblingen.de.ibm.com. Enter 9811 as RMI port (BOOTSTRAP_PORT).
The port can be determined by looking at the ports section of one of the
members of the WebDashboard Cluster.

3. Select Enabled (Global Security on the remote host).

4. Enter username and pasword of the remote host.

5. Click [fg ey
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successfully:

B Messages

[} cwmax40001: Create Alphablox Cubes latad ully.

E} cwMmLCOSS11: Model [ClaimzHandlingMM] version [2009-08-25T15:04:46] cube
[CLAIMSHANDLINGMM_CLAIMSHANDLINGPROCESS_CUB_20090625150446] created.

[} cwMLCOSS11: Model [ClaimsHandlingMM] version [2003-06-25T15:04:46] cube
[CLAIMSHANDLINGMM_CHECKCLAIM2_CUBE_20090625150446] created.

[ cwMLCOSS11: Model [ClaimsHandlingMM] version [2009-06-25T15:04:46] cube [CLAIMSHANDLINGMM_RECEIVE_CUBE_20050625150446]
created.

[} cwMLCOS5511: Model [ClaimsHandlingMM] version [2009-06-25T15:04:46] cube
[CLAIMSHANDLINGMM_CHECKCLAIM1_CUBE_20090625150446] created.

[ cwmLCOS511: Model [ClaimsHandlingMM] version [2009-06-25T15:04:46] cube [CLAIMSHANDLINGMM_CLAIMSHANDLINGPROCESS_CUEB]
created.

[ cwMLCOSS511: Model [ClaimsHandlingMM] version [2009-06-25T15:04:456] cube [CLAIMSHANDLINGMM_CHECKCLAIMZ_CUBE] created.
[ cwMLCOSS11: Model [ClaimsHandlingMM] version [2009-06-25T15:04:45] cube [CLAIMSHANDLINGMM_CHECKCLAIM1_CUBE] created.
[} cwMLCOSS11: Model [ClaimsHandlingMM] version [2009-06-25T15:04:46] cube [CLAIMSHANDLINGMM_RECEIVE_CUBE] created.

B} cwmLCO1111: Model [ClaimsHandlingMM] version [2009-06-25T15:04:46] step [createAlphabloxCubes] completed.

[} cwMaX40001: Create Alphablox Cubes I ully.

B} cwmLco1241: Model [ClaimsHandlingMM] version [2009-06-25T15:04:46] Alphablox cubes start completed.

Deployment

Dashboards enabled
Schema created
Alphablox cubes created (optional)

[:] Data Movement Service enabled (optional)

The Monitor Model contains Alphablox cubes now:

Following messages indicate that the Alphablox Cubes have been created
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An additional verification step is to check the cubes section within the Alphablox
Administration Console of both Alphablox hosts:

‘ http://w62011n3.boeblingen.de.ibm.com:9082/AlphabloxAdmin/home I

or

‘http: w62011n4d .boeblingen.de.ibm.com:9082/AlphabloxAdmin/home I

Both Installations have to display the same cubes:

.J\PPI ICATIONS lAI)MINIS'I'IlA'I'[(')N ASSEMBLY

Build 24 [GA]

Vet

IBM Alphablox Cubes

2 CUBE_20090625150446
LINGFROCESS_CUB
GPROCESS CUB_20090625150446
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http://w6201ln4.boeblingen.de.ibm.com:9082/AlphabloxAdmin/home
http://w6201ln3.boeblingen.de.ibm.com:9082/AlphabloxAdmin/home

Chapter 25 Configure Monitor Data Security

Navigate to:

--> Security
--—--> Monitor Data Security

Monitor Data Security Administration

Monitor Data Security Administration

Use this page to perform administrative functions for Business Monitor data security. You can add a new resource group, select a

view models in a resource group.

Resource Groups

Naw

@ B §>

@ 7 Hame

1 Total

1. Select root.
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Monitor Data Security Administration

Monitor Data Security Administration > root

Models

@ I ClaimsHandlingMM l

Roles

Select a role for this resource group, and click either Users or Groups.
Please note that the following requirements must be met in order to as:
- Administrative Security must be enabled

- Application Security must be enabled

Users Groups

Select Name

() | Business-Manager

O Personal-KPI-Administrator
() Public-KPI-Administrator

O KPI-Administrator

OK Cancel

1. Select the ClaimsHandlingMM monitor model.

2. Select Business-Manager.

3. Click T3
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Monitor Data Security Administration

Monitor Data Security Administration > root > Select users for Business-Manager role

Search for Maximum results

Selected

OK Cancel

1. Click IR

2. Select the vmmuser that is displayed in the panel of available users.

3. Click
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Monitor Data Security Administration

Monitor Data Security Administration > root > Select users for Business-Manager role

Search for Maximum results
100
Search
Available 1
vid=vmmuser,o=defaultWIMFileBasedRealm I
=i
=
<
<<

@]

1. The vmmuser is now displayed in the panel of the selected users.

3. Click [¢sJ/d

Repeat the steps for the Personal-KPI-Administrator, the Public-KPI-Adminis-
trator and the KPI-Administrator.
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Chapter 26 Define a Business Space

This chapter describes how to define a sample Business Space in order to verify the
configuration and deployment of the monitor model.

Logon to the Business Space:

https://w620113m.boeblingen.de.ibm.com/BusinessSpace/login. jsp

as Your Business Space

Business Space Manager
@ Ll :3 S NBroupiby| Business Space !l Search | .\l

» [Create new Business Space |,
= =

ed by vmmuser vmmuser | Pages: 1

» SW Ssample | Owned by vmmuser vmmuser | Pages: 3
| For meonitoring a business process and working on human tasks on WebSphere Process Server

» &8 Solution Management | Cwned by vmmuser vmmuser | Pages: 3

| For managing and administering your business applications and solutions on Websphere Process Server.
n_i':-: Welcome | Cwned by System Administrator | Pages: 1

| For learning about Business Space

-

y Getting Started | Owned by System Administrator

L Provides introductory information about Business Space

1. Select the Create new Business Space icon in the upper left corner.
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Create New Business Space

y Business Space

na o namo far tha na
Tvpe 3 name forthe pe

Ol

Empty
® ® From atemplate
i Business Monitoring iw|
Space

From existing B
OK | | cancel

1. Enter BAM as name for the new Business Space.

2. Select From a template and select Business Monitoring from the drop

down list.

- ‘;‘JMU Widgets =

@ m KPIs = ExportValues | [}
Dimensions @ ————— O

: - . : '1'_’(_\ Widget Wiring
2 L' Convert to Hidden Widget
s = .". : 4 \?/' Help

1. Select the Analysis tab in the newly created BAM Business Space.

2. Select the arrow in the upper right corner of the Dimensions widget.
Select configure from the drop down menu.
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Analysis ¥ X | Operational | KPIs = ExportValues [ j w | Ll Add Widgets w»

Dimensions
Select Dimensions Wiring
Llonitarios Blodal. B it iy .
g

@ ClaimsHandlingMM (Version 2009-06-25 1.vi @
Available dimensions @ rRovdimensions
>

ClaimsHandlingProcess |w

CreationTime
N

< W
@ Measures
> A |
< v

e -
@ TerminationTime
al

Hide menu bar
Hide toolbar

®

OK | | Apply | | Cancel |

1. Select the version of the Monitoring Model (At this point only one version is
available).

2. Select ClaimsHandingProcess as Monitoring context.
3. Move CreationTime from Available Dimensions to Row Dimensions.

4. Move Measures from Available Dimensions to Column Dimensions.

5. Move TerminationTime from Available Dimensions to Page
Dimensions.

459



6. Click [X¥3l and then Y&

The Dimensions widget is displayed. However, is does not display any data
since Common Base Events have not yet been emitted by the corresponding
Business Process.

Dimensions
File Edit View Bookmarks Data Chat Tools Help m
Bl b le-o- @2 e

. A B 43

TerminationTime Al TermnatonTime | v

Average El
Duratic

100 —

‘ Set
CreationTime sort | InstancesCount  sort
z options options

‘| All CreationTimesort 0

0 T
InstancesCount
Measures
¢ All CreationTime

Note: if you encounter following exception:
/DashboardABX/_Dimensional/jsp/html/DimABXView.jsp has not been
defined. Refer to

http://publib.boulder.ibm.com/infocenter/dmndhelp/v6r2mx/index.jsp?

topic=/com.ibm.btools.help.monitor.admin.doc/trouble/dash _abx_autostart.htm

to solve the issue.
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T EE—
m® Your Business Space - —=
KPIM B w | i Add Widgets w
Diagrams
o ] o
P . s
: -
J Cl o]
i L - ——
Instances
3 lﬂ_l Configure .
) it g b, % Refresh Pt
C Widget Needs Configuratio K Delete
t R Widget Wiring
8 Convert to Hidden Widget
- Pub e
P 1 o T R Sree— = .

Select the Operational tab in the BAM Business Space.

1.
2. Select the arrow in the upper right corner of the Instances widget. Select

configure from the drop down menu.
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Instances

Show/Hide Filter Sort  Format Wiring

Select the monitoring contexts

to personalize Select the columns to display.

Lo : Available:
I=FClaimsHandlingMM(Across
- ~ ClaimsHandlingProcess Elapsed Durz|s |
1 |¢ H ClaimsHandlingProcess Elapsed Durz
Clai

HandlingProcess Elapsed D
ClaimsHandlingProcess End Time
ClaimsHandlingProcess Instance ID
ClaimsHandlingProcess Start Time
ClaimsHandlingProcess State
ClaimsHandlingProcess Working Durz
ClaimsHandlingProcess Working Durg|s |

| Include model specific

: Number of rows to display
versions - .

Include global human task 10 :
monitor model Refresh rate (in seconds
60
Sele: [Ee]
el Set as default |
mo ] M |
context
| OK | | Apply | | | Cancel |

2. Click S EETH A

3. Click E¥y to display all available columns.

Selected:

> |

(¥) Indicates a monitoring context. When a monitoring context column is displayed in the instances table,
drill down on each instance to see more information

1. Expand the Monitoring Contexts and select ClaimsHandlingProcess.
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Instances

ShowHide Filter Sot Format = Wiring
monitoring contexts to Select the columns to disp
Availabl Selected: ]
= ClaimsHandlingProcess Elapsed Durz ~
ClaimsHandlingProcess Elapsed Durz
. |ClaimsHandlingProcess Elapsed Durz
=

ClaimsHandlingProcess End Time
ClaimsHandlingProcess Instance ID

= | |ClaimsHandlingProcess Start Time
—— |ClaimsHandlingProcess State
ClaimsHandlingProcess Working Durz
=] ClaimsHandlingProcess Working Durz|s |

(¥) cates a monitorin ntext. When a monitering context column is displayed in the i nces tabl
dri wn on each in: to see more i tion
ide model specific versions Mumber of rows to display

1de global human task monitor

model 2sh rate (in seconds)
Sel

mao

default :
context | Setas default |

@ |ﬁ Apply || Cancel
1. Click and then [oJ4

Instances

@

= |SExports: % Search for: | & | | Reset A
ClaimsHandlingProcess Elapsed Duration ClaimsHandlingProcess Elapsed Duration for KPI ClaimsHandlingProcess Elapsed Duration for Measure
< >

The Instances widget is displayed. However, is does not display any data
since Common Base Events have not yet been emitted by the corresponding
Business Process.
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Chapter 27 Run the Claims Handling Application

More information on running the ClaimsHandling application can be found at
http://publib.boulder.ibm.com/bpcsamp/index.html

1. Start the BPC Explorer at URL http://<hosthame>:<default hostport>/bpc:

http://w6213dmgr.boeblingen.de.ibm.com:444/bpc I

2. Navigate to Process Templates -> My Process Template

3. Select ClaimsHandlingProcess and click Start Instance:
4. Enter string values in the Process Input Message view e.g.:
- customerNo: 100 (a value of type string)
- claimRecord: 999 (a value of type string)
5. Click Submit and navigate to Task Instances -> All Tasks
6. Select Task CheckClaim and click Work on
7. Select on of the available Task Output Messages, e.g. Reject
SANelildd Complete

The process finishes and the process instance is being deleted.

The following output can be found in the according log of the BPELCluster member:

[5/25/07 12:22:12:048 CEST] 00000061 SystemOut O May 25, 2007 12:21:12
PM: Claim handling request received. Claim record no: 999. Customer no:
100.

May 25, 2007 12:22:12 PM: Claim was checked. Action: reject.

May 25, 2007 12:22:12 PM: Final decision: reject.
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Chapter 28 View Dimensions and Instances within
Business Space

Logon to the Business Space:
‘ https://w620113m.boeblingen.de.ibm.com/BusinessSpace/login. jsp

Open the BAM Business Space. Select the Analysis tab. The Dimensions widget
now displays data based on the Common Base Events emitted by the Claims Hand-
ling Business Process:

Dimensions -
File Edit View Bookmarks Data Chart Tools Help ]
B b | ¢~ B | . T ?

b Mo ||B A [ o

onTime | A TerminatanTime | |

Set

500,000 — il stances Average Elapsed
] Duration
250,000 Vi L o '_ b
i / T T T i
InstancesCount ClaimsHandlingProcess Average Workin
ClaimsHandlingProcess Average Elapsed Duration
Measures
¢+ All CreationTime K|«|

Open the BAM Business Space. Select the Operational tab. The Instances widget
now displays information related to single instances of the Claims Handling Busi-
ness Process:

Instances

@ [ewon.. | % Search for: | & || Reset
ClaimsHandlingProcess Instance ID ClaimsHandlingProcess Start Time ClaimsHandlingProcess State ClaimsHandlingProcess Working Dur;
_PI:90030122.2cd6ffaf. d28b6716.b2f7046b 29 June 2009 18:26:43 3 - STATE_FINISHED 5m,14s

< >
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Chapter 29 Appendix
291 WPS How To

2911 Save changes and synchronize Nodes

The "Save changes" section is displayed on top of a page:

B Messages
Changes have been made to your local configuration. You can:
@ Save directly to the master configuration.
|o Review changes before saving or discarding. |
An option to synchronize the configuration across multiple nodes after saving can be enabled in

Preferences.
&The server may need to be restarted for these changes to take effect.

1. Click 3=

The "Save" page is displayed:

Secure administration, applications, and infrastructure

r ministration lication nd infrastr re > Save
Save your workspace changes to the master configuration.

Click Save to update the master repository with your changes. Click Discard to «
repository configuration. Click Cancel to continue working with your changes.

Oﬂ Total changed documents: 2
@ Synchronize changes with Nodes]
| Save!l Discard | Cancel |

1. Select "Synchronize changes with Nodes".

2. Click 'Y
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The "Synchronize changes with Nodes" page is displayed:

Secure administration, applications, and infrastructure

infr. > Synchronize changes with Nodes
The current status of the Nodes being synchronized.

B ADMS02021: Automatic synchronization mode is disabled for node: WPSNode01.

B ADMS02021: Automatic synchronization mode is disabled for node: WPSNode02.

@ ADMS02011: The configuration synchronization started for node: WPSNode02.

@ ADMS0205I: The configuration synchronization completed successfully for node: WPSNode02.
@ ADMS02011: The configuration synchronization started for node: WPSNode01.

m ADMS02031: The automatic synchronization mode is enabled for node: WPSNode02.

@ ADMS0208I: The configuration synchronization complete for cell.

1. Verify that synchronization is complete.

2. Click Y4

<l
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29.1.2

manager. Deployment manager and node agents are the parts of the cell.

29.1.21 Stop the deployment manager and the node agents

In

the admin console navigate to:

Start/stop the deployment manager and the node agents

This section describes how to stop and start the node agents and the deployment

Before restarting the entire cell all Clusters in the cell must be stopped. I

System administration
-> Node agents

The "Node agents" page is displayed:

Node agents

Node agents

Use this page to manage node agents and application servers on the node that a node agent manages. The node agent

intermediary between the application servers on the node and the deployment manager. The node agent process runs c

specialized to perform node-specific administration functions, such as server process monitoring, configuration synchron
nd request routing.

Preferences

Ceod)resart | restart st senversonvoce |

Node © Version < Status @

WPSNode02 ND 6.1.0.21 +
Process Choreographer 6.2.0.0
WPS 6.2.0.0
WS FEP 6.1.0.21

WPSNode01 ND 6.1.0.21 +
Process Choreographer 6.2.0.0
WPS 6.2.0.0
WS FEP 6.1.0.21

Total 2

1. Select all running node agents.

2. Click B33
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In the admin console navigate to:

System administration
-> Deployment manager

The "Deployment manager" page is displayed:

Deployment manager

Use this page to stop the deployment manager from running, and to
the deployment manager. The deployment manager provides a single
(R) Application Server distributed cell.

Runtime || Configuration

@

General Properties

Name
|dmgr

Apply[ OK\ Reset‘ Cancel

1. Click B3

The "Stopping Server" page is displayed:

Stopping Server
& The server is running the administration application.
If you stop the server, you will be logged out of the current HTTP sess

Start the server again to use the administrative console. If security is ¢
still valid. Since the LTPA cookie is for single-signon (multi-server use),

OK||  Cancel
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You can also stop the node agents and the deployment manager by executing the
following commands as user h on the several hosts:

1. On all custom profile node hosts:
cd /<install root>/profiles/[SIsIeRRIRNENSES/ bin

./stopNode.sh -username vmmuser -password <password>

ADMU0116I: Tool information is being logged in file

/<install root>/profiles/ SieFPBEREIIEN/10gs/nodeagent/stopServer.log
ADMU(0128I: Starting tool with the jSoigelaBEEREIP: profile

ADMU3100I: Reading configuration for server: nodeagent

ADMU3201I: Server stop request issued. Waiting for stop status.
ADMU4000I: Server nodeagent stop completed.

2. On the deployment manager host:
cd /<install root>/profiles/[SYS S EBRIRENIS/bin

./stopManager.sh -username vmmuser -password <password>

ADMU0116I: Tool information is being logged in file
/<install root>/profiles/SelasSREEWE/10gs/dmgr/stopServer.log
ADMUO0128I: Starting tool with the joielaBEREIIP: orofile
ADMU3100I: Reading configuration for server: dmgr

ADMU3201I: Server stop request issued. Waiting for stop status.
ADMU4000I: Server dmgr stop completed.
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29.1.2.2

Start the deployment manager and the node agents

To start the deployment manager and the node agents execute the following
commands as user m on the several hosts:

1. On the deployment manager host:

ADMUO116TI:

ADMU3100TI:
ADMU3200TI:
ADMU3000TI:

cd /<install root>/profiles/[SIsISRRIRENINS/ bin

./startManager.sh

Tool information is being logged in file

/<install root>/profiles/SeiqF SRR/ 10gs/dngr/startServer.log
ADMU0128I: Starting tool with the Nl SBEEN LIS profile

Reading configuration for server: dmgr
Server launched. Waiting for initialization status.
Server dmgr open for e-business; process id is 8941

2. On all node hosts:

ADMUO116TI:

ADMU3100TI:
ADMU3200TI:
ADMU3000TI:

cd /<install_root>/profiles//bin
./startNode.sh

Tool information is being logged in file

/<install root>/profiles/ Sl SBERNEWES/10gs/nodeagent/startServer.log
ADMUO0128I: Starting tool with the il aBERRE®: orofile

Reading configuration for server: nodeagent
Server launched. Waiting for initialization status.
Server nodeagent open for e-business; process id is 7000
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29.2 IHS How To
29.2.1 Starting and stopping the HTTP server

To start the http serverexecute the following commands as user R on the http
host:

cd /<install root>/bin
./apachectl start

To stop the http serverexecute the following commands as user [ on the http host:

cd /<install root>/bin
./apachectl stop
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29.3 Oracle How To
29.3.1 Starting and stopping the database listener

This chapter describes now to manage the Oracle database listener.

29.311 Starting the database listener

Login the database system as user oracle and execute the following command:

lsnrctl start
LSNRCTL for Linux: Version 11.1.0.6.0 - Production on 05-DEC-2008
19:45:06

Copyright (c) 1991, 2007, Oracle. All rights reserved.
Starting /opt/oracle/llg/bin/tnslsnr: please wait...

TNSLSNR for Linux: Version 11.1.0.6.0 - Production

System parameter file is /opt/oracle/llg/network/admin/listener.ora
Log messages written to
/opt/oracle/diag/tnslsnr/fmtc7175/1listener/alert/log.xml

Listening on: (DESCRIPTION=(ADDRESS=(PROTOCOL=tcp)
(HOST=fmtc7175.boeblingen.de.ibm.com) (PORT=1521)))

Listening on: (DESCRIPTION= (ADDRESS=(PROTOCOL=ipc)
(KEY=EXTPROC1521)))

Connecting to (DESCRIPTION= (ADDRESS=(PROTOCOL=TCP)
(HOST=<your hostname>) (PORT=1521)))
STATUS of the LISTENER

Alias LISTENER

Version TNSLSNR for Linux: Version 11.1.0.6.0 -
Production

Start Date 05-DEC-2008 19:45:06

Uptime 0 days 0 hr. 0 min. 0 sec

Trace Level off

Security ON: Local OS Authentication

SNMP OFF

Listener Parameter File /opt/oracle/llg/network/admin/listener.ora

Listener Log File
/opt/oracle/diag/tnslsnr/fmtc7175/1listener/alert/log.xml
Listening Endpoints Summary...

(DESCRIPTION= (ADDRESS= (PROTOCOL=tcp) (HOST=<your hostname>)
(PORT=1521)))

(DESCRIPTION= (ADDRESS=(PROTOCOL=ipc) (KEY=EXTPROC1521)))
The command completed successfully

Note: The Oracle Listener needs about 1 minute to discover all services.
Trying to connect to a database before all services are discovered will
lead to an ORA error.
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29.3.1.2 Stopping the database listener

Login the database system as user and execute the following command:

lsnrctl stop
LSNRCTL for Linux: Version 11.1.0.6.0 - Production on 05-DEC-2008
19:46:30

Copyright (c) 1991, 2007, Oracle. All rights reserved.
Connecting to (DESCRIPTION= (ADDRESS=(PROTOCOL=TCP)

(HOST=<your hostname>) (PORT=1521)))
The command completed successfully

29.3.1.3 Displaying the database listener status

Login the database system as user and execute the following command:

lsnrctl status
LSNRCTL for Linux: Version 11.1.0.6.0 - Production on 05-DEC-2008
19:49:55

Copyright (c) 1991, 2007, Oracle. All rights reserved.

Connecting to (DESCRIPTION=(ADDRESS=(PROTOCOL=TCP)
(HOST=<your hostname>) (PORT=1521)))
STATUS of the LISTENER

Listener Log File
/opt/oracle/diag/tnslsnr/fmtc7175/1istener/alert/log.xml
Listening Endpoints Summary...

(DESCRIPTION= (ADDRESS= (PROTOCOL=tcp) (HOST=<your hostname>)
(PORT=1521)))

(DESCRIPTION= (ADDRESS= (PROTOCOL=1ipc) (KEY=EXTPROC1521)))
Services Summary...
Service "ORCL.<your hostname>" has 1 instance(s).

Instance "ORCL", status READY, has 1 handler(s) for this
service...
Service "ORCL XPT.<your hostname>" has 1 instance(s).

Instance "ORCL", status READY, has 1 handler(s) for this
service...

The command completed successfully

Alias LISTENER

Version TNSLSNR for Linux: Version 11.1.0.6.0 -
Production

Start Date 05-DEC-2008 19:49:13

Uptime 0 days 0 hr. 0 min. 42 sec

Trace Level off

Security ON: Local 0OS Authentication

SNMP OFF

Listener Parameter File /opt/oracle/llg/network/admin/listener.ora
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29.3.2 Starting and stopping the database

This chapter describes how to start and stop the oracle database ORCL.

29.3.21 Starting the database

To start the database ORCL execute the following commands as user :
sqlplus sys/<password>@<oracle sid> AS SYSDBA

SQL*Plus: Release 11.1.0.7.0 - Production on Thu Jan 29 15:07:23
2009

Copyright (c) 1982, 2008, Oracle. All rights reserved.

Connected to an idle instance.

SQL>startup
ORACLE instance started.

Total System Global Area <xxxxxx> bytes
Fixed Size <xxxxxx> bytes

Variable Size <xxxxxx> bytes

Database Buffers <xxxxxx> bytes

Redo Buffers <xxxxxx> bytes

Database mounted.

Database opened.

29.3.2.2 Stopping the database

To stop the database ORCL execute the following commands as user :
sglplus sys/<yourPassword>@<oracle sid> AS SYSDBA

SQL*Plus: Release 11.1.0.7.0 - Production on Thu Jan 29 15:00:08
2009

Copyright (c) 1982, 2008, Oracle. All rights reserved.

Connected to:

Oracle Database 1lg Enterprise Edition Release 11.1.0.7.0 - 64bit
Production

With the Partitioning option

SQL>shutdown immediate
Database closed.

Database dismounted.
ORACLE instance shut down.
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29.3.3 Starting and stopping the Oracle Enterprise Manager
Console

This chapter describes how to manage the Oracle Enterprise Manager Console (OEM)
and how to access the OEM website.

29.3.3.1 Starting the Oracle Enterprise Manager

To start the Oracle Enterprise Manager Console execute the following command as

user [ldlE:

emctl start dbcosole

Oracle Enterprise Manager 11lg Database Control Release 11.1.0.7.0
Copyright (c) 1996, 2008 Oracle Corporation. All rights reserved.
https://<hostname>:1158/em/console/aboutApplication

Starting Oracle Enterprise Manager 11lg Database

COMEE@IL cocooococoooooooo started.

Logs are generated in directory
/opt/oracle/11g/W62L30RA.boeblingen.de.ibm.com ORCL/sysman/log

29.3.3.2 Stopping the Oracle Enterprise Manager

To stop the Oracle Enterprise Manager Console execute the following command as
user ﬁ@

emctl stop dbconsole
Oracle Enterprise Manager 1llg Database Control Release 11.1.0.7.0
Copyright (c) 1996, 2008 Oracle Corporation. All rights reserved.
https://<hostname>:1158/em/console/aboutApplication
Stopping Oracle Enterprise Manager 11g Database Control

Stopped.

29.3.3.3 Displaying the Oracle Enterprise Manager status

emctl status dbconsole
Oracle Enterprise Manager 1llg Database Control Release 11.1.0.7.0

Copyright (c) 1996, 2008 Oracle Corporation. All rights reserved.

https://<hostname>:1158/em/console/aboutApplication

Oracle Enterprise Manager 1lg is running.

Logs are generated in directory /opt/oracle/11g/W62L30RA.boeblin-

gen.de.ibm.com ORCL/sysman/log

29.3.34 Accessing the Oracle Enterprise Manager

To access the Oracle Enterprise Manager type the following url in the web browser:

htt ps://<host nane>: 1158/ em I

The port can differ and may be found in the file
$ORACLE_HOME/install/portlist.ini.
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29.3.4 Resetting a user password in the Oracle database

There is sometimes a need to reset the password for a database user in the Oracle
database.

To reset the password of a database user execute the following commands as user
oraclej

# sglplus / AS SYSDBA

SQL*Plus: Release 11.1.0.7.0 - Production on Wed Jul 22 09:16:52 2009

Copyright (c) 1982, 2008, Oracle. All rights reserved.

Connected to:

Oracle Database 1lg Enterprise Edition Release 11.1.0.7.0 - 64bit
Production

With the Partitioning, OLAP, Data Mining and Real Application Testing
options

SQL> ALTER USER <username> IDENTIFIED BY <password>;

e.G. resetting the password for the database user "sys":

SQL> ALTER USER SYS IDENTIFIED BY <password>;
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29.3.5 Compute database statistics

29.3.51 Prepare the database

Execute script

sglplus sys/<password>@<oracle sid> AS SYSDBA
@SORACLE HOME/rdbms/admin/dbmsstat.sql;

to create the dbms_stats packages in the database.

Note: The dbms_stats packages are normally created during the database |
creation.

29.3.5.2 Gather the database statistics

To gather statistics log in with

sqglplus sys/<password>@<oracle sid> AS SYSDBA I

and start the function:

execute dbms stats.Gather database stats; I
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29.3.6 Work with Redo Log Groups

29.3.6.1 Sizing the Redo Log Groups

The size of the redo log files depends on the database load. The 750 MB of the Oracle
database chapter are only a rule of thumb. It may be, that greater redo log files are
needed.

If a redo log file is full, the database switches to the next redo log file in a round robin
manner. On every log switch the database generates a checkpoint. This is very 10
extensive. So too small log files are downgrading the database performance.

With Oracle 10g a sizing advisor was introduced. A precondition of this advisor is that
the database is on load.

A important parameter of this method is the parameter FAST_START_MTTR_TARGET.
This is the mean time that the database should be able to recover if a database crash
occurs. This parameter is specified in seconds and possible values are between 0 and
3600.

The result of the following SQL statement is the advice for the size in MB of the redo
log files:

SQL> SELECT OPTIMAL LOGFILE SIZE FROM VSINSTANCE RECOVERY; I

You have to execute the statement as user “‘ and the role “"S}#SI8l=1a".

Therefore connect to the database executing the following command as user [Jgld[=:
# sglplus sys/<password>@<oracle sid> AS SYSDBA

SQL*Plus: Release 11.1.0.7.0 - Production on Wed Jul 22 09:16:52 2009
Copyright (c) 1982, 2008, Oracle. All rights reserved.

Connected to:

Oracle Database 11lg Enterprise Edition Release 11.1.0.7.0 - 64bit
Production

With the Partitioning, OLAP, Data Mining and Real Application Testing
options

SQL> SELECT OPTIMAL LOGFILE SIZE FROM VSINSTANCE RECOVERY;

OPTIMAL LOGFILE SIZE
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29.3.6.2 Changing the redo log size

The size of a redo log file cannot be changed. You have to delete it and recreate it
with the right size.

Oracle uses the redo log files in a round robin order. So if you have three redo log
files, one is active and two are inactive. You are able to drop a logfile member with the
following command:

ALTER DATABASE DROP LOGFILE MEMBER
‘/opt/oracle/oradata/jenENaimgs/ redo01.1log’ ;

In this command you have to change the name and location of the redo log file. When
a redo log member is dropped from the database, the operating system file is not
deleted from disk. Rather, the control files of the associated database are updated to
drop the member from the database structure. After dropping a redo log file, make
sure that the drop completed successfully, and then use the appropriate operating
system command to delete the dropped redo log file.

To drop a member of an active group, you must first force a log switch.
To force a log switch, you must have the ALTER SYSTEM privilege:

ALTER SYSTEM SWITCH LOGFILE; I

Ta add a new logfile member use:

ALTER DATABASE ADD LOGFILE MEMBER
‘/opt/oracle/oradata/SBENEWINE / redo01.log’ SIZE (SaSIMRRIecRRASM TO GROUP

<your group>f
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